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About This Book

This book contains detailed information about the Administrative products
for DB2. It isintended for use by the system programmer or database
administrator (DBA) who will install the following BMC Software products
and solutions from the Administrative products for DB2 distribution tapes,
CD, or Electronic Software Distribution (ESD) image:

e ALTER

« CATALOG MANAGER

« CHANGE MANAGER

« DASD MANAGER PLUS

e Administrative Assistant

e Database Administration

e Database Performance

*  SmartDBA System Performance

To use this book you should be familiar with the following items:

«  IBM® DB2 Universal Database for 0S/390 and z/OS
» job control language (JCL)

* Interactive System Productivity Facility (ISPF)

e your client and host operating systems

For example, you should know how to respond to | SPF panels and how to

perform common actionsin awindow environment (such as choosing menu
items and resizing windows).
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How This Book Is Organized

This book is organized as follows. This book also contains an index.

Chapter/Appendix

Description

Chapter 1, “Preparing to Install and
Customize the Administrative Products”

provides information that you need to prepare to install and
customize the Administrative products

Chapter 2, “Customizing the Administrative
Products”

provides information that you need to customize the
Administrative products

Chapter 3, “Performing Post-Installation
Tasks for the Administrative Products”

describes the post-installation tasks that you should perform
after you complete the installation and customization process

Chapter 4, “Performing Post-Installation
Tasks for the BMC Admin Server”

describes the post-installation tasks that you should perform
after you install the BMC Admin Server for use with the client
for ALTER and CHANGE MANAGER

This chapter also provides information about installing,

configuring, and starting the client for ALTER and CHANGE
MANAGER.

Appendix A, “ALTER Default Options”

describes each default option and shows an example of the
default option module

Appendix B, “CATALOG MANAGER Default
Options”

describes each default option and shows an example of the
default option module

Appendix C, “CHANGE MANAGER Default
Options”

describes each default option and shows an example of the
default option module

Appendix D, “DASD MANAGER PLUS
Default Options”

describes each default option and shows an example of the
default option module

Appendix E, “JCL Generation Product
Options”

describes the product options and shows an example of a
product options file

Appendix F, “Cross-System Image Manager
Parameters”

describes the parameters that are needed to establish the
scope of XIM processing in a sysplex environment, including
parameters that are set at a global level and parameters that
are set at the MVS image level

Appendix G, “Moving to a Different Version
of DB2"

describes how to migrate from one version of DB2 to another
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Related Documents

The Administrative products are supported by several types of documents. In
addition to this customization guide, the related books and notices that are
listed in the following table contain useful information about the installation,

customization, and use of the products.

Document Title or

Category | Availability | Document Type Description
installation printed and 0S/390 and z/0OS Installer Guide provides information about the BMC
shipped with Software 0S/390 and z/OS Installer and
products the product installation tape set
product use | ¢ online Administrative Products for DB2 contains descriptions and responses for
o document Messages Manual the information, warning, and error
CD messages that the Administrative
products and solutions generate
ALTER and CHANGE MANAGER | present a task-oriented, step-by-step
for DB2 User Guide approach to using the products
In addition, they document the high-level
CATALOG MANAGER for DB2 processes of the products and solution
User Guide components
DASD MANAGER PLUS for DB2
User Guide
ALTER and CHANGE MANAGER | explains the functions, commands, and
for DB2 Reference Manual keywords for the products
DASD MANAGER PLUS for DB2
Reference Manual
notices printed and  release notes provide updates to the installation
shipped with « flashes instructions, last-minute product
products « technical bulletins information, and updated product
information between releases
online Help | delivered ¢ ISPF help panels detailed information about specific tasks,

within product

» windows that are accessible
from the graphical user interface

options, or terms

Online and Printed Books

The books that accompany BM C Software products are available in online
and printed formats. Online books are formatted as Portable Document
Format (PDF) files and, in some cases, as HTML files. You can access online

books by using your Internet browser.
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To Access Online Books

To view any online book that BM C Software offers, visit the support page on
the BMC Software Web site at http://www.bmc.com/support_home. You can
also access PDF books from the document compact disc (CD) that
accompanies your product.

Use the free Acrobat Reader from Adobe Systemsto view, print, or copy
PDF files. In some cases, ingtalling the Acrobat Reader and downloading the
online booksis an optional part of the product installation. For information
about downloading the free reader from the Web, see the Adobe Systems site
at http://www.adobe.com.

To Request Printed Books

Online Help

Notices

To request printed copies of BMC Software books, visit the support page on
the BMC Software Web site at http://www.bmc.com/support_home.

The Adminigrative products include online Help. In each Administrative
product’s | SPF interface, you can access Help by pressing HEL P from any

I SPF panel. In the graphical user interface (GUI) for ALTER and CHANGE
MANAGER, you can access Help from the Help menu or in the following
ways:

» by pressing F1 from any window or dialog box
» by clicking the Help button that is provided in most dialog boxes

The latest versions of notices are also available online from the support page
of the BMC Software Web site at http://www.bmc.com/support_home.
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Conventions

This section provides examples of the conventions used in this book and
explains how to read syntax statements.

General Conventions

This book uses the following general conventions:

Item

Example

information that you are
instructed to type

Type SEARCH DB in the designated field.

specific (standard)
keyboard key names

Press Enter.

field names, text on a
panel

Type the appropriate entry in the Command field.

directories, file names,
Web addresses

The BMC Software home page is at
http://www.bmc.com.

nonspecific key names,
option names

Use the HELP function key.

KEEPDICTIONARY option

MVS calls, commands,
control statements,
keywords, parameters,
reserved words

Use the SEARCH command to find a particular object.

The product generates the SQL TABLE statement next.

code examples, syntax
statements, system
messages, screen text

/1 STEPLI B DD

The table table_name is not avail abl e.

emphasized words, new
terms, variables

The instructions that you give to the software are called
commands.

In this message, the variable file_name represents the
file that caused the error.

GUI menu sequence

Choose File => Open.

This book uses the following types of special text:

Note:

Warning!

Notes contain important information that you should consider.

Warnings alert you to situations that could cause problems, such

asloss of data, if you do not follow instructions carefully.

Tip:

Tips contain useful information that may improve product

performance or that may make procedures easier to follow.
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Chapter 1  Preparing to Install and
Customize the
Administrative Products

This chapter presents the following topics:

O VIV BN . . . et 1-2
About the0S/390and z/OS Installer . ... ........ ... .. ... . ... 1-3
Standard Method of Installation. . ............... ... ... ..... 1-3
Methods of Distribution. . ............coo i 1-3
PrereqUISIteS . . ... 1-5
System Software Requirements. . ...t 1-5
Worklist Parallelism Requirements .. ........................ 1-8
Estimated Space Requirements ... ......... ..., 1-9
Installation Authorization Requirements. . .................... 1-13
Product Authorization. .. ........... i 1-13
Installation and Customization Considerations . ................... 1-14
Reusing Installation Profiles ......... ... ... .. ... .. ... .... 1-14
Installing BMC Software Products at Different Times ........... 1-14
Improving Performance . . ............ i 1-14
Migrating Data. .. ... e 1-14
Reusing DB2 StrUCtUrES. . .. ..o oo et 1-15
Installing the Administrative Products on Additional and Multiple DB2
SUDSYSIEMS . . . o 1-15
Installing Multiple Product Releases on a Single DB2 Subsystem . . 1-17
Generating ISPFInterfaces ............ .. ... i 1-17
Enabling Product CLISTS . ... ..o 1-18
Using Worklist Parallelism. . ............ ... ..o i, 1-19
Whereto GofromHere ... i e 1-21
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Overview

Overview

The Adminigtrative Products for DB2 are installed on OS/390 and z/OS by
using an Interactive System Productivity Facility (ISPF) application that is
named the BMC Software OS/390 and z/OS Installer.

Before you install the Administrative products, you must gather certain
information and consider how and where you plan to run the products. This
chapter provides the following information to help you plan your installation:

* anoverview of the OS/390 and z/OS Installer

» prerequisites for instaling, configuring, and running the Administrative

products

» additional information that you should consider before you install or
customize any of the Administrative products

Table 1-1 lists the documents that you need to compl ete the installation and
customization tasks for the Administrative products.

Table 1-1 Reference Documents for Installation and Customization Tasks

Task

Reference Document

Prepare to install and customize the
Administrative products.

release notes, flashes, and technical bulletins

Product Authorization Letter

Chapter 1, OS/390 and z/OS Installer Guide

Chapter 1, Administrative Products for DB2 Customization
Guide

Unload the OS/390 and z/OS Installer and the
Administrative products from the distribution
media.

0S/390 and z/OS Installer Guide

Set up the installation session.

0S/390 and z/OS Installer Guide

Customize the Administrative products by
assigning values to default options and
preparing the products for use.

Chapter 2 through Appendix G, Administrative Products for
DB2 Customization Guide

You perform some of the customization tasks by using the
0S/390 and z/OS Installer. Therefore, you should have the
0S/390 and z/OS Installer Guide available during the
customization part of the process.

BMC Software, Inc., Confidential and Proprietary Information

1-2 Administrative Products for DB2 Customization Guide




About the OS/390 and z/OS Installer

About the OS/390 and z/OS Installer

The OS/390 and z/OS Installer combines tape images, copies files to your
system, and generates a set of batch jobs in job control language (JCL). You
use the installation batch jobs to unload and customize products from one or
more distribution media.

The 05390 and zZ/OS Installer Guide includes detailed instructions for using
the OS/390 and z/OS Installer to install the Administrative products.

Warning! The OS/390 and z/OS Installer does not support products that
were delivered with earlier BMC Software install ation systems.
Do not use the 0S/390 and z/OS Installer to install products from
any tape that includes the reference "DB2 Common Install
System" on its label.

Furthermore, you cannot use your DB2 Common Install System

installation user profile with the 0S/390 and z/OS Installer. You
must specify your installation options again.

Standard Method of Installation

The Standard method for installing the Administrative products provides a
fast installation process by using the IEBCOPY utility.

Methods of Distribution

The Adminisgtrative products are distributed by the following methods.

Hard Media (Tape or CD)
The tape set for the Administrative products consists of the following items:

e C-seriestape set, which contains the BM C Software 0S/390 and z/OS
Installer and the code for the Administrative products (except the
graphical user interface clients for the ALTER and CHANGE
MANAGER products). The following products and solutions are
included on the C-series tape set:

— ALTER for DB2 version 7.3.01
— CATALOG MANAGER for DB2 version 7.3.01
— CHANGE MANAGER for DB2 version 7.3.01
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— DASD MANAGER PLUS for DB2 version 6.2.00
— Cross-System Image Manager (XIM) version 1.3.01
— Administrative Assistant for DB2 version 7.3.01

— Database Administration for DB2 version 2.1.00

— Database Performance for DB2 version 2.0.00

* haseinstalation (BMI) tape

The BMI tape contains the 0S/390 and z/OS Installer. Use the BMI tape
if only you areinstalling products or components from a tape set other
than the C-series tape set in a single installation session.

The graphical user interface (GUI) clients for the ALTER and CHANGE
MANAGER products are distributed on a CD.

Note: The SmartDBA System Performance for DB2 solution includes a
component of the CATALOG MANAGER product. Other
components of the SmartDBA System Performance solution are
contained on the M-series tape set.

Electronic Software Distribution Image

The Electronic Software Distribution (ESD) image for the Administrative
products consists of the product data sets. These data sets have been
compressed into one or more sequentia files. During the first part of an ESD
installation, the DASD requirements are twice the requirements for atape
installation. However, after the temporary ESD files are deleted, the DASD
requirements are equivalent.

For instructions about downloading ESD images, see the 05390 and ZOS
Installer Guide.
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Prerequisites

The products on the media or image have certain requirements for their
installation, customization, and use. This section describes the following
prerequisites:

» system requirements—versions of the operating system, database, and
other associated software that each product requires

* estimated space requirements—the number of tracks that the distribution
data sets for each product require

» installation authorization requirements—the authorization that is required
to run the jobs that the installation system generates

System Software Requirements

System requirements for using the installation system are documented in the
0S/390 and ZOS Installer Guide. Table 1-2 lists specific system
requirements for running each product and solution.

Table 1-2 System Requirements for Administrative Products
Operating System Additional Requirements and
Requirements DB2 Requirements Recommended Options

« IBM OS/390 version 2.6 or | »« IBM DB2 version 6 or later | IEBCOPY job to copy all load modules to a
later, or IBM z/OS version | « product LOAD libraries that | single APF library

1.1 or later are authorized with the
* ISPF version 3.1 or later authorized program facility | The following apply to the XIM technology:
» TSOI/E version 1.4 or later (APF) « XCF services running in a multisystem

environment.
« JES2 or JES3

« sufficient system linkage indexes (LXs) for
your MVS subsystems (one per XIM)
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Additional Requiremen

ts

Note these additional requirements for installing the Administrative products.

ALTER and CHANGE MANAGER

Table 1-3

The RECOVER PLUS component of CHANGE MANAGER provides
additional functionality, such as the ability to migrate data from image
copies. RECOVER PLUS isinstalled with CHANGE MANAGER and
reguires no additional license or password for use.

ALTER and CHANGE MANAGER must be installed in a separate library for
each DB2 version.

The ALTER and CHANGE MANAGER clients have additional requirements
for use as shown in Table 1-3.

System Requirements for Client

Operating System
Platforms

Communication

Protocols Minimum Hardware Free Disk Space

Microsoft Windows NT
4.0 with Service Pack 4
or later applied
Microsoft Windows 98
Second Edition

Microsoft Windows 2000

* 69.5MB

¢ 6 MB in the temp
directory for temporary

* IBM TCP/IP for
0OS/390 version
3.1 or later

64 MB RAM
200 MHz Pentium
VGA video (at least 600

e IBM APPC/MVS X 800) files created during
for MVS version « 4X or faster CD-ROM installation
4.3 or later drive

temp is typically
defined in the
autoexec.bat file. If it is
not, 6 MB of free space
in the windows (or
winnt) directory is
required.

The server and client version of ALTER or CHANGE MANAGER requires a
specific version of the mainframe version of the product. Table 1-4 lists
which server and client versions are equivalent to specific mainframe product
Versions.

Table 1-4 Version Equivalents for Mainframe, Server, and Client

Mainframe Version | Server Version | Client Version

7.3.01 7.3.01 7.1.01
7.2.01 7.2.01 7.1.01
7.1.01 7.1.01 7.1.01
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If your users generate large worklists for creating or modifying Peopl eSoft
environments, you might need to modify the values for space allocation for
dynamically allocated data sets. To do so, increase the appropriate operating
system defaults in the ALLOCxx member of SYS1.PARMLIB.

CATALOG MANAGER

CATALOG MANAGER requires at least 4 MB of region size for each user
who signs on.

CHANGE MANAGER

The Compare component of CHANGE MANAGER requires the following
conditions to perform a catalog to catalog comparison:

DASD MANAGER PLUS

The catalogs that are used as input sources must be located on
subsystems that are installed with version 6.1 or later.

Remote locations must be defined in the SY SIBM.LOCATIONS table of
the local DB2 subsystem and be connected using the distributed data
facility (DDF) of DB2. Refer to the IBM DB2 Universal Database for
0YS390 and ZOS Administration Guide for instructions on how to define
alocation name with SY SIBM.LOCATIONS.

CHANGE MANAGER must be installed on the loca and remote DB2
subsystems. CHANGE MANAGER can be installed either completely or
partially on the remote DB2 subsystem.

CHANGE MANAGER must be at the same version, release, and
maintenance level on both DB2 subsystems.

DASD MANAGER PLUS requiresthe IBM GDDM with the Presentation
Graphics Feature (PGF) to use the DASD MANAGER PLUS graphics
option.
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Worklist Parallelism Requirements

In version 2.1.00 of the Database Administration solution, CHANGE
MANAGER can execute worklist commandsin parallel acrossasingle
0S/390 or Z/OS image, or in aDB2 data sharing group across a sysplex. This
feature is called worklist parallelism. Before you can use the worklist
paralelism feature in the Database Administration solution, the following
requirements must be met:

You must have the Database Administration solution installed. A
password for the Database Administration solution is required to enable
worklist parallelism.

If version 1.3.00 or earlier of the BMC Software Cross-System Image
Manager (XIM) for DB2 or for IMS s already installed on your
subsystem in an authorized library or in alinklist data set, you must
upgrade to version 1.3.01 of XIM. Version 2.1.00 of the Database
Administration solution requires version 1.3.01 of XIM. Only one XIM
started task procedure can be active on each image with the same group
name for XI1M.

You must start XIM on every image on which you want to run aworklist
in parallel.

The dispatch priority for the XIM started task procedure must be set to a
higher level than the dispatch priority for a CHANGE MANAGER batch
job.

You must have sufficient system linkage indexes (L Xs) for your OS/390
or z/OS subsystems. One LX isrequired for each XIM address space.

An available entry must exist in the IBM Cross-System Coupling Facility
(XCF) for XIM to define the group.

If you use data sharing, consider the following requirements:

— All the membersin the data sharing group must be at the same
version level of DB2.

— The CHANGE MANAGER product libraries must be APF
authorized on al the images in the data sharing group.

— XIM initiators for any of the members in the data sharing group must
use the same DSNLOAD and DSNEXIT concatenation.

— If you want to use all the members in the data sharing environment,

invoke CHANGE MANAGER by using the group attachment name
for the SSID in the BMCDB2 CLIST.
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Estimated Space Requirements

ALTER

During the unload process, the installation system allocates various data sets
according to the products that you select for installation. The following
sections describe the data sets that the installation system allocates for each
product.

HLQ represents the high-level qualifier that you have chosen for the BMC
Software products. To determine your total space requirements, add the space
required for each product that you are installing.

Note: If you are using DB2-defined objects, you must have a previously

defined storage group (STOGROUP). The installation system does
not define STOGROUPs.

Table 1-5 provides space estimates for ALTER objects.

Table 1-5 Space Estimates for ALTER Objects
Primary Secondary | Estimated | Estimated
Object Quantity Quantity Tracks, Tracks,
(Default) (KB) (KB) 3380 3390
table space 15200 1360 380 695
index space 2960 1440 30 30

Table 1-6 provides the space estimates for ALTER distribution data sets.

Because RECOVER PLUS isinstalled with ALTER, Table 1-6 also includes
space estimates for RECOVER PLUS objects.

Table 1-6 Space Estimates for ALTER Distribution Data Sets (Part 1 of 2)
Estimated | Estimated

Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.CLIST VB 255 3120 32 16
HLQ.CNTL FB 80 3120 82 41
HLQ.DBRM FB 80 3120 168 84
HLQ.LOAD U 0 23476 2557 2557
HLQ.MLIB FB 80 3120 48 24
HLQ.MSGS FB 80 3120 1459 1265
HLQ.MSGTEXT VB 255 27998 16 8
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Table 1-6 Space Estimates for ALTER Distribution Data Sets (Part 2 of 2)
Estimated | Estimated

Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.PLIB FB 80 3120 140 70
HLQ.SCRIPT VB 255 6124 16 14
HLQ.SLIB FB 80 3120 34 17
HLQ.TLIB FB 80 3120 18 9
HLQ.ISPPLIB FB 80 3120 17 14
HLQ.ISPLLIB U 0 23476 32 32

CATALOG MANAGER

Table 1-7 provides space estimates for CATALOG MANAGER objects.

Table 1-7 Space Estimates for CATALOG MANAGER Objects
Primary Secondary | Estimated | Estimated
Object Quantity Quantity Tracks, Tracks,
(Default) (KB) (KB) 3380 3390
table space 13392 3336 335 279
index space 992 464 25 10

Table 1-8 provides space estimates for CATALOG MANAGER distribution

data sets.
Table 1-8 Space Estimates for CATALOG MANAGER Distribution Data
Sets (Part 1 of 2)
Estimated | Estimated

Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.CLIST VB 255 3120 41 21
HLQ.CNTL FB 80 3120 45 23
HLQ.DBRM FB 80 3120 93 47
HLQ.LOAD U 0 23476 2622 2622
HLQ.MLIB FB 80 3120 62 62
HLQ.MSGS FB 80 3120 1378 1195
HLQ.PLIB FB 80 3120 449 225
HLQ.SLIB FB 80 3120 49 25
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CHANGE MANAGER

Table 1-8 Space Estimates for CATALOG MANAGER Distribution Data
Sets (Part 2 of 2)
Estimated | Estimated
Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.TLIB FB 80 3120 32 16
HLQ.LOADE 0] 0 23476 258 258

Table 1-9 provides space estimates for CHANGE MANAGER objects.

Table 1-9 Space Estimates for CHANGE MANAGER Objects
Primary Secondary | Estimated | Estimated
Object Quantity Quantity Tracks, Tracks,
(Default) (KB) (KB) 3380 3390
table space 29800 5120 745 107
index space 7600 3320 190 69

Table 1-10 provides space estimates for CHANGE MANAGER distribution
data sets.

Because RECOVER PLUS isinstalled with CHANGE MANAGER,
Table 1-10 also includes space estimates for RECOVER PLUS objects.

Table 1-10 Space Estimates for CHANGE MANAGER Distribution Data
Sets (Part 1 of 2)
Estimated | Estimated
Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.CLIST VB 255 3120 32 16
HLQ.CNTL FB 80 3120 99 50
HLQ.DBRM FB 80 3120 200 100
HLQ.LOAD U 0 23476 2834 2834
HLQ.MLIB FB 80 3120 64 32
HLQ.MSGS FB 80 3120 1458 1264
HLQ.MSGTEXT VB 255 27998 15 8
HLQ.PLIB FB 80 3120 324 162
HLQ.SCRIPT VB 255 6124 16 14
HLQ.SLIB FB 80 3120 34 17
HLQ.TLIB FB 80 3120 17 9
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Table 1-10 Space Estimates for CHANGE MANAGER Distribution Data
Sets (Part 2 of 2)
Estimated | Estimated
Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.ISPPLIB FB 80 3120 16 14
HLQ.ISPLLIB U 0 23476 32 32

XIM isinstalled with the Database Administration solution. provides space
estimates for XIM distribution data sets.

Table 1-11 Space Estimates for XIM Distribution Data Sets
Estimated | Estimated
Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.CNTL FB 80 3120 2 2
HLQ.LOAD U 0 23476 20 20

DASD MANAGER PLUS

Table 1-12 provides space estimates for DASD MANAGER PLUS objects.

Table 1-12 Space Estimates for DASD MANAGER PLUS Objects
Primary Secondary | Estimated | Estimated
Object Quantity Quantity Tracks, Tracks,
(Default) (KB) (KB) 3380 3390
table space 51840 15840 1296 1080
index space 18000 9000 450 375

Table 1-13 provides space estimates for DASD MANAGER PLUS
distribution data sets.
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Table 1-13 Space Estimates for DASD MANAGER PLUS Distribution Data
Sets
Estimated | Estimated
Distribution Block | Tracks, Tracks,
Data Set RECFM | LRECL | Size 3380 3390
HLQ.CLIST VB 255 3120 64 32
HLQ.CNTL FB 80 3120 52 26
HLQ.DBRM FB 80 3120 81 41
HLQ.LOAD 0] 0 23476 1471 1471
HLQ.MLIB FB 80 3120 47 24
HLQ.MSGS FB 80 3120 805 698
HLQ.PLIB FB 80 3120 138 69
HLQ.QMFFORM | V 85 89 16 16
HLQ.QMFPROC | FB 79 3160 16 14
HLQ.QMFQRY FB 79 3160 16 14
HLQ.SLIB FB 80 3120 33 17
HLQ.TLIB FB 80 3120 33 33

Note: The HLQ.QMFQRY, HLQ.QMFPROC, and HLQ.QMFFORM data
sets can be edited in the JCL from the $SBOSUNLD job.

Installation Authorization Requirements

When you install the Administrative products, you must have a DB2
authorization of SY SADM to run the batch jobs that the installation system
generates. However, you do not need DB2 authorization to run the
installation system or to generate the batch jobs.

You must install the load modules for XIM into an authorized program
facility (APF) library.

Product Authorization

To activate a BMC Software product, you must use the password for the
product. By using the installation system, you can establish the license
authority to access and use the products. For more information about
obtaining product passwords and establishing license authority, see the
05390 and ZOS Installer Guide.
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Installation and Customization Considerations

Consider the information in the following sections when you install the
Administrative products.

Reusing Installation Profiles

The OS/390 and z/OS Installer uses a profile repository to provide a means of
storing and managing installation variables for many products, across
multiple installation sessions. If you installed the Administrative products
previously by using the DCI Install System, you will not be able to use your
DCI Install System installation user profile with the OS/390 and z/OS
Installer. You must specify your installation options again. For more
information about managing installation profiles, see the 05390 and ZOS
Installer Guide.

Installing BMC Software Products at Different Times

If you are installing products from different distribution media at different
times, install the Utilities products and the Backup and Recovery products
before you install the Administrative products.

Improving Performance

Migrating Data

The Administrative products use Structured Query Language (SQL) to access
the DB2 catalog. Before you install the Administrative products, run the IBM
RUNSTATS utility on the DB2 catalog. When you run the RUNSTATS
utility, up-to-date statistics are available to the DB2 Optimizer when it
determines access paths that could improve performance.

Effective with DB2 version 7, if you are installing a product that requires a
utility for data migration, the installation system prompts you to specify
whether you are using BMC Software utilitiesor IBM utilities for this
purpose. If you specify BMC Software utilities, you are also prompted to
provide the location of the utility load modules so that they will be properly
referenced in generated jobs.
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Reusing DB2 Structures

The Administrative products use a new set of DB2 structures for each new
release. Most of the BM C Software Utility products and Backup and
Recovery products use the same set of DB2 structures from one release to the
next. You are prompted during the installation for the names of the existing
DB2 structures. For information, see “Reusing BMC Software Objects for
New Releases’ on page 2-15.

Installing the Administrative Products on Additional and Multiple
DB2 Subsystems

Theinstallation system enables you to clone the Administrative products to
other DB2 subsystems.

Installing the Products on an Additional SSID

The subsystem ID (SSID) installation path is available for the installation of
BMC Software products that require you to create a unique set of DB2
objects for each DB2 subsystem. Thisinstallation path has the following
characteristics:

e usesproduct libraries that are created during the standard installation
e enablesthe creation of new DB2 objects
e provides an interface with other BMC Software products

e supports the use of your own VSAM data sets (when supported by the
selected product and when you specify the Advanced installation
navigation mode)

» supports data migration from an earlier release (when you specify the
Advanced installation navigation mode)

Because the installation system saves the parameter values that you provide
in the first installation, the SSID installation option generates the installation
batch jobs quickly and easily. You change only those parameters that are
different on each DB2 subsystem.

When you specify the SSID option, the installation system generates
installation batch jobs for the specified subsystem, but it does not unload data
sets from the distribution tape. Instead, the installation system uses the data
sets that were unloaded during the original installation to install the software
on the specified DB2 subsystem.
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Consider the following requirements before you choose the SSID installation
option. For a subsequent installation on a different DB2 subsystem that does
not meet these requirements, install the product again.

* The SSID installation option applies only to those products that can share
BMC Software product libraries.

Note: ALTER and CHANGE MANAGER must have separate product
libraries for each version of DB2.

» The DB2 subsystem that you choose during an SSID installation must
have the same version of DB2 as the one on which you installed the
selected product.

Installing the Products on Multiple SSIDs

The Multiple SSID (MSSID) installation path provides away for you to use
an initial product installation as amodéd for installations on other DB2
subsystems. All the considerations that apply to the SSID installation option
also apply to the MSSID installation option.

In the MSSID model, subsystem characteristics must be similar for all the
DB2 subsystems. Installation parameters for subsequent subsystems cannot
differ significantly from the initial installation process. However, the
following installation information can differ between subsystems:

e job cardinformation

o library name for the generated batch jobs

e DB2LOAD and EXIT library names

* APFlibrary name

* DOPTsnames

*  STOGROUP names

* VSAM catalog (VCAT) names (including VCAT volume and DASD

type)

You can easily propagate the names for multiple subsystem installations if
the name or part of the name differs only by the DB2 SSID. During the
MSSID installation process, the installation system inserts the correct SSID
when it generates the installation batch jobs.

Note: If the DB2 subsystems differ in characteristics that are outside the
scope of the MSSID installation process, you must perform a
standard SSID installation for each subsystem, using a new
installation user profile.
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Installing Multiple Product Releases on a Single DB2 Subsystem

You might need to perform acceptance testing on a new release before you
can upgrade it to production. To facilitate this requirement, you can run
multiple releases of some BMC Software products within asingle DB2
subsystem. If you plan to install multiple releases of the BM C Software
products, follow these rules:

* Useaunique HLQ that is different from the qualifier currently in use.
The installation system creates a new set of BMC Software product
libraries to support the new release.

* Do not copy the load modules to the APF library that is currently in use.
* Usethe Advanced installation mode.

* UseaDB2-synonym qualifier for the product that is different from the
qualifier currently in use.

» Use naming conventions that are different from the conventions currently
in use for plans and collection IDs.

For information about the naming conventions for synonym qualifiers,
plans, and collection IDs, see “ Specifying the Product Identifiers’ on

page 2-7.

* If you do not want to share the existing DB2 objects with the new release
of the products, use DBNAME and CREATOR names that are different
from other BMC Software objects.

Theinstallation system generates a new | SPF interface to access the newly
installed set of products. You must continue to use the old | SPF interface to
access the older set of products.

Generating ISPF Interfaces

For those BM C Software products that provide an online dialog panel, the
installation system generates a BM C Software-supplied | SPF interface based
on the options and products that you specify during installation. BMC
Software products that are installed with different high-level qualifiers (that
is, products that are installed individually and that might reside in different
libraries) can be accessed from the interface.

BMC Software, Inc., Confidential and Proprietary Information

Chapter 1 Preparing to Install and Customize the Administrative Products 1-17



Installation and Customization Considerations

Theinterface consists of a CLIST (BMCDBZ2) and panels (BMCDB2PR,
BMCDB2P2, BMCDB2TB, and BMCDB2H). You can use this combination
without making changes to your TSO logon procedure. BMC Software
recommends that new users use the supplied | SPF interface. The
Administrative products require you to execute the CLIST from one of the
ISPF dialog panelsin your system.

The BMCDB2 CLIST uses the ISPF LIBDEF command to alocate all the
BMC Software product libraries. The installation system customizes
BMCDB2 and BMCDBZ2PR to include the data set names that you used
when you installed the products. The installation system specifies up to two
DB2 load libraries and specifies the default options (DOPTS) module name
for each product to support the DB2 subsystem where the product is
installed.

If you install the products individually using the same installation data set,
the BMCDB2 CLIST and BMCDB2PR panel are generated using the options
only for the last product that was installed. Therefore, you might not be able
to access the previously installed product unless you manually edit the
BMCDB2 CLIST.

Enabling Product CLISTs

CLISTs are shipped with the Administrative products and are generated by
the installation system. These CLISTs must be made available for implicit
execution. If the TSO ALTLIB command is available on your system, on the
Install System ALTLIB Values Panel, select to usethe ALTLIB command to
dynamically add libraries to the SY SPROC file. For more information about
the product CLISTSs, see “Enabling the Implicit Execution of CLISTS’ on
page 3-49.
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Using Worklist Parallelism

You should consider the following items before you enable worklist
paralelism for the Database Administration solution:

XIM must be started on every OS/390 or z/OS image on which you want
to run aworklist in parallel.

Do not use stacked tapes.
Allocate the/ / SYSUDUMP DD to a permanent data set.

If the/ / SYSUDUMP DDisallocated to SYSOUT=*, XIM will not
replicate the allocation for each of the initiators. As aresult, if an abend
occurs, adump is not created. To ensure that the alocation for each of
theinitiatorsis replicated, alocate the/ / SYSUDUMP DD to a permanent
data set.

Ensure that you have enough space to allocate permanent work data sets
(such as SY SUT, SUT, SORT, SORTP, and SY SER) for each initiator, in
addition to the base data sets.

More DASD isrequired when you run aworklist in parallel. To help
estimate the amount of DASD, consider the following items:

— Work data sets are sized for the largest object in the scope of the
worklist.

— Numerous data sets are allocated for each initiator. Thus, as you
increase the number of initiators that you use, you also increase the
amount of DASD that isrequired.

— The DASD must be shared across all of the images on which a
parallel worklist isrun.

— For new data sets that are dynamically allocated (such as unload,
copy, and discard data sets):

*  Ensure that the statistics information for the DB2 objectsis
current.

« If statigtics are unavailable, or if the table spaces are compressed,
modify the values for the PCTPRIM and NBRSECD DOPTsfor
the UNLOAD PLUS utility. For more information about
dynamically allocated data sets, see the UNLOAD PLUSfor DB2
Reference Manual.
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e Configure your SMS environment properly so that UNLOAD
PLUS can dynamically adjust alocation parameters.

» For DB2version 7 and later, new data set prefixes exist for the
following permanent work and image copy data sets:

— baseline recovery

— discard

— loca primary and backup copy

— recovery primary and backup copy
— primary SYSREC

These prefixes ensure the uniqueness of the name of the data set
when the data set is dynamically allocated. The product options
file (POF) that is generated in the HLQ.CNTL data set includes
the new prefixes. If you copy an existing POF during installation
to the HLQ.CNTL data set, you might need to modify the data
set prefixes.

— For data sets that are not dynamically allocated (static), follow the
procedures for setting the JCL debugging, display, and execution
optionsin the ALTER and CHANGE MANAGER for DB2 User
Guide. Choose to include comments that show the statistics that are
used to determine the sizes of the data sets in the generated JCL .

* Intheexecution JCL for the worklist, you can specify a percentage of the
available computing resources or system capacity that should be reserved
for running aworklist in parallel.

e Enablethe worklist parallelism feature only for worklists that contain a
large number of objects or that need to be processed quickly.

»  Determine the minimum and maximum number of XIM initiators that
you want to use for each job that isto be run in parallel. BMC Software
recommends that you use the default values of 2 as the minimum number
and 3 as the maximum number.

The maximum number of initiators controls the number of permanent
work data sets that the product allocates in the execution JCL. If the
maximum number of XIM initiators that you specify is greater than the
number of objects in the scope of the worklist that you want to run in
paralel, your DASD might not be used efficiently.
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Where to Go from Here

Now that you have the information that you need to consider how and where
you plan to run the products, you can install and customize the
Administrative products. Refer to Table 1-14 to determine where to find the
information that you need to perform these tasks.

Table 1-14 Installation and Customization Tasks

Task

Where to Go

Unload the installation system and
product files.

0S/390 and z/OS Installer Guide

Customize the products.

Chapter 2, “Customizing the
Administrative Products” in this book
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Chapter 2 Customizing the
Administrative Products

This chapter presents the following topics:

OVEIVIBIV . . ettt e e e e e e e 2-2
Customizing the Products by Using the OS/390 and zZ/OS Instdler. . . . . 2-2
Specifying Customization Options. .. .. ............ ... .. 2-3
Establishing the Installation Default Options Module. . .......... 2-5
Using the Product OptionsFile .. ........................... 2-6
Specifying the Product Identifiers . .......................... 2-7
Generating and Running CustomizationJCL. . ................. 2-12
Reusing BMC Software Objectsfor New Releases. . ............ 2-15
Customizing XIM. .. ... 2-17
Using Catalog Indirection. . ... 2-18
Implementing and Maintaining Catalog Indirection ............. 2-19
Specifying the Default OptionsModule. . ..................... 2-19
Specifying Synonym Qualifiers. . ............... ... ... ... 2-21
UsingaCopyof theCatalog . ..., 2-21
Using a Copy of the Catalog to Reduce Catalog Contention. . . . .. . 2-22
UsingaView of theCatalog. . . ... ... 2-23
Using a View of the Catalog to Control Catalog Access. . ........ 2-23
Installing Catalog Indirection. .. ............................ 2-24
Installing Products on Multiple DB2 Subsystems . ................. 2-25
Performing an SSID Installation .. ............ ... ... ....... 2-26
Performing an MSSID Installation. . ......................... 2-29
Upgrading ALTER to CHANGE MANAGER. ... ................. 2-31
Migrating Data From ALTER to CHANGE MANAGER. ........ 2-32
Whereto GofromHere ... 2-34
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Overview

Overview

After you use the OS/390 and z/OS Ingtaller to unload the Administrative
products, you must use it to customize your products. Table 2-1 lists the tasks
that you should perform to customize the Administrative products, as well as
optional tasks that you can perform. The References column shows the

|ocation of the task instructions.

Table 2-1 Tasks for Customizing the Utility Products

Task

References

perform basic customization tasks for
the products that you are installing

“Specifying Customization Options” on
page 2-3

generate and run customization jobs
to apply the values to the default
options

“Generating and Running Customization
JCL” on page 2-12

(optional) implement catalog
indirection

“Using Catalog Indirection” on page 2-18

(optional) perform an SSID installation
for an additional DB2 subsystem

“Performing an SSID Installation” on
page 2-26

(optional) perform a Multiple SSID
installation for several DB2
subsystems

“Performing an MSSID Installation” on
page 2-29

Customizing the Products by Using the OS/390 and
z/OS Installer

From the OS/390 and zZ/OS Installer, you can perform the following
customization tasks for the Administrative products:

e Specify library names.
e Specify DB2 parameters.

e Specify ingallation authorization | Ds.
e Specify values for product options.

»  Specify default options.
e Specify product identifiers.

* (ALTER and CHANGE MANAGER) Specify server options.

e Specify interface options.

»  Generate and run the customization JCL.
* Usethe existing DB2 object names for a new release of the BMC

Software products.

The following procedures describe how to perform these tasks.
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Specifying Customization Options

Summary:

Before You Begin

After you run the install ation system to unload the products from the
distribution media, you can customize the products for use on your system.
When you customize the products, the installation system assigns values to
default options.

This procedure describes how to specify your customization options.

Before you use the OS/390 and zZ/OS Ingtaller to specify customization
options, unload and install the product files, asinstructed in the OS390 and
Z/OSInstaller Guide.

Many of the installation variables and options include a two- or
three-character product code (prd or pp) as part of the value. The
Administrative products use the product codes that are listed in Table 2-2.

Table 2-2 Product Codes for the Administrative Products
Product Code
ALTER AL or ALU
CATALOG MANAGER ACT
CHANGE MANAGER CM or ACM
DASD MANAGER PLUS ASU
Execution component AEX

To Specify Customization Options

Step 1

Step 2

Step 3

From the installation system main menu, select Product Customization.

Press Enter.

Note: If you have previoudly run the installation system, you will seea
Checkpoint panel. You can choose to start over or you can resume

from one of the listed checkpoints.

The Product Verification panel lists the products that you selected to
customize.

Verify that the listed products are the products that you want to customize.
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Step 4  Press Enter to continue.

Theinstallation system presents a series of panels that enable you to specify
information for each product that you selected to customize.

Step5 Complete the fieldsin the panels.

Step 6  Press Enter to continue.
Review the topicsin this chapter for additional information about the default
options modul e (see page 2-5), the product options file (see page 2-6), and
product identifiers (see page 2-7). When you have completed the panels, the
Final Tasks panel is displayed.

Step 7  Usethe BMC Software Security Facility to apply product passwords.

7.A From the installation system Final Tasks panel, select Product
Authorization.

7.B Press Enter.

7.C  Follow theinstructionsin the procedure “Managing Product
Licenses’ in the OS390 and zZ/OSInstaller Guide.

Step 8  Review your customization choices.

8.A From the installation system Final Tasks panel, select Review
Customization.

8.B Press Enter.

8.C  If necessary, modify the choices asinstructed on each panel. When
you are satisfied, press Enter to continue.

Where to Go from Here

After you specify the basic customization options, generate and run the
customization JCL. For information, see “ Generating and Running
Customization JCL” on page 2-12.
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Establishing the Installation Default Options Module

When you use the installation system to install the Administrative products,
the installation process generates a customized installation data set
(HLQ.INSTALL.JCL). This data set contains customized jobs that are
created to install these productsinto your specific DB2 environment. One of
these jobs establishes the default processing option values. The job name
begins with a $ character, followed by a three-character identifier (xnn) that
varies, depending on how you installed the products. The last four characters
are always DOPT.

The $xnnDOPT member of the installation data set contains an assembly
language program with an options macro call that establishes the default
processing values in the installation default options (DOPTSs) module. You
can tailor the installation of the product, including changing plan names, by
editing the default values in the $xnnDOPT member. If you modify any of the
values in the $xnnDOPT member after installation, you must rerun the
$xnnDOPT job for these changes to occur.

You can al'so modify the options for a specific product by editing and running
the stand-alone DOPTsjob for that product in the HLQ.CNTL product
library. When run, thisjob creates a DOPTs module in the products’
APF-authorized load library. The default name of the DOPT s stand-alone job
and module is prdDOPD1, where prd is the three-letter product code. The
module prdDOPD 1 establishes default processing options for a particular
product. Table 2-3 lists the default values for the DOPTs modules.

Table 2-3 DOPTs and Job Module Defaults
Product Default
ALTER ALUDOPD1
CATALOG MANAGER ACTDOPD1
CHANGE MANAGER ACMDOPD1
DASD MANAGER PLUS ASUDOPD1

For alist of the options that are provided for each of the Administrative
products, see the product appendixes in this book.

Because you can override many of the default processing option parameters
for Administrative products through the | SPF panels, you do not need to
establish a separate prdDOPD1 module on each DB2 SSID for each product.
You can generate one DOPTs module for all of aproduct’s SSIDsto share, or
you can generate customized DOPTs modules for each SSID.
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Using a Single Options Module

If the DB2 subsystems are using the same product load library, they can
optionally share the same options load module in that library. If you generate
only one options module for the load library, users must override the options
that relate to a specific DB2 subsystem at the beginning of a session for each
product. These parameters are saved in the user’s profile and are preserved
across | SPF sessions.

Using Multiple Options Modules

You can specify separate prdDOPD1 modules for each SSID by using a
unique name for each module. The installation system panels prompt you for
the names, and you can assign names that identify the SSIDs on which you
areinstalling the product.

You do not need to specify different plan names or object names for
subsequent products or SSID systems. When you start the product through
the installation system’s | SPF interface, the unique name of the DOPTs
module for each SSID is passed to the product.

Unlike the other DOPTSs parameters, the plan names are used directly by the
product. If you must specify different plan-name values for each subsystem,
you need multiple DOPTs modules.

Using the Product Options File

A parameter in the DOPTS module, POFDS, specifies an 80-character
sequential file. Thisfile, the product options file (POF), contains parameters
and values for the JCL Generation options. The POF is built during the
installation of the products. The fileislocated in the HLQ.CNTL data set.
When you install the products, only one POF is created. This POF, referred to
astheinitial POF, isinitialized and populated with the default | SPF variables
and values from the installation panels. This POF is shared among several
products, if those products are installed at the same time.

Note: The POF isgenerated in the JCL only if you invoke the Install
System JCL Generation File Information panel or the Install System
JCL Generation File Review panel. If you regenerate the JCL to a
new partitioned data set for areason other than to edit the POF, then
you must invoke the Install System JCL Generation File Review
panel to create a POF in the new JCL data set.
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With the POF, products are configured to use the same application ID (or
profile) at installation. This single application ID enables the JCL Generation
options to be shared among the Administrative products. Thus, when you
specify an option for generating JCL in one product, your selection appliesto
all the products. Although BMC Software recommends that you use asingle
shared application ID, you can choose to useindividual product application
IDs onthe BMCDB2PR panel.

Specifying the Product Identifiers

During installation, you can specify names for synonym qualifiers, collection
IDs, database names, and creator names. For CATALOG MANAGER, you
can aso specify the name of the command module.

Specifying Synonym Qualifiers

When you install a product, you can specify a synonym qualifier to own all
the product’s synonyms. Each BMC Software product that accesses DB2
tables uses its own set of synonym names to access its own DB2 tables and
the DB2 catal og tables. These synonyms are created by the installation
system.

When the BM C Software products run, the owner of the synonymsis
obtained from the QUALIFIER value of the processing plan. When the
owner is known, the object to which the synonym appliesis also known.

When you specify a synonym qualifier, select one of the following options:

» Sdlect NEW statusif the qualifier is currently not in use by any other
BMC Software product in the target DB2 subsystem.

» Select USED/REUSE statusif the BMC Software product is currently
using the qualifier, but this usage can be replaced.

For example, if you previoudly installed a BMC Software product with a
qualifier of ALU33D and want to install a new release of the same product
using the same qualifier, select USED/REUSE. Synonyms referencing the
old environment are dropped so that synonyms referencing the new
environment can be created.

Warning! Reusing existing qualifiers invalidates processing of the product
release that is already installed.
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Synonym qualifiers use the following conventions:
o prdvrmy (CATALOG MANAGER and DASD MANAGER PLUS)

prdvrmey (ALTER and CHANGE MANAGER)

Table 2-4 lists the variables for the synonym qualifier.

Table 2-4 Synonym Qualifier Variables
Variable Represents
prd product code
% version level
r release level
m maintenance level
c exploited DB2 version
(E=6.1, and F=7.1 or later)
y access type (D=direct, I=indirect)

Table 2-5 lists the default values for the synonym qualifier.

Table 2-5 Synonym Qualifier Defaults
Product Default
ALTER ALUvrmcD
CATALOG MANAGER ACTvrmD
CHANGE MANAGER ACMvrmcD
DASD MANAGER PLUS ASUvrmD

Note:

Table 2-6 shows examples of the synonym qualifiers.

The access type for DASD MANAGER PLUS must be direct (D).

Table 2-6 Examples of Synonym Qualifiers
Example Description
ALU731FD ALTER 7.3.01 DB2 version 7 direct access
ALU731FI ALTER 7.3.01 DB2 version 7 indirect access
ACT731D CATALOG MANAGER 7.3.01 direct access
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Specifying Collection IDs

Collection I Ds use the following conventions:

« prdwmc_y MAIN (ALTER and CHANGE MANAGER)

e prdvrm y # MAIN (CATALOG MANAGER indirect access)

e prdvrm_y MAIN (CATALOG MANAGER and DASD MANAGER
PLUS direct access)

Table 2-7 lists the variables for the collection | Ds.

Table 2-7 Collection ID Variables

Variable Represents

prd product code

% version level

r release level

m maintenance level

c exploited DB2 version

(E=6.1, and F=7.1 or later)

y access (D=direct, I=indirect)

# a unique qualifier for the indirect catalog on that subsystem
Note: The accesstypefor DASD MANAGER PLUS must be direct (D).

Table 2-8 lists the default values for the collection IDs.

Table 2-8

Collection ID Defaults

Product

Default

ALTER

ALUvrmc_D_MAIN

ALTER and CHANGE
MANAGER Server

ACVvrm_D_MAIN

CATALOG MANAGER

ACTvim_D_MAIN

CHANGE MANAGER

ACMvrmc_D_MAIN

DASD MANAGER PLUS

ASUvrm_D_MAIN

Note:

To enable the MAINVIEW® for DB2 product to access CATALOG

MANAGER functionality on multiple subsystems, ensure that the
collection ID for CATALOG MANAGER isthe same on each

subsystem.
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Table 2-9 shows examples of collection IDs.

Table 2-9 Examples of Collection IDs
Example Description
ACT731_I_1_MAIN CATALOG MANAGER 7.3.01 indirect access, first
instance of indirection
ACM731F_D_MAIN CHANGE MANAGER 7.3.01 DB2 version 7 direct
access
ASU620_D_MAIN DASD MANAGER PLUS 6.2.00 direct access

Specifying Collection Nicknames

With CATALOG MANAGER, you can have more than one indirect catal og.
Each indirect catalog requires a unique collection ID. You can assign a
meaningful “nickname” to the collection ID. This nickname provides
CATALOG MANAGER users with easy-to-remember names of collections.

Table 2-10 shows an example of collection IDs that are on the test system
DB2T that access indirect copies of production systems DB2P1 and DB2P2,
and the corresponding nicknames that could be used.

Table 2-10 Examples of Collection Nicknames
Collection ID Collection Nickname
ACT721_1_1_MAIN DB2P1l
ACT721_|_2_MAIN DB2P2|

The nickname can be up to 13 characters long and cannot contain any blanks.

Specifying Database and Creator Names

Because the Administrative products are DB2 applications, they use DB2
objects and data structures. The product database and creator names use the
following conventions:

BMCppvrc (ALTER and CHANGE MANAGER)

*  BMCprdvr (CATALOG MANAGER and DASD MANAGER PLUYS)
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Table 2-11 lists the variables for the database and creator names.

Table 2-11 Database and Creator Name Variables
Variable Represents
pp or prd product code
Y version level
r release level

(o}

exploited DB2 version
(E=6.1, and F=7.1 or later)

Table 2-12 lists the default values for the database and creator name.

Table 2-12 Database and Creator Name Defaults
Product Default
ALTER BMCALvrc
CATALOG MANAGER BMCACTvr
CHANGE MANAGER BMCCMvrc
DASD MANAGER PLUS BMCASUvr

Specifying the Command Module for CATALOG MANAGER

CATALOG MANAGER defines the table of commands that you can usein a
command module. The default name of the moduleis ACTCOMND. BMC
Software also enables you to create a custom or user-specified command
module. The name of the module can be a maximum of eight characters.

If you install CATALOG MANAGER on multiple subsystems, and if you
want to have commands that are unique to the subsystem, you must use a

separate command module for each subsystem.
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Generating and Running Customization JCL

Summary:  After you specify values for the basic customization options, you are ready to
generate and run customization batch jobs for the BMC Software products
that you are installing.

This procedure describes how to generate and run the product customization
JCL.

Before You Begin

Before you use the OS/390 and z/OS Installer to generate the customization
JCL, complete the following tasks:

* Unload and install the product files, asinstructed in the 05390 and zZOS
Installer Guide.

»  Specify values for default options and product identifiers, asinstructed in
“ Specifying Customization Options’ on page 2-3.
To Generate and Run the Customization JCL
Step 1 From the Final Tasks panel of the installation system, select JCL Generation.
Step 2 Inthe JCL Generation Option panel, select Generateinstall JCL in HLQ.JCL.
Note: If you specify the Skip generation process and display the next panel
option, no customization batch jobs are created. You can return to
this panel later to generate the customization jobs.
Step 3 PressEnter to generate the batch jobs.
Theinstallation system generates the batch job streams that customize the
products. If customization batch jobs already exist in the specified data set,
they are overwritten. The status of the JCL generation is updated on the panel

as it occurs.

Step 4  After al therequired jobs are generated, press Enter to display the list of
generated jobs.
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Step 5  Review the appropriate documentation for additional customization

regquirements.

Some products and circumstances have specific requirements for submitting
the customization batch jobs. Refer to the following sources to determine the
requirements for each product that you are customizing:

* the $COODOC member of the customization batch jobs

* release notes, flashes, and technical bulletins that are distributed with the

products

» the subsequent chapters of this book

Step 6  Review the jobsthat are listed in Table 2-13 that the installation system
generated in your HLQ.JCL library. You can modify the JCL, if necessary,
but read any comments in the JCL before you make any modifications.

Table 2-13

Generated Jobs for Customizing the Products

JCL Member

Description

$C10VSAM

defines the VSAM message data sets that are required for the
products that you have selected for installation

$C30DOPT

creates and assembles the default options modules for the
products that you have selected for this installation

$C35BNDI

binds the installation plan that is needed to install DB2
products

$C40INST

runs a series of worklists to create the DB2 environment for
the products that you have selected for this installation

$C45COMD

assembles the CATALOG MANAGER command table

$C45COPY

copies customized members from HLQ.JCL and members
from HLQ.INSTALL to the product data sets

$C57LDTB

loads the CATALOG MANAGER utility profile tables

Some of these jobs may not be generated for your product. When you are
satisfied that the jobs are correct, proceed to the next step.

Step 7 Submit the jobsin the order that is listed in Table 2-13 or for the particular
conditions under which you are installing the product.

Note: Return codes greater than 0 are specific to the installation job that is
run and the products that are referenced. Refer to the comment block
near the beginning of each installation job and its members for
information about return codes greater than O.
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You might receive a return code 4 during the bind steps when
installing some products on various DB2 versions. Refer to the
comment block near the beginning of members prdINIT6 (where prd

is the product code) for information about return codes greater
than 0.

Step 8  Press END to exit.
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Reusing BMC Software Objects for New Releases

Summary:

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

You can install a new release and then copy the data from the old release to
the new release, using identical DB2 object names (for example, database
and table names). To use your existing DB2 object names for a new release
of BMC Software products, you must change the sequence in which the
installation jobs are executed by following this procedure. An example job
listing is provided in Figure 2-1 on page 2-16.

If you are following the standard procedure in which new BMC Software
DB2 objects are created for the new release, you do not need to follow this
reseguencing procedure.

Warning! Using the same object names for new releases is not
recommended because it replaces your current DB2 structures.

When the Object/Storage Verification panel prompts you, select the option to
migrate data.

Change the DB2 object names of the BMC Software product to your naming
conventions.

After you generate the installation batch jobs, run all the jobs that are listed
before $xnnINST.

Run the first $xnnMI G job to unload the data from the current DB2
databases.

Draop the current DB2 databases for the BMC Software product, using the
drop job from the previousinstall JCL.

Resume installation with job $xnnBNDI (to bind the install plan just freed)
until you get to the first $xnnM1G job.

Run the second $xnnMIG job to load the data into the new tables.

Run the remaining jobs, starting with $xnnCOPY and ending just before the
drop job.

Warning! Do not run #D98DROP, #D99DLTE, or #D99DV SM until you
are ready to uninstall the product.
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Figure 2-1 Sample Installation Batch Jobs
ﬁ| T BMC. W m DB2T. JCL Row 00001 of 00070 \
Command ===> Scrol | ===> PAGE
Nanme Pr onpt Si ze Changed Init
$B0ODOC 51 2003/10/15 07:33:08 51
$BO4DCMP 124 2003/ 10/ 15 07:33:59 124
$BO5UNLD 1033 2003/ 10/ 15 07:35:40 1033
$000DOC 181 2003/ 10/ 15 16:01:37 181
$CLOVSAM 51 2003/10/15 16:01:39 51
$C30DOPT 404 2003/10/15 16:01:54 404
$C35BNDI 43 2003/10/15 16:01:56 43
Step $C401 NST 381 2003/ 10/15 16:05:59 381
$C551 CPY 210 2003/ 10/15 16:02:53 210
$C57LDTB 254 2003/ 10/ 15 16:01:56 254
. $065M G—— Step 4| 84 2003/10/15 16:02:51 84
[Ster 7 |—— sos6m G 102 2003/ 10/ 15 16:02:54 102
. $0B7COPY 121 2003/ 10/ 15 16:02:58 121
$C701 VP Step 8 557 2003/ 10/ 15 16:01:56 557
$C97D0C 15 2003/10/15 16:01:58 15
#DO8DROP 675 2003/ 10/ 15 16:03:34 675
#DOODLTE 68 2003/ 10/ 15 07:33:21 68
#DO9DVSM 33 2003/10/15 16:03:35 33
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Customizing XIM

Summary:  The customization process constructs the XIM started task procedure and the
XIM initiator procedure in the HLQ.JCL data set. Customizing XIM involves
copying these procedures into the appropriate libraries.

Before You Begin

Complete the following tasks before you perform these additional
customization tasks:

e Submit all applicable installation jobs. See “ Generating and Running
Customization JCL” on page 2-12.

» Apply the appropriate product fixes.

To Customize XIM

Step1  Copy the XIM started task procedure from the HLQ.JCL data set into a
procedure library that is recognized by your JES subsystem.

Note: The default name of the XIM started task procedure in the HLQ.JCL
dataset is XIMACM.

Step 2 Specify the SUFFIX parameter (within the X1M started task procedure) that
XIM receives as part of the XIM parameter options member name.

The SUFFIX parameter identifies the last one to five characters of a
partitioned data set (PDS) member that begins with the character string XIM
(XTMXXXXX).

Step 3 Copy the XIM initiator procedure from the HLQ.JCL data set into a
procedure library that is recognized by your JES system.

Note: The default name of the XIM initiator procedure in the HLQ.JCL
data set is either the name that you entered as the value for the
INIT_PROC option or the default of XIMACMI.

You do not need to specify avalid SSID parameter within the XIM initiator
procedure. XIM generates this value internaly.

Do not include a STEPLIB DD statement in your initiator procedure. If you
include this statement, you can encounter abends in the initiator.
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Using Catalog Indirection

After you install and customize the Administrative products, you can
implement catalog indirection for ALTER, CATALOG MANAGER, or
CHANGE MANAGER. Catalog indirection is an optional method of
implementing and maintaining these products. To accomplish catalog
indirection, the products use synonyms that point either to a copy of the DB2
catalog or to user-created views of the catalog.

Catalog indirection allows products to query the DB2 catal og indirectly.
Catalog indirection applies only to catalog queries. Any action that changes
information in the catalog must operate on the actual catalog, not on aview
of the catalog or a copy of the catalog. For example, when you issue a
command through CATALOG MANAGER to update the catal og, the action
affects the actual catalog. The Execution Monitor in ALTER and CHANGE
MANAGER also runs aworklist against the actual catalog. In contrast, the
Anaysis component in ALTER and CHANGE MANAGER can use either
the actual catalog or catalog indirection when it creates worklists.

General points about catalog indirection are as follows:

» The Administrative products are set up to access the DB2 catalog
directly. After the installation, you can use the installation system to
implement and maintain catal og indirection.

» Thesynonymsthat reference the DB2 catalog are hardcoded in the
products. You direct the synonyms to the catalog, copy, or views during
installation by providing information on the installation system panels.

* You can use the same copy or view of the catalog for all the products, or
you can implement catalog indirection through separate copies or views
for each product.

e Catalog indirection can provide the following benefits:

— reduces contention for the DB2 catalog
— provides an additional level of security for sensitive datain the
catalog

Note: Although you can implement aview of acopy of the catalog and
simultaneously reap both benefits of catalog indirection, this
approach is extremely complex to maintain and is not
recommended.
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Implementing and Maintaining Catalog Indirection

Successful implementation of catalog indirection requires an in-depth
understanding of the DB2 environment and its catal og structure, and
experience in maintaining DB2 applications. Each method of implementing
catalog indirection should be managed as if catalog indirection wereaDB2
application. Test the products fully without catalog indirection before you
implement catalog indirection.

Implementing Catalog Indirection

You can install catalog indirection for one or more of the products on one
DB2 subsystem at atime. When you implement catalog indirection, the
products use the existing product libraries and support the use of your own
VSAM data sets (which requires the Advanced mode). Optionally, the
products can create a copy of the DB2 catalog by using the CREATE LIKE
DDL syntax and create views of the DB2 catalog.

Maintaining Catalog Indirection

You can apply maintenance to catalog indirection on one or more products on
one DB2 subsystem at atime. You should perform maintenance if you have
an existing copy or view of the DB2 catalog and have performed a new
installation of the products.

Specifying the Default Options Module

When a product runs, it uses its own DOPTs modul e that was built during
installation. The BMCDB2 CLIST allocates the DOPTs module when you
start the product. When accessing the DB2 catalog with catalog indirection,
the BMCDB2 CLIST allocates an indirect DOPTs module. Thisindirect
DOPTs module must have a different name than the direct DOPTs module
that was previously built.
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The DOPTs module, the plan and collection IDs, and the synonym qualifier
areall crucial for the implementation of catalog indirection. The qualifier of
the plan and the packagesis used to resolve synonymsthat point to either a
view of the DB2 catalog or a copy of the DB2 catal og, depending on the
method of implementation. You should understand their use and interaction
before you implement catalog indirection.

Note: To help maintain catalog indirection, follow the naming conventions
that follow and that are described in * Specifying the Product
Identifiers’ on page 2-7. Naming conventions enable you to look at
the DOPTs module or allocated plan and determine whether indirect
access or direct access is being used.

The DOPTs modul e uses the convention prdDOPyz. Table 2-14 describes the
variables for the DOPTs module.

Table 2-14 DOPTs Module Variables
Variable Represents
prd product code
y access type (D=direct, I=indirect)
z SSID indicator

Table 2-15 shows examples of DOPTs modules.

Table 2-15 Examples of DOPTs Modules
Example Description
ALUDOPDT ALTER direct access test subsystem
ALUDOPIT ALTER indirect access test subsystem

Unlike ALTER and CHANGE MANAGER, CATALOG MANAGER is
designed to use a single default options (DOPTs) module for both direct and
indirect access. The BMCDB2 CLIST allocates the same DOPTs module and
thus the same plan for direct access and indirect access. The plan that is
accessed contains two distinct collection IDs that are used to access direct or
indirect catalogs. To implement a single DOPTs module, the installation
dialog panels must process the CATALOG MANAGER DOPTs module
differently from the DOPTs module of ALTER and CHANGE MANAGER.
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The processing differences for CATALOG MANAGER are described as
follows:

» During installation of catalog indirection, the installation dialog panel
prompts you for the creator of the CATALOG MANAGER indirect
synonyms, for the indirect collection ID, and for the name of the direct
options module. All other DOPTs module information has been
previously gathered.

*  During the batch JCL assembly step, the DOPTs module assembly step
disassembl es the existing DOPTS, applies the indirect synonym creator
that you specified in the preceding step, and reassembles and links the
DOPTs module using the same name. The step also resolves the indirect
collection ID that islocated in a subsequent BIND package step. Because
the installation dialog panel does not prompt you for thisinformation, it
must obtain the information from the existing DOPTs module by
disassembling it.

Note: If at any time you regenerate the catalog indirect JCL for CATALOG
MANAGER and then resume the ingtallation at a step later than the
DOPTs module assembly step, the BINDs for the packages will fail
because the value of the indirect collection ID is unresolved. You
must run the DOPT s assembly step to resolve this value.

Specifying Synonym Qualifiers

If you are applying maintenance to catalog indirection, you must specify the
synonym qualifier that is currently the owner of the products synonyms.
This qualifier must be the qualifier that you supplied when you originally
installed catalog indirection for the products. The installation system sets the
qualifier status to USED/REUSE automatically. Maintenance for catalog
indirection does not create any new DB2 objects, but it does re-create the
existing synonyms. Because the installation system sets the qualifier status to
USED/REUSE automatically, the synonyms are dropped and then re-created.

Using a Copy of the Catalog

Maintaining a copy of the catalog uses additional DASD space. The amount
of space that is required equal s the size of your DB2 catalog and can vary
greatly, depending on your DB2 system.
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You need to update the copy of the catalog on atimely basisto keep it
accurate. Running the copy job does not have a significant impact on catalog
contention but does consume other system resources. How often you should
run the job depends on the amount of catalog change activity in your DB2
system and the type of users who are restricted to accessing a copy. A
high-activity data center might need to run the job several times a day.

In addition, the job that updates the catalog copy prevents users from
accessing the current copy of the catalog while the job runs. This restriction
might have an negative impact on the productsif you must run the copy job
during a high-activity period.

Note: The SEARCH command in CATALOG MANAGER uses dynamic
structured query language (SQL ). To enable the SEARCH command
to work on the copy of the catalog that catal og indirection uses,
either run GRANT SELECT ON TABLE statements or bind with
Dynamic Rules (BIND) on the main plan.

Using a Copy of the Catalog to Reduce Catalog Contention

Contention for the DB2 catalog can be a problem for data centers that have
high DB2 transaction rates. Because the products require frequent access to
the DB2 catalog, they can contribute to catalog contention.

To improve performance by reducing catal og contention, you can perform the
following actions:

» Direct the information queries from specific groups of usersto arecent
copy of the DB2 catalog. The products also perform better because they
do not have to compete with other applications for DB2 catalog
information.

»  Tunethe copy of the catalog.
* Add your own indexes to the copy of the catalog.
» Reorganize the tables or table spaces of the copy of the catalog.

For more information about performance considerations, see “ Creating
Indexes to Improve Performance” on page 3-5.

For catalog indirection to be effective, you must ensure that the copy of the
catal og reflects the status of the actual catalog. The degree of accuracy that is
required depends on the types of users who are involved and the purpose of
their information queries. The job that updates the catalog copy temporarily
halts al information queries made through the copy.
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Using a View of the Catalog

To control access to sensitive information in your catal og tables, you must
design aview or a set of views on your system catalog that achieves the
control that you need. To define the view that a particular catalog indirection
access method uses, you must edit the CREATE VIEW statementsin the
BMCCVIEW member that the installation system generated. You must also
add to the BMCCVIEW member the DML search criteriathat limits access
to selected rows of the catalog.

You must manage the authorizations to the groups of users who are allowed
to access the DB2 catalog through a view or views. When a user attemptsto
access catalog information that a view filters out, an SQL error occurs.

Using a View of the Catalog to Control Catalog Access

Data centers with highly sensitive information might need to restrict how
users access specific tablesin the DB2 catalog. To restrict catalog access, you
can implement catalog indirection through one or more user-created views
that filter out specified columns within the DB2 catalog tables. You can allow
specific user groups to use the productsin a limited fashion without
compromising the security of the data or data structures that are defined in
the catalog tables.

For example, assume that a user uses the products to perform an activity that
changes information in the DB2 catalog. The user then completes a task that
performs an information query against the copy of the catalog. In this case, it
might seem that the first activity did not succeed. However, if you implement
catalog indirection only for users who are already restricted to
information-only queries, this problem might not occur. For example, you
could implement catalog indirection for those ALTER users who are not
allowed to run the Execution Monitor.
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Installing Catalog Indirection

Summary:

Step 1

Step 2
Step 3

Step 4

Step 5

Step 6

Step 7

Step 8

Step 9

This procedure describes how to install catalog indirection for ALTER,
CATALOG MANAGER, or CHANGE MANAGER.

From the installation system Main Menu, select Additional Options.

The Additional Options Menu lists additional tasks and installations that you
can perform.

Press Enter.
On the Additional Options Menu, select Additional Installs.
Press Enter.

The Administrative Products for DB2 Other Systems panel lists additional
options for installation.

On the Administrative Products for DB2 Other Systems panel, select Catalog
Indirection.

Press Enter.

Theinstallation system presents a series of panels that request information
related to implementing catalog indirection.

If necessary, modify the choices as instructed on each panel. When you are
satisfied with the choices, press Enter.

Theinstallation system uses a <--- C-1 Parm indicator to mark values that
must be different from the direct access specification. When you see this
indicator, supply unigue names.

In the JCL Generation Option panel, select Generate install JCL in HLQ.JCL .

Note: If you specify the Skip generation process and display the next panel
option, no customization batch jobs are created. You can return to
this panel later to generate the customization jobs.

Press Enter to generate the batch jobs.

Theinstallation system generates the batch job streams that customize the

products. If customization batch jobs already exist in the specified data set,

they are overwritten. The status of the JCL generation is updated on the panel
asit occurs.
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Step 10  After all the required jobs are generated, press Enter to display the list of
generated jobs.

Step 11  Review the jobs that the installation system generated in your HLQ.JCL
library. You can modify the JCL, if necessary, but read any commentsin the
JCL before you make any modifications.

Step 12 Submit the jobs.

Step 13 Press END to exit.

Where to Go from Here

After you install catalog indirection, see “Performing Post-Installation Tasks
for the Administrative Products’ on page 3-3 for information about how to
perform post-install ation tasks for catalog indirection.

Installing Products on Multiple DB2 Subsystems

Theinstallation system enables you to clone the Administrative products to
other DB2 subsystems. To clone the products, you perform a subsequent
installation for an SSID or multiple SSIDs.

Before you perform an SSID or multiple SSID installation, review the

installation considerations described in “Installing the Administrative
Products on Additional and Multiple DB2 Subsystems’ on page 1-15.
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Performing an SSID Installation

Summary:

Before You Begin

Step 1

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

The SSID installation process duplicates the installation of the selected
products for each additional DB2 subsystem. This duplication involves
assembling default options, creating tables and synonyms, and binding plans
on the additional DB2 subsystems.

This procedure describes how to perform a subsequent installation for an
SSID.

Use the standard installation path to install the selected product on asingle
DB2 subsystem.

If you choose not to reuse the repository profile that you specified in the
standard installation path, you must perform the following steps:

From the installation system Main Menu, select M anage Repository/Prdfile.
Press Enter.

The Repository/Profile Options pand is displayed.

Specify the options for the profile.

2.A  Specify anew Repository Profile ID.

2.8 TypeY to manage profiles.

2.C Press Enter.

The Repository Listing panel is displayed.

Type C, which indicates the profile type, adjacent to the profile that you used
to customize a product in the standard installation path.

The Copy Ingtall Profile panel is displayed.

Specify the name of afully-qualified profile data set, with PROF as the
rightmost qualifier, for example, specify HLQ.T1SV1312.V721PROF asthe
data set name.

Press Enter.

Press END until the installation system Main Menu is displayed.
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To Perform an SSID Installation

Step 1

Step 2

Step 3
Step 4
Step 5

Step 6

Step 7
Step 8

Step 9

Step 10
Step 11

Step 12

Step 13

From the installation system Main Menu, select User Options.
Press Enter.

The User Options panel lists options for installing the products.
Select Advanced and Automatic Navigation Mode.

Specify anew installation JCL data set.

Press Enter.

From the installation system Main Menu, select Additional Options.

The Additional Options Menu lists additional tasks and installations that you
can perform.

Press Enter.
From the Additional Options Menu, select Product Cloning.
Press Enter.

The Propagation Menu lists options for installing the products on additional
SSIDs.

From the Propagation Menu, select SSID Install.
Press Enter.

When you are prompted, supply the requested information or verify the
displayed information. To continue, press Enter.

When you have completed the panels, the Final Tasks panel is displayed.
Review your SSID installation choices.

13.A From the installation system Final Tasks panel, select Review
Customization.

13.B Press Enter.

13.C  If necessary, modify the choices as instructed on each panel. When
you are satisfied, press Enter to continue.
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Where to Go from Here
After you specify the options for the SSID installation, generate and run the

customization JCL. For information, see “ Generating and Running
Customization JCL” on page 2-12.
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Performing an MSSID Installation

Summary:

Before You Begin

This procedure describes how to perform an MSSID installation for several
DB2 subsystems.

Use the standard installation path to install the selected product on asingle
DB2 subsystem.

To Perform an MSSID Installation

Step 1

Step 2
Step 3

Step 4

Step 5
Step 6

Step 7

Step 8

Step 9

From the installation system Main Menu, select Additional Options.

The Additional Options Menu lists additional tasks and installations that you
can perform.

Press Enter.
From the Additional Options Menu, select Product Cloning.
Press Enter.

The Propagation Menu lists options for installing the products on additional
SSIDs.

From the Propagation Menu, select Multiple SSID Install.
Press Enter.

When you are prompted, supply the requested information or verify the
displayed information. To continue, press Enter.

From the Create Model Data Set pandl, select Generate Model Data set.
Press Enter.

Theinstallation system generates batch job streams that model a data set. If
customization batch jobs already exist in the specified data set, they are
overwritten. The status of the model generation is updated on the panel as it

occurs.

After all the required jobs are generated, the SSID Optional Installation
panels are displayed.
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Step 10  When you are prompted, supply the requested information or verify the
displayed information for the SSIDs. To continue, press Enter.

Step 11 From the JCL Generation Option panel, select Generateinstall JCL.
Step 12 PressEnter to generate the jobs.

Theinstallation system generates the batch job streams that customize the
products. If customization batch jobs already exist in the specified data set,
they are overwritten. The status of the JCL generation is updated on the panel
asit occurs.

Step 13 After all the required jobs are generated, press Enter to display the list of
generated jobs.

Step 14  Review the jobsthat the installation system generated in your HLQ.JCL
library. You can modify the JCL, if necessary, but read any comments in the
JCL before you make any modifications. When you are satisfied that the jobs
are correct, proceed to the next step.

Step 15  Submit the jobs.

Note: Return codes greater than O are specific to the installation job that is
run and the products that are referenced. Refer to the comment block
near the beginning of each installation job and its members for
information about return codes greater than O.

You might receive a return code 4 during the bind steps when
installing some products on various DB2 versions. Refer to the
comment block near the beginning of members prdINIT6 (where prd
is the product code) for information about return codes greater

than O.

Step 16  Press END to exit.
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Upgrading ALTER to CHANGE MANAGER

If you already have ALTER installed, you can upgrade to CHANGE
MANAGER in one of the following ways.

* Toupgradeto CHANGE MANAGER without migrating your existing
datain ALTER, install CHANGE MANAGER.

* Toupgradeto CHANGE MANAGER and to migrate your existing data
from ALTER to CHANGE MANAGER, follow the instructionsin the
procedure “Migrating Data From ALTER to CHANGE MANAGER” on
page 2-32.
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Migrating Data From ALTER to CHANGE MANAGER

Summary:

Thistask describes how you can migrate data from an existing ALTER
product environment to the CHANGE MANAGER product environment.

To Install CHANGE MANAGER and Build an Image Copy Job

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

To install CHANGE MANAGER and to build avalid $C67COPY image
copy job, from the installation system Main Menu, select Product
Customization.

Press Enter.

2.A From the Install System Previous Release of Product panel, select an
installed release level of CHANGE MANAGER.

Note: Do not select NONE.

2.B  FromtheInstall System CHANGE MANAGER Object/Storage
Verification panel, type/ to Select to migrate data from Change
Manager v.r.

2.C  FromtheInstall System CHANGE MANAGER Migration
Verification panel, remove the asterisk (*) from the Creator Name.
The Creator Name can be any name.

From the installation system Final Tasks panel, select JCL Generation.

In the JCL Generation Option panel, select Generate customization batch jobs
in theinstallation JCL data set.

Note: If you specify Skip batch-job generation and display the next panel, no
customi zation batch jobs are created. You can return to this panel
later to generate the customization jobs.

Press Enter to generate the batch jobs.

Theinstallation system generates the batch job streams that customize the
products. If customization batch jobs already exist in the specified data set,
they are overwritten. The status of the JCL generation is updated on the panel

as it occurs.

After all the required jobs are generated, press Enter to display the list of
generated jobs.
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Step 7

Step 8

Run all the installation jobs prior to $C65M1G, $C66MIG, and $C67COPY.
Do not run $C65M1G, $C66MIG, and $C67COPY.

Press END to exit.

To Build Valid Data Migration Jobs

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

To build the valid $C65M1G and $C66M G data migration jobs, from the
installation system Main Menu, select Product Customization.

Press Enter.

2.A  Fromthelnstal System Previous Release of Product panel, select the
current installed release level for ALTER.

2.B  FromtheInstall System ALTER Object/Storage Verification panel,
perform the following actions:

1. Typethe Database Name and the Creator Name that you used in
Step 1 during the CHANGE MANAGER installation.

2. Type/to Select to migrate datafrom ALTER v.r.

2.C  Fromthelnstall System ALTER Migration Table Verification panel,
type the Creator Name for the existing ALTER tables.

From the installation system Final Tasks panel, select JCL Generation.

In the JCL Generation Option panel, select Gener ate customization batch jobs
in theinstallation JCL data set.

Note: If you specify Skip batch-job generation and display the next panel, no
customization batch jobs are created. You can return to this panel
later to generate the customization jobs.

Press Enter to generate the batch jobs.

Theinstallation system generates the batch job streams that customize the
products. If customization batch jobs already exist in the specified data set,
they are overwritten. The status of the JCL generation is updated on the panel
asit occurs.

After all the required jobs are generated, press Enter to display the list of
generated jobs.
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Step 7 Runonly the $C65MIG and $C66MIG installation jobs.

Step 8  Press END to exit.

To Complete the Migration
Run the $C67COPY installation job that was created when you installed
CHANGE MANAGER.

To Fallback to ALTER

Run the #D98DROP, #D99DLTE, and #D99DV SM installation jobs that
were created when you installed CHANGE MANAGER.

Warning! Any datathat you added while you had CHANGE MANAGER
installed will be lost when you run the #D98DROP, #D99DLTE,
and #D99DV SM installation jobs.

Where to Go from Here

After you complete the tasks in this chapter, you have completed the
customization for the products that you selected. You can now perform
post-installation tasks that are listed in Table 2-16.

Table 2-16 Additional Tasks
Task Where to Go
perform post-installation tasks for “Performing Post-Installation Tasks for the
the Administrative products Administrative Products” on page 3-3
perform post-installation tasks for “Performing Post-installation Tasks for the
the BMC Admin Server BMC Admin Server” on page 4-3
migrate to a different version of Appendix G, “Moving to a Different Version
DB2 of DB2"
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Chapter 3 Performing
Post-Installation Tasks for
the Administrative
Products

This chapter presents the following topics:

Performing Post-Installation Tasks for the Administrative Products.. . . . 3-3

Applying Fixesand Resolutions. . ............ ..., 3-3
Creating Indexesto Improve Performance. .. ..................... 35

Creating Indexesonthe DB2 Catalog Tables. . ... .............. 3-6

Creating Indexes on Copies of the DB2 Catalog Tables . ......... 3-7
Verifying Product Authorization. . .......... ... ... .. ... ... ..... 3-7
Granting User Authorizationfor XIM . .......................... 3-8
Controlling Accessto Plans, Objects, and Features. . ............... 3-8

Restricting Accessto ALTER and CHANGE MANAGER Plans. . . 3-10
Restricting Accessto ALTER and CHANGE MANAGER Objects . 3-11

Restricting Access to the Worklist Parallelism Feature. .. ........ 3-11
Controlling the Executionof XIM ........................... 3-13
Restricting Accessto CATALOG MANAGERPlans .. .......... 3-19
Providing Accessto Catalog Information by Specifying Dynamic SQL or
At C SO . . ot 3-20
Restricting Accessto DASD MANAGER PLUSPlans. . ......... 3-21
Restricting Access to the Execution Component Plans. .. ........ 3-22
Executing Worklistsin CATALOG MANAGER. ............... 3-23
Implementing Product Features . . ............ ... ... .. 3-24
Implementing the CHANGE MANAGER Catalog to Catalog
Comparison Feature . . ... 3-24
Enabling the Use of the DASD MANAGER PLUS INFOBMC
Command in CHANGE MANAGER. ...................... 3-27

Implementing the QM F Report Feature in DASD MANAGER PLUS3-28
Enabling Use of Stored Proceduresin CATALOG MANAGER. . .. 3-29
Upgrading Shared Components . . ... 3-31
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Binding a Product to Shared Components . . ................... 3-32

Editingand CompilingSLIBS. . ..........cc i 3-33
Specifying Generation DataGroups. . . .. .. .. ovvi i 3-35
Enabling Interaction among the Administrative Products and BMC Software
Utility Products . . ... e 3-36
Enabling Interaction between ALTER or CHANGE MANAGER and
BMC Software Utilities. . ..., 3-37
Enabling I nteraction between CATALOG MANAGER and BMC
Software Utilities. . .......... ... 3-39
Enabling Interaction between DASD MANAGER PLUS and BMC
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Performing Post-Installation Tasks for the
Administrative Products

After you install and customize the Administrative products, you might need
to perform several additional tasksto complete and verify the installation.
Table 3-1 lists the procedures that you use to complete these tasks. You
perform these procedures outside the installation system dialog panels.

Table 3-1 Post-Installation Tasks
Procedure Page
Apply fixes and resolutions. 3-3
Create indexes. 3-5
Verify the product authorization. 3-7
Control access to plans and objects. 3-8
Implement product features. 3-24
Upgrade shared components. 3-31
Enable interaction among the Administrative and Utility 3-36
products.
Modify the BMCDB2PR panel. 3-44
Work with the CLISTSs. 3-48
Invoke the BMCDB2 CLIST. 3-72
Verify the installation of the products. 3-76

Applying Fixes and Resolutions

The Administrative products might have zaps, fixes, or resolutions for
specific releases. This procedure describes the steps that you must take to
download and apply product fixes and resolutions, and then verify that the
fixes and resolutions have been applied.

Step 1  Go to the Customer Support page on the BM C Software Web site at
http://www.bmc.com/support_home.

Step 2 Log on to the page.
Tolog onif you are afirst-time user:

» If you have purchased a product, you can request a permanent user name
and password by registering at the Customer Support page.
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Applying Fixes and Resolutions

» If you have not purchased a product, you can request atemporary user
name and password from your BMC Software sales representative.

Step 3 Click the Search Knowledge Database link, and then select the product name
and version information.

Step 4  Download and apply all fixes and resolutions.

Note: For ALTER and CHANGE MANAGER, apply the fixes and
resolutions that correspond to the version, rel ease, and maintenance
level and the exploited version of DB2 that you have installed. For
example, if you have version 7.3.01 of CHANGE MANAGER
installed on a DB2 version 7 subsystem, apply the fixes and
resolutions for the items which contain VV7.3.01F in the subject line.

Step5  Complete the following steps to verify that the fixes and resolutions were
applied for each installed product:

e InALTER or CHANGE MANAGER:
1. At the main menu, type ENVI on the Command line.

2. Onthe Environment panel, type MAINT to verify which zaps and
resol utions have been applied.

* In CATALOG MANAGER, on the Primary Menu panel or any list panel,
type ENVI on the Command line.

Inthelist that is displayed, the applied fixes and resolutions appear
between the “BM C Products Supported” and “Plans’ sections. If the list
shows no fixes or resolutions, none have been applied.

* InDASD MANAGER PLUS:
1. At the main menu, select option 5 User Options.

2. Select option 4 Current environment information.

3. Onthe Environment panel, type MAINT to verify which zaps and
resol utions have been applied.
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Creating Indexes to Improve Performance

DB2 versions 6 and later support indexes on the catalog. To improve
performance, BMC Software recommends that you create indexes on the
following DB2 catalog tables:

« SYSIBM.SYSCOLAUTH

+ SYSIBM.SYSDBRM

« SYSIBM.SYSFIELDS

» SYSIBM.SYSFOREIGNKEY S
« SYSIBM.SYSRELS

« SYSIBM.SYSSTMT

* SYSIBM.SYSSYNONYMS

« SYSIBM.SYSTABAUTH
 SYSIBM.SYSTABLES

* SYSIBM.SYSVIEWDEP

Depending on the functionality used in a product, you might be able to create
several other indexes that improve the performance of the product. The
following procedures describe how to create indexes on the catal og tables,
and on copies of the catalog tables (if you are using catalog indirection).
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Creating Indexes on the DB2 Catalog Tables

Summary:  This procedure describes how to create indexes on the DB2 catalog tables.

Step 1  (optional) To create indexes for tablesin the SY SGROUP table space,
perform the following:

1.A  Executethe AMS commands to create VSAM data sets prior to
running the indexes.

1.B Uncomment the SY SYVOLUMES and SY SSTOGROUP indexes.

1.C  Changethe VCAT name from **VCATNM to the high-level
qualifier that you used when you executed the AMS commands.

Step2  Usean AUTHID that has BIND authorization of the Administrative products
packages.

Step 3  Run RUNSTATS on the catal og.

Step 4  REBIND the packages for the Administrative products to each SSID on
which you want to improve performance. JCL to bind the packagesislocated
in HLQ.CNTL(XXXSSIDP).

Note: HLQ isthe high-level qualifier that you used during installation. XXX

isthe product code (see Table 2-2 on page 2-3) and SSID refersto the
DB2 subsystem.
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Creating Indexes on Copies of the DB2 Catalog Tables

Summary:  This procedure describes how to create indexes on copies of the DB2 catalog
tables. Use this procedure when you are implementing catalog indirection.

Step 1  Usean AUTHID that has BIND authorization of the Administrative products
packages.

Step 2  Execute the worklist asasingle step in acopy of the JCL member
$X##INST, which was used when you installed the Administrative products.

Step 3  REBIND the packages for the Administrative products to each SSID on
which you want to improve performance. JCL to bind the packagesis located
in HLQ.CNTL(XXXSS DZ).

Note: HLQ isthehigh-level qualifier that you used during installation. XXX
isthe product code (see Table 2-2 on page 2-3) and SSID refersto the
DB2 subsystem.

Verifying Product Authorization

You can enter your BMC Software Authorization passwords when you install
the Administrative products. If you are alicensed user and have already
received and entered the permanent BM C Software Authorization passwords,
ensure that the appropriate authorization modules are saved and copied to the
new load library after you install the products. The authorization modules are
created when you add the password.

Alternatively, you can use the BM C Software Product Authorization utility to
apply passwords and to change your CPU configuration. To use the Product
Authorization utility, see the OS390 and zZ/OS Installer Guide.

Note: You can choose not to input passwords during installation of the
Database Administration solution. Before you can use the products,
you must copy or input passwords into both the SME/E LOAD
library and the SMP/E BBLINK library.

If you areinstalling UNLOAD PLUS or LOADPLUS and you are
migrating data from an earlier release using UNLOAD PLUS or
LOADPLUS, you must input passwords for these products before
you run the migration jobs.

BMC Software, Inc., Confidential and Proprietary Information

Chapter 3 Performing Post-Installation Tasks for the Administrative Products 3-7




Granting User Authorization for XIM

Granting User Authorization for XIM

If your site uses RACF or CA-Top Secret security, you can authorize the
procedures for the XIM subsystem as started tasks in the started procedures
table. If your site uses CA-ACF2 security, you can authorize the procedures
for the XIM subsystem as started tasks under the started task control.

Table 3-2 describes authorization for XIM.

Table 3-2 Authorizing XIM Procedures
Product Task
RACF or CA-Top Authorize the procedures for the following subsystems as
Secret started tasks in the started procedures table:

¢ XIM performance subsystem

« XIM extended job entry subsystem

If you are running RACF version 2.1 or later, you can use the
STARTED class to add or modify RACF security definitions for
started procedures without having to IPL the system. The
STARTED class allows you to modify the security definitions
dynamically through the RDEFINE, RALTER, and RLIST
commands. For more information about using the STARTED
class, see the OS/390 Security Server (RACF) Security
Administrator’'s Guide.

CA-ACF2 Authorize the procedures for the following subsystems as
started tasks under the started task control:

« XIM performance subsystem

« XIM extended job entry subsystem

See the appropriate CA-ACF2 publication for more
information.

Controlling Access to Plans, Objects, and Features

Maintaining security over the functions, components, and objects of the
Administrative products is an important consideration. In CHANGE
MANAGER, for example, executing aworklist usually changes the
definitions of your DB2 objects as they are defined in the DB2 system
catalog tables. In addition, you can also change data when you perform
several different kinds of tasks.

Plans that are provided with the Administrative products access the
components or functions of the products. You can restrict access to these
components or functions by controlling the authorization that is granted to
these plans. The names of the plans vary, depending on the version and
release of the product that you are using.
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The plan names have the following convention:
« prdvrmyz (CATALOG MANAGER and DASD MANAGER PLUS)
e ppvrmcyz (ALTER and CHANGE MANAGER)

e prdvrmnn (Execution component of ALTER, CHANGE MANAGER,
and DASD MANAGER PLUS)

Table 3-3 lists the variables for the plan names.

Table 3-3 Plan Name Variables
Variable Represents
prd or pp product code
% version level
r release level
m maintenance level
c exploited DB2 version
(E=6.1, and F=7.1 or later)
y access type (D=direct, I=indirect)
zornn plan’s function or unique plan identifier

Note: The accesstype for DASD MANAGER PLUS must be direct (D).

Table 3-4 shows examples of plan names.

Table 3-4 Examples of Plan Names
Example Description
AL731FDF ALTER 7.3.01 DB2 version 7 direct access Front End plan
AL731FIF ALTER 7.3.01 DB2 version 7 indirect access Front End
plan
ASU620DD DASD MANAGER PLUS 6.2.00 direct access Object
Definition plan
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Restricting Access to ALTER and CHANGE MANAGER Plans

Table 3-5 lists the plans that are used by the componentsin ALTER and

CHANGE MANAGER.
Table 3-5 ALTER and CHANGE MANAGER Plans
Plan Name Description
ALvrmcDA Analysis provides users access to the Analysis component to
(ALTER) analyze changes and to generate a worklist
You cannot make actual changes to DB2 objects and data
CMvrmcDA by creating a worklist. The Specification and Analysis

(CHANGE MANAGER)

plans provide a way for users to request and analyze
changes. For this reason, you can usually place minimum
restrictions on using Specification and Analysis.

ALvrmcDE
(ALTER)

CMvrmcDE
(CHANGE MANAGER)

Environment

enables users to invoke the ENVI command to review the
system environment

Because this plan is not accessed outside of the other
components, you can usually grant PUBLIC access to this
plan. This plan does not control the use of the ENV
keyword with batch components.

(CHANGE MANAGER)

ALvrmcDF Front End controls access to the ISPF interface
(ALTER) Authority to use this plan enables you to create and
maintain the product’s objects and perform other Front
CMvrmcDF End functions. If the Distributed Data Facility (DDF) is
(CHANGE MANAGER) installed, the -BIND statement for this plan adds a
reference to the remote package list.
ALvrmcDI Import provides users with the ability to import files into the
(ALTER) Change Definition (CD) tables
This plan accesses the Import component. For ALTER, it
CMvrmeDI enables users to import DDL into the CD tables. For

CHANGE MANAGER, it enables users to import DDL,
CDL, and worklists into the CD tables.

ACVvrmDM

Display Catalog and
SQL Information

displays catalog and SQL generation and execution
information

Access to this plan is required to use the GUI. If the DDF
is installed, the -BIND statement for this plan adds a
reference to the remote package list.

ALvrmcDS
(ALTER)

CMvrmcDS
(CHANGE MANAGER)

Specification

provides a way for users to request changes to database
objects and data

This plan accesses the Specification component. With
access to Specification, users can also search and review
groups of objects. Note that while Specification does not
enable you to actually perform changes, it does enable
you to specify changes and to view existing data
structures. If the DDF is installed, the -BIND statement for
this plan adds a reference to the remote package list.

BMC Software, Inc., Confidential and Proprietary Information

3-10

Administrative Products for DB2 Customization Guide



Controlling Access to Plans, Objects, and Features

Table 3-6

Table 3-6 lists additional plans that are used by the componentsin CHANGE
MANAGER.

CHANGE MANAGER Plans

Plan

Name Description

CMvrmcDB

Baseline provides users with the ability to establish and delete baselines

Because baselines (especially full-recovery baselines) contain critical
information that is used for database recovery, you should restrict access
to this plan to informed users.

CMvrmcDC

Compare provides users with the ability to compare data structure definitions
Because no DB2 data structures are modified, you can usually grant wide
access to this plan. If the DDF is installed, the -BIND statement for this
plan adds a reference to the remote package list.

CMvrmcDR

Report provides users with the ability to create baseline reports

You can grant wide access to this plan.

Restricting Access to ALTER and CHANGE MANAGER Objects

The security features of ALTER and CHANGE MANAGER provide you
with the ability to restrict access to objects and to separate projects that
access the same set of tables. The ability to maintain the security featuresis
restricted to users who have been granted SELECT and UPDATE authority
on the security table, as follows:

tbcreator.Vvr_CM_SECURITY

The variable thereator isthe ALTER or CHANGE MANAGER creator |ID
that is specified at installation, and the variable vr isthe version and release
of the product.

Theinstallation system executes GRANT statements only on plans and
collections. It does not execute grants on tables. If you want non-SY SADM
users to be security administrators, execute the necessary GRANT SELECT
and UPDATE statements.

Restricting Access to the Worklist Parallelism Feature

With the Database Administration solution, you can use the worklist
paralelism feature to execute portions of a CHANGE MANAGER worklist
concurrently. CHANGE MANAGER uses the BMC Software Cross-System
Image Manager (XIM) technology to provide sysplex performance
improvements by enabling the distribution and management of discrete units
of work (UOW) across one or more IBM OS/390 and z/OS images.
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Applying a Zap

By default, user access to run portions of aworklist concurrently and to
dynamically start XIM is not restricted. You can control access to these
functions for a user or a group of users by performing the following tasks:

1. Apply azap.
2. If you are using the Resource Access Control Facility (RACF), specify a
general resource profile.

Note: If you are using another security package that is compatible with
the System Authorization Facility (SAF), contact BMC Software
Customer Support.

To enable the restriction of access to these functions, apply the following zap
to the Execution function of CHANGE MANAGER:

NAME AEXPMVAI N MAI NRACC
VER 003E 47F0, C1D8
REP 003E 4700, 0000
CHECKSUM 0916482E

Specifying a General Resource Profile

In RACF, general resource profiles are used to protect the resources that are
defined in the class descriptor table, such as programs. To restrict a user’s or
group’s access to each of the worklist parallelism functions, you must add
general resource profiles with the following profile information:

e CLASS=>FACILITY
* PROFILE => BMCACM .ssid.PARALLEL .object

The profile definition contains the following values:

» BMCACM specifies that the profile is for CHANGE MANAGER.

» ssid represents the name of the DB2 subsystem or a DB2 group
attachment name (wildcard characters can be used to match one or more
characters).

* PARALLEL representsthe function that is secured.

* object represents the object or resource name that is secured.

— For executing aworklist, the object is EXECUTE.
— For starting XIM dynamically, the object is DY NSTART.
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Each user or group that is given access to a resource profile must have an
access level of CONTROL or higher.

Controlling the Execution of XIM

The Database Administration solution uses XIM to manage UOWSs. XIM
executes as a separate OS/390 or z/OS started task. You must start XI1M on
each image where CHANGE MANAGER will use XIM as a distribution
point for UOWSs. XIM uses the services of the IBM Cross-System Coupling
Facility (XCF) to locate and connect to other instances of itself within the
0S/390 or z/OS parallel sysplex.

Your systems programmer can issue XIM console commands from an
0S/390 or zZ/OS console to start, stop, and modify the XIM environment.
This section describes the commands to use and the procedures to follow to
perform the following tasks:

e determine the status of XIM

e sart XIM

e inactivate XIM

e shut down XIM

e activate XIM

* modify MV Simage variables

e troubleshoot the execution of XIM

For more information about X1M, see the Cross-System I mage Manager
(XIM) User Guide.

Determining the Status of XIM
You can use the STATUS command to display information about X1M
instances in the sysplex or jobs connected to an XIM initiator. To determine
whether XIM is running, issue the following command:

[ F XI MACM STATUS

An excerpt from the JES log (see Figure 3-1) shows the result of issuing the
STATUS command where XIM is active.
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Figure 3-1 Result of STATUS Command

BMC951001 XI M STATUS Conmmand Accepted, Xl M STATUS in progress Xl MACM
BMC951811 STATUS, 3 XIM Menbers(s) ACTIVE in XIM G oup Xl MACM XI MACM
BMC951591 Jobnanme Jobid Snfid Cvtsname Status

BMC951841 XI MACM  STC01000 DB2A DB2A Active 16 inits 0 active
BMC951841 XI MACM  STC08798 SYSN SYSN Active 16 inits 0 active
BMC951841 XI MACM  STC08638 DB2B DB2B Active 16 inits 0 active
Starting XIM

Note: Beforeyou start XIM, ensure that the STEPLIB library is APF
authorized.

Start XIM on each OS/390 or z/OS image that processes work for CHANGE
MANAGER. To start XIM, issue the following command:

/'S XI MACM

XIMACM isthe name of the started task. The XIMACM procedure is|ocated
in a system PROCLIB data set. (When the product wasinstalled, the
procedure should have been copied to this data set.)

Note: If you haveinstalled the worklist parallelism feature of the Database
Administration solution in one environment (for example,
production) and you later install anew version of the solutionin a
different environment (for example, test), you must ensure that the
XIM started task name is unique for each version of the solution. In
addition, BM C Software recommends that the XIM started task
procedure name that is specified on the Execution Worklist
Parallelism Options panel match the name of the started task. (For
information about specifying the procedure name, see the ALTER
and CHANGE MANAGER for DB2 User Guide.)

The Execution function attempts to start XIM automatically on the image on
which Execution is running under the following conditions:

* XIM isnot started.

* You attempt to execute aworklist that has worklist parallelism enabled.

* The XIMSTART Y ES parameter is specified in the AEXPIN input
stream in the execution JCL for aworklist.

XIM is not started on any image other than the image on which a job was
submitted.
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Inactivating XIM Initiators

You can use the QUIESCE command to prevent additional work from being
accepted. Work that isin progressis allowed to finish. Typically, you would
issue this command prior to shutting XIM down. To inactivate the XI1M
initiators, issue the following command:

/' F XI MACM QUI ESCE

An excerpt from the system log (see Figure 3-2) shows the result of issuing
the QUIESCE command.

Figure 3-2 Result of QUIESCE Command

BMC951001 XI M QUI ESCE Conmand Accepted, XIM QU ESCE in progress Xl MACM
BMC951001 XI M STOP Conmand Accepted, Initiator term nation in progress
BMC985221 Initiator shutdown request received in ASID(01F6). XJS1
BMC982121 XJS initiator ended in ASID(01F6). XJS1

Shutting Down XIM

Note: The XIM initiators are inactivated only on the image on which the
QUIESCE command was issued. If more than oneimage is
participating in agroup, issue the QUIESCE command on each
image.

You can use the SHUTDOWN command to terminate inactive XIM initiators
and XIM. To terminate the XIMACM address space completely, first issue
the QUIESCE command and then issue the following command:

/[ F XI MVACM SHUTDOWN

Note: If any XIM initiators are active, the SHUTDOWN command fails.
This command must be issued on each image.

Activating XIM Initiators

You can use the ACTIVATE command to allow initiators to be scheduled
again after the issuance of a QUIESCE command. To restart the XIM
initiators, issue the following command:

/ F XI MACM ACTI VATE
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Modifying the MVS Image Variables
If you want to modify variables that are specific to an OS/390 or z/OS image,
you can modify the member from which active parameters are loaded. To
determine the location from which the parameters are loaded, perform the
following steps:

1. Using your normal method to review SY SOUT, review the active
XIMACM started task.

Alternatively, you can review the XIMACM procedure in your system
PROCLIB library.

2. Locate the partitioned data set (PDS) that is allocated to the XIMPARM
ddname.

3. Onthe// EXEC PGVEXI MMAI N statement, locate the PARM option. A
keyword specifies SUFFI X=xXXxX.

4. To determine the member name, append the SUFFIX to “XIM”.

For example, if SUFFIX=PARM, the active parameters are loaded from the
XIMPARM member, as shown in the following line of JCL:

/1 XI MPARM DD DSN=RCDTJP. XI M CNTL( XI MPARM
To modify the variables, perform the following steps:

1. Edit the XIMxxxx member in the data set that is referenced by the
/1 XI MPARM DD statement.

2. Modify the INITIATORS variable.
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In the example shown in Figure 3-3 on page 18, the member contains
global variables and MV S image variables. The variablesinthe MV S
image variables section override the same variables in the global variable

section.

For example, the default value for the global number of initiators

is 8. However, for the DB2A subsystem ID, the number of initiatorsis

16.

Note:

BMC Software, Inc., Confidential and Proprietary Information

Typically, you should not modify other variables unless you are
directed to do so by BMC Software Customer Support. However,
if you haveinstalled the worklist parallelism feature of the
Database Administration solution in one environment (for
example, production) and you later install a new version of the
solution in adifferent environment (for example, test), you must
ensure that the values for the XIM_GROUP and XCF_GROUP
variables are unique for each version. In addition, the XIM group
name that is specified on the Execution Worklist Parallelism
Options panel must match the name of the group. (For
information about specifying the group name, see the ALTER
and CHANGE MANAGER for DB2 User Guide.)
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Figure 3-3

XIMACM1 Member

EE R D A T B S . N

*

* % F X X X

SYNTAX RULES:

USE COL 1 -

USE ONE PARAMETER PER STATEMENT

DO NOT CONTI NUE A PARM ONTO A SECOND LI NE

ANYTHI NG FOLLOW NG A PARM AND | TS VALUE IS A COMVENT
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G_(BAL VARI ABLE SEC‘I’I O\I EIE IR Rk 2 Sk I I 2 S

XI'M_GROUP=XI MACM

XCF_GROUP=XI MACMCF

I NI TI ATORS=8

I NI T_PROC=XI NACM

I NI TI ATORS=16

XI M STARTUP PARM FOR CHANGE MANAGER FOR DB2

*  PROC FOR TARGET | NI TI ATORS

RESPONSE Tl MEQUT | NTERVAL ( SECONDS)

RESPONSE_TI MEQUT=90 *  RESPONSE TI ME OUT ( SECONDS)
WORKLOAD_REFRESH=1 *  WORKLOAD REFRESH | NTERVAL (M NUTES)
ENVI RONVENT_TI MER=60 *  ENVI RONVENT TI MER | NTERVAL ( SECONDS)

LOCAL MVS | MAGE VARI ABLES ( COMMVENTED TO SHOW AS AN EXAMPLE)

* # OF INITI ATORS AT STARTUP

Save the changes to the member.

Inactivate XIM by issuing the QUIESCE command
(/ F XI MACM QUI ESCE).

Verify the status of XIM by issuing the STATUS command
(/ F XI MACM STATUS).

Shut down XIM by issuing the SHUTDOWN command
(/ F XI MACM SHUTDOMN).

Start XIM by issuing the start command (/ S XI MACM).
The new instance of XIMACM uses the new parameters.

To verify the new parameters, issue the STATUS command
(/ F XI MACM STATUS).

Review the values that XIM displaysin the system log.
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10. If you use data sharing, repeat step 4. through step 9. for each OS/390 or

Z/OS image.

Troubleshooting the Execution of XIM

If your job could not connect with XIM, perform the following tasks to
determine the cause:

Issue the STATUS command (/ F XI MACM STATUS) to verify whether
XIM was started.

If you are using a data sharing environment, ensure that XIM was started
on al of theimages.

Ensure that the STEPLIB library was APF authorized.
Review the output from the XIMACM started task procedure.

Review the XIM job or the system log for error messages that were
issued by the XIM started task or by the CHANGE MANAGER batch
job. Search the log by using your job name for enqueue type messages
for the IBM Global Resource Serialization (GRS) or Unicenter CA-MIM
products. If you are using a data sharing environment with multiple
0S/390 or Z/OS images and you previously canceled a parallel job, an
initiator might still be running and holding data sets. This initiator might
be preventing another initiator from starting.

If necessary, specify the TRACE Y ES keyword in the AEXPIN input
stream and run the job again. (For more information, see the ALTER and
CHANGE MANAGER for DB2 User Guide.)

Restricting Access to CATALOG MANAGER Plans

Table 3-7 lists the plans that are used by the functionsin CATALOG

MANAGER.
Table 3-7 CATALOG MANAGER Plans (Part 1 of 2)
Plan Name Description
ACTvrmDB Bind and Rebind reserved for future use
ACTvrmDE Data Editing and enables access to the data editing and browsing functions
Browsing This plan does not override DB2 table authorizations.
ACTvrmDG Generate SQL reserved for future use
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Table 3-7 CATALOG MANAGER Plans (Part 2 of 2)
Plan Name Description
ACTvrmDH Utility Status enables the display of the status of BMC Software utilities
Display Grant EXECUTE authority on this plan to users who should be able to
display or terminate BMC Software utilities.
ACTvrmDK Command enables the generation and execution of DB2 operator commands
Generation and Grant EXECUTE authority on this plan to users who should be able to
Execution issue DB2 operator commands, such as START, STOP, DISPLAY, and
TERM.
ACTvrmDL Log Table includes authority to browse and archive rows in the CATALOG
Maintenance MANAGER Audit, Session, and Drop Recovery logs
Grant EXECUTE authority on this plan to users who are responsible
for administering CATALOG MANAGER.
ACTvrmDM Display DB2 displays DB2 catalog and SQL generation and execution information
Catalog and SQL This plan allows the minimum access that is required to use
Information CATALOG MANAGER.
ACTvrmDS Search reserved for future use
ACTvrmDU Grant Authorities enables generation and submission of JCL for BMC Software utilities

and Submit BMC and IBM utilities

Software Utilities or | Grant EXECUTE authority on this plan to users who should be able to
IBM Utilities grant authorities or submit IBM or BMC Software utilities.

Providing Access to Catalog Information by Specifying Dynamic
SQL or Static SQL

In the CATALOG MANAGER installation default options, you can specify
whether to use static SQL or dynamic SQL to access DB2 catalog tables.

» If you specify static SQL, CATALOG MANAGER observes the
privileges of the owner of the package rather than the privileges of the
user who lists the tables.

» If you specify dynamic SQL, CATALOG MANAGER observesthe
privileges of the user who lists the tables. You can specify individual
tables to be accessed using dynamic SQL.

CATALOG MANAGER does not bypass any DB2 security when it generates
and executes SQL, DML, or DB2 commands. DB2 rejects any action
requested by CATALOG MANAGER for which the user is not authorized by
DB2.

DB2 requires that users have at least the SELECT privilege to access catalog
tables. The CATALOG MANAGER DOPTS settings, whether for static SQL
or dynamic SQL, cannot override the DB2 SELECT authorization
requirement.
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Restricting Access to DASD MANAGER PLUS Plans

Table 3-8 lists the plans that are used by the functionsin DASD MANAGER

PLUS.
Table 3-8 DASD MANAGER PLUS Plans
Plan Name Description
ASUvrmDJ BMCTRIG Utility controls access to utility-job generation from BMCTRIG
Job Generation Any user needing to perform online or BMCTRIG JCL generation
should be authorized to use this plan.
ASUvrmDR Report Display controls access to the display of reports
Any user needing to report events and exceptions online should be
authorized to use this plan.
ASUvrmDS Statistics Collection | controls access to statistics collection and to the operations that
update the catalog
DB2 Catalog Any user needing to run BMCSTATS should be authorized to use this
Update plan.
ASUvrmDX Cross Reference controls access to the Cross Reference Utility
Utility Access Any user needing to use this utility should be authorized to use this
plan.
ASUvrmDZ Browse DASD controls access to the Browse function, which displays statistics from

MANAGER PLUS
Database Statistics

the DASD MANAGER PLUS databases

Any user needing to display statistics online should be authorized to
use this plan. You can place minimum restriction on the online
programs to allow a user to define objects and to specify and analyze
changes.
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Restricting Access to the Execution Component Plans

Table 3-9 lists the plans that are used by the Execution component in ALTER,
CHANGE MANAGER, and DASD MANAGER PLUS.

Table 3-9 Execution Plans
Plan Product Name Description
AEXvrmAA | ALTER Execution Monitor | enables users to execute a worklist when EXECUTE
Entry authority is granted
AEXvrmHA ﬁiﬁﬁgER (Authorization) You should carefully consider who receives
authorization to use this plan.
AEXvrmDA | DASD MANAGER
PLUS
AEXvrmAM | ALTER Execution Monitor | provides users with the ability to attach to DB2 with
alternate authorization IDs for the -AUTH commands
AEXVImHM ﬁiﬁﬁgER This plan does not control who' has authorization to
execute a worklist. Because this plan does not affect
AEXvrmDM | DASD MANAGER who can run Execution, you can grant PUBLIC
PLUS authority to this plan.

The execution plan contains some packages that use
dynamic SQL. Some of these packages cause
long-running SQL and might need to be added to
your RLST. The packages are described as follows:

« AEXAUNLD is the package that unloads data from
tables.

* AEXSQLIO is the package that performs all
worklist -SQL commands, including deletions
before a data-only migration -LOAD or -BMCL
command.

» For ALTER and CHANGE MANAGER only,
AEXESTDL is the package that performs some of
the restart logic before the restart of a -LOAD
command, including the deleting of previously
loaded rows.

By restricting authorization to run the Execution

plans, you can control what change and migrate

functions users can perform. For example, by giving
wide access to Specification and Analysis while
controlling access to the Execution Monitor Entry, you
can allow your users to run ALTER for training
purposes or use it as a system dictionary.

Further control over the Execution component’s

authorization switching function is provided by the

Execution Security Exit.
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Executing Worklists in CATALOG MANAGER

In CATALOG MANAGER, you can execute aworklist through the
Execution component by using the plans provided with ALTER, CHANGE
MANAGER, or DASD MANAGER PLUS when the foll owing requirements
are met.

* ALTER, CHANGE MANAGER, or DASD MANAGER PLUSIis
installed.

* The CATALOG MANAGER AOPTS default option or BOPTS default
option specifies the DOPTS module name for ALTER, CHANGE
MANAGER, or DASD MANAGER PLUS, asfollows:

— Tousethe ALTER execution plans, in CATALOG MANAGER
specify the name of the ALTER DOPTS module for the AOPTS
default option.

— To use the CHANGE MANAGER execution plans, in CATALOG
MANAGER specify the name of the CHANGE MANAGER DOPTS
module for the AOPTS default option.

— To usethe DASD MANAGER PLUS execution plans, in CATALOG

MANAGER specify the name of the DASD MANAGER PLUS
DOPTS module for the BOPTS default option.
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Implementing Product Features

You must perform additional tasks to implement the following product
features:

» CHANGE MANAGER cataog to catalog comparisons

¢ useof the DASD MANAGER PLUS INFOBMC command in CHANGE
MANAGER

» DASD MANAGER PLUS QMF Report feature

Implementing the CHANGE MANAGER Catalog to Catalog
Comparison Feature

The CHANGE MANAGER product’s Compare component enables you to
perform a catal og to catalog comparison. You use a catalog to catalog
comparison to compare a specified set of DB2 objects from a catalog to DB2
objects of the same type from another catalog. You can al'so compare objects
of the same type within the same catal og.

You can compare DB2 abjects using the following catalog combinations:

* loca catalog to remote catalog

e remote catalog to local catalog

* remote catal og to remote catalog
* loca catalog to local catalog

To implement the catalog to catalog comparison feature for local and remote
comparisons, you must install the CHANGE MANAGER Compare
component on both the local and the remote subsystems.

Install CHANGE MANAGER on the Local Subsystem with DDF Active

When you install CHANGE MANAGER, the installation system builds
synonyms that access the communications database. When the DDF is
installed, the -BIND statement for the Front End, Specification, Compare,
and Catalog and SQL Information plans adds a reference to the remote
package list.
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Install CHANGE MANAGER on the Remote Subsystem

The following list describes the options for installing CHANGE MANAGER:

If the remote subsystem has the same version of DB2 that isinstalled on
the local subsystem, install the same version and release of CHANGE
MANAGER on the remote subsystem and select the DDF option. When
the DDF isinstalled, the -BIND statement for the Front End,
Specification, Compare, and Catalog and SQL Information plans adds a
reference to the remote package list.

If the same naming convention for the collection IDs and plansis used on
both subsystems (such as using the defaults from BM C Software, for
example), the CHANGE MANAGER product’s catalog to catalog
comparison feature is ready to use.

If you are not installing the same version and release level of CHANGE
MANAGER on the remote subsystem as you have installed on the local
subsystem, perform the following steps:

1. Instal the featuresthat are required for the catalog to catalog
comparison feature on the remote subsystem.

A. Edit the ACMC2CO member in the HLQ.CNTL data set.
B. Follow theinstructions in the member. The member contains
data definition language (DDL) for execution at the remote

subsystem via DB2l SPUFI.

2. Bind the packages and the plan that are needed for the remote
subsystem.

A. Edit the ACMC2CB member in the HQL.CNTL data set.
B. Follow theinstructionsin the member.

C. Follow theinstructionsin the ACMC2CG member to grant
EXECUTE authority for the collection IDs.

Note: Collection IDs and the Compare plan name must be identical
on both DB2 subsystems.
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If the remote subsystem has aversion of DB2 that is different from the
version of DB2 that isinstalled on the local subsystem, use the following
steps as an exampl e for implementing the catalog to catalog comparison
feature for subsystems with DB2 versions 6 and 7:

1. On the subsystem that has DB2 version 6, install CHANGE

MANAGER version vimE with DDF active (variable vrmindicates
the version, release, and maintenance level). Use the colleciton ID
ACMvrmE_D_MAIN and the compare plan name CMvrmEDC.

On the subsystem that has DB2 version 7, install CHANGE
MANAGER version vimF with DDF active. Use the collection ID
ACMvrmF_D_MAIN and the compare plan name CMvrmFDC.

On the subsystem that has DB2 version 7, install the Compare
features that were installed on the DB2 version 6 subsystem.

A. Customize the ACMC2CO, ACMC2CB, and ACMC2CG
members of the HLQ.CNTL data set, using the JCL for DB2
version 6 for CHANGE MANAGER.

B. Inthe ACMC2CB member, bind the packages using the DB2
version 6 level DBRMLIB into a collection 1D that matches the
ID used on DB2 version 6 (ACMvrmE_D_MAIN).

The plan name in the ACM C2CB member must match the plan
name (CMvrmEDC) that was used on the DB2 version 6
subsystem.

Note: The collection ID and the plan name must differ from
those used for the exploitation version of CHANGE
MANAGER.

Execute the catalog to catalog comparison feature from the DB2
version 6 subsystem to the DB2 version 7 subsystem so that the DB2
version 6 load library, collection ID (packages), and plan are used.

Note: The Comparel or Compare2 fields can be set to local or
remote.

See the ALTER and CHANGE MANAGER for DB2 User Guide for an
example of the stepsthat are required to run a catal og to catalog comparison.
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Enabling the Use of the DASD MANAGER PLUS INFOBMC
Command in CHANGE MANAGER

Summary:

Before You Begin

The CHANGE MANAGER product’s Compare component has the capability
to use the INFOBM C command if the DASD MANAGER PLUS product is
alsoinstaled. The INFOBMC command gathers and displays DB2 and
DASD®MANAGER PLUS statistics in Change Definition Language™
(CDL™).

Thisfeature is automatically available if you are installing CHANGE
MANAGER and DASD MANAGER PLUS simultaneously or if you have
aready installed DASD MANAGER PLUS and choose to activate the
interfaces. However, if these conditions are not met, you can perform the
stepsin this procedure to bind a DBRM member to obtain this functionality.

Install CHANGE MANAGER and DASD MANAGER PLUS.

To Bind the DBRM Member

Step 1

Step 2

Step 3

Edit the BIND JCL for the Compare component that islocated in the
HLQ.CNTL data set. The member nameis prdssidP, where prd is ACM or
ASU, and ssid is the subsystem ID.

Add a package bind for the ACMCLDM DBRM member.

Executethe BIND.
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Implementing the QMF Report Feature in DASD MANAGER PLUS

Summary:  This procedure describes how to implement the QMF Report feature that is
included with DASD MANAGER PLUS.

Step 1 Build viewsfor the DASD MANAGER PLUS QMF reports.
To build the necessary views for the DASD MANAGER PLUS QMF reports
(supplied with DASD MANAGER PLUS), invoke SPUFI and specify the
HLQ.CNTL data set and member ASURVIEW.
Note: If you areinstalling DASD MANAGER PLUS on multiple DB2
subsystems, execute this SPUFI job for each DB2 SSID where the
DASD MANAGER PLUS QMF reports will be used.
Step 2  Import the DASD MANAGER PLUS QMF Reportsinto QMF.
2.A  Edit all members of the HLQ.QMFPROC data set:

— Change HLQ to the high-level qualifier for DASD MANAGER
PLUS data sets at your installation.

— Change U******* g the user ID of the person who isrunning
the QMF install.

2.8 From QMF, execute the following:
| MPORT PROC FROM ' HLQ QWPROC ( M=LQADPROC)
Note: The data set name should be typed in uppercase (capital)
letters. The IMPORT command can be executed either from
the first panel of QMF or from the Query panel.
Step 3 Torun the procedure, press F2 or enter the RUN command. Thisaction

imports al the BMC Software-supplied DASD MANAGER PLUS QMF
reports.
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Enabling Use of Stored Procedures in CATALOG MANAGER

Summary:

After Installation

Step 1

Step 2

Step 3

Step 4

CATALOG MANAGER provides alibrary of external stored procedures for
performing common DBA tasks. You can run the product using stored
procedures by default or you can use stored procedures only when you
choose.

This procedure describes how to customize CATALOG MANAGER to take
advantage of stored procedures.

Complete the following steps after installing CATALOG MANAGER, but
before invoking the product.

Ensure that the workload manager (WLM) environment that you named
during installation exists. For information about creating WLM
environments, seethe IBM DB2 Universal Database for OS390 and z/OS
Administration Guide.

Verify that an HLQ.LOADE library exists. If it does not exist, then you did
not specify Y in the Permanent Data Set Options SM'S M anaged field of the
Install System High Level Qualifier(s) and Allocation Options panel during
the product unload part of the installation.

In the steplib of the WLM procedure, add a DD statement that references the
HLQ.LOADE library that was unloaded during installation.

Quiesce and resume the WLM environment.

To Invoke CATALOG MANAGER Using Stored Procedures by Default

Step 1

Step 2

Step 3

Complete the following steps to run CATALOG MANAGER with stored
procedures.

In the control table, add the following line:
SPRC ssid Y *

Invoke CATALOG MANAGER.

From the Command line of the Primary Menu panel or alist panel, generate
the list of stored procedures. As a qualifier, use the schema name that you
identified during installation.
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Step 4

On the Command line of the procedure list panel, enter \START ALL.

When CATALOG MANAGER isinvoked, stored procedures will
automatically be called.

To Enable Users to Choose When to Run CATALOG MANAGER with Stored Procedures

Step 1

Step 2

Step 3

You can optionally set up CATALOG MANAGER so that users can turn the
use of stored procedures on and off.

Invoke CATALOG MANAGER.

From the Command line of the Primary Menu panel or alist panel, generate
the list of stored procedures. As a qualifier, use the schema name that you
specified during installation.

On the Command line of the procedure list panel, enter \START ALL.

To turn the use of stored procedures on and off, users can perform either of
the following actions:

* OntheDB2 Specia Registerss CATALOG MANAGER Switches panel,
toggle the STORED PROC switch ON and OFF.

*  From the Command line of the Primary Menu panel or alist panel, issue
the SET PROC ON and SET PROC OFF commands.

Note: The STORED PROC switch and the SET PROC commands are valid

when CATALOG MANAGER has been set up to run stored
procedures by default.
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Upgrading Shared Components

All Administrative products share the following components:
» JCL Generation, which controls the JCL generation process

»  Execution Monitor, which controls worklist processing by reading and
performing worklist commands

When you unload the Administrative products, these components are also
unloaded. The installation system copies these components to an
APF-authorized load library that is shared by any of the Administrative
products.

If you install the products at different times or if you are applying
maintenance and any of the products share the same APF-authorized load
library, you must bind each product to the new level of the shared JCL
Generation and Execution Monitor components.

For example, you have installed ALTER version 7.2.01 and DASD
MANAGER PLUS version 6.2.00, both of which use JCL Generation and
Execution Monitor version 7.2.01, and you are using the same
APF-authorized load library. If you want to upgrade to ALTER version
7.3.01, you need to bind DASD MANAGER PLUS to the new JCL
Generation and Execution Monitor version 7.3.01 DBRMs.

Note: If you do not properly bind all Administrative products that share the
common components, any attempts to generate JCL or to run
worklists can cause SQLCODES -805 and -818. The product that has
not been bound or upgraded will not run.

You do not have to bind a product separately to the shared componentsif the
following conditions exist:

* You are using the same APF-authorized load library and you are
upgrading all your products at the same time. The binds are done during
the upgrade.

* You are using separate APF-authorized load libraries for your products.
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Binding a Product to Shared Components

Summary:  This procedure describes how to bind an Administrative product to the JCL
Generation and Execution Monitor components.

Step 1 Edit the product’s BIND packages and plans, which arein the HLQ.CNTL
data set. Table 3-10 lists the member names for the jobs. The variable prd is
the product code, and ssid is the subsystem ID.

Table 3-10 Member Names for Jobs for BIND Packages and Plans

Member Name Job

prdssidP package BIND jobs for direct access

prdssidB plan BIND jobs (including CATALOG MANAGER plan BIND
jobs for indirection)

prdssidz package and plan BIND jobs for indirection (except CATALOG
MANAGER plan BIND jobs)

Step 2  Concatenate the new HLQ.DBRM library ahead of the old HLQ.DBRM
library in the DBRMLIB DD statement in these members.

Step 3 Submit the BIND jobs.

Step 4  Repeat for the next product if applicable.
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Editing and Compiling SLIBs

Summary:  The Administrative products share acommon component called JCL
Generation. This component generates the JCL that is needed to execute all
the batch functions that use | SPF file tailoring. You might need to change
members of the BMC Software product skeleton library (SLIB) to generate
environment-specific JCL. This procedure describes the steps you must
perform to edit, test, and compile the SLIB.

Step 1  Edit the appropriate SLIB membersin HLQ.SLIB to change the way the JCL
is generated.

Note: Any customizations that you have made to the SLIB membersfor an
earlier release are not included in your current installation.

1.A  (optional) Edit the AIX#USRV member and change the EXEC
REGION parameter.

The EXEC REGION parameter is set by default to REGION=0M in
the AIX#USRV member that residesin the SLIB. If you do not
change the IBM-supplied default limitsin the IEALIMIT or IEFUSI
exit routine modules, this parameter requests that the job step get all
the available storage above and below the 16 MB line.

1.B Edit the AIX#USRV member and uncomment the AJXJIES3=Y
statement to generate JCL for JES3 systems.

Users encounter a problem on systems that use JES3 when they
attempt to close a data set through a subtask other than the subtask
that opened the data set. This action can result in a1FB ABEND.
You can circumvent this problem by uncommenting the statement.

1.C  Edit the AIX#DSNS member to generate JCL for generation data
groups (GDGs).

The Administrative products use the product options file (POF) for

generation of JCL for GDGs when operating on versions 6 and 7 of
DB2.
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Step2  Use JCLGEN to test the changesto the SLIB.

For more information about testing the SLIB members, see the following
BMC Software books:

* ALTERand CHANGE MANAGER for DB2 User Guide
» CATALOG MANAGER for DB2 User Guide
+ DASD MANAGER PLUSfor DB2 User Guide

Step 3  Compilethe SLIB members that you edited.
For a sample compile JCL, refer to member AJXCOMPS inthe HLQ.CNTL
data set. For more information about compiling the SLIB members, see the
following BMC Software books:
 ALTER and CHANGE MANAGER for DB2 User Guide

* CATALOG MANAGER for DB2 User Guide
+ DASD MANAGER PLUSfor DB2 User Guide
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Specifying Generation Data Groups

Summary.  You can specify GDGs by adding a symbolic variable to the primary and
recovery copy parameters. As aresult, the data set names are resolved using
the symbolic variables, and include the GDG.

This procedure describes how to specify GDGs.

To Specify the GDG for ALTER and CHANGE MANAGER (DB2 version 6 and later), CATALOG
MANAGER, and DASD MANAGER PLUS

Step 1  Find the member inthe HLQ.CNTL library that has the same name as the
DOPTs module. Locate the name of the POF in the POFDS parameter. Find
the POF member in the HLQ.CNTL library.

Step 2  Addthe symbolic (& GDG) to the end of the following keywords in the POF
member:

* PCPY1 PREFIX
*  PCPY2_PREFIX
* RCPY1 PREFIX
*  RCPYZ_PREFIX

For example, set
PCPY 1='& PREFIX..& OBNOD..P& PART (& GDG)'

For a description of the keywords, see Appendix E, “JCL Generation Product
Options”
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Enabling Interaction among the Administrative
Products and BMC Software Utility Products

When you merge the media for the BMC Software Utility, Backup and
Recovery, and Administrative products, the installation system automatically
enables the Administrative products to interact with the other products. If you
did not merge the mediawhen you installed the products, or if one of the
following conditions exist, you must perform additional steps to enable the
products to interact with each other:

» youinstalled the products at different times and you did not select to
allow the products to interact with one another on the Install System
Product to Product I nterface Panel

* synonymsin the products do not point to the correct utility tables

The following tasks describe how to enable the interaction among the
products.
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Enabling Interaction between ALTER or CHANGE MANAGER and
BMC Software Utilities

Summary:  ALTER and CHANGE MANAGER can interact with the BMC Software
Utilities BMCUTIL and BMCSY NC tablesto provide STARTOVER
capability. ALTER or CHANGE MANAGER accesses the utility tables
during batch processing.

For example, while you are performing a reorganization by using the BMC
Software REORG PLUS utility from the CHANGE MANAGER product,
you receive an error and the utility stops running. You can request a
STARTOVER that deletes the utility ID in the BMCUTIL and BMCSYNC
tables before proceeding with the reorganization. If the CHANGE
MANAGER synonyms do not point to the correct tables, you must delete the
utility 1D manually in the BMCUTIL and BMCSY NC tables before starting
over.

This procedure describes how to enable the interaction and to use a different
utilitiesload library.

To Enable the Interaction

The HLQ.INSTALL member T1S#FAEXU provides an example of aworklist
for this procedure.

Step 1  Drop the current utility synonymsfor ALTER or CHANGE MANAGER.

ALTER and CHANGE MANAGER use the following synonyms for the
tables:

« BMC_UTILITY for the BMCUTIL table
« BMC_UTIL_SYNC and BMC_UTIL_SYNC2 for the BMCSYNC table

Step 2  Createthe new ALTER or CHANGE MANAGER utility synonyms by using
the same synonym names, but with the correct table names.

Step 3 Bind the package AEXEUTID into the main collection ID for ALTER or
CHANGE MANAGER.
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To Use a Different Utilities Load Library

Step 1

Step 2

Step 3

Step 4

If the utilities are installed in a different load library, complete the following
steps:

Find the member in the HLQ.CNTL library that has the same name as the
DOPTs module.

For DB2 version 6 or later, in the member, locate the name of the POF in the
POFDS parameter. Find the POF member in the HLQ.CNTL library.

Update the ADDLOAD1, ADDLOAD2, CHECK+_LOAD, COPY+_LOAD,
LOAD+_LOAD, RECOVER+_LOAD, REORG+_LOAD, and
UNLOAD+_LOAD keywordsin the POF member to use the different
utilities load library. For a description of the keywords, see Appendix E,
“JCL Generation Product Options.”

If necessary, add any additional load libraries to SLIB member AJXSTEPU.
For more information, see “Editing and Compiling SLIBS’ on page 3-33.
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Enabling Interaction between CATALOG MANAGER and BMC
Software Utilities

Summary:

CATALOG MANAGER can interact with the BMCUTIL, BMCHIST, and
BMCSY NC tablesto provide BMC Software utility control, status, and
history information. Note that history information is not provided for the
BMC Software RECOVER PLUS for DB2 product. CATALOG MANAGER
accesses the utility tables during batch processing and when using online
commands.

This procedure describes how to enable the interaction and to use a different
utilities load library.

To Enable the Interaction

Step 1

Step 2

Step 3

Step 4

Step 5

Step 6

The HLQ.INSTALL member T1S#ACTU provides an example of aworklist
for this procedure.

Drop the CATALOG MANAGER utility synonymes.
CATALOG MANAGER uses the following synonyms for the tables:

« BMC_UTILITY for the BMCUTIL table
* REORG_HISTORY for the BMCHIST table
* BMC_UTIL_SYNC and BMC_UTIL_SYNC2 for the BMCSY NC table

Create new CATALOG MANAGER utility synonyms by using the same
synonym names, but with the correct table names.

Bind the packages ACTCSQRH, ACTDDQRH, and ACTCSQBU into the
main collection ID for CATALOG MANAGER.

Bind the CATALOG MANAGER BMC Software Utility History Plan. BMC
Software specifies this plan as ACTvrmDH, where vrim is the version,
release, and maintenance level. Use the existing plan bind source to create
this plan, and then change the name.

Edit the member in the HLQ.CNTL library that has the same name as the
DOPTs module. Change the value of HPLAN to the plan that was created in
Step 4.

Submit this member to reassemble the DOPTs module.
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To Use a Different Utilities Load Library

If the utilities are installed in a different load library, complete the following
steps:

Step1  Find the member inthe HLQ.CNTL library that has the same name as the
DOPTs module. Locate the name of the POF in the POFDS parameter. Find
the POF member in the HLQ.CNTL library.

Step 2 Update the ADDLOAD1, ADDLOAD2, CHECK+_LOAD, COPY+_LOAD,
LOAD+ LOAD, RECOVER+ LOAD, REORG+ LOAD,
UNLOAD+ LOAD, and DATA_PACKER_LOAD keywords in the POF
member to use the different utilities load library. For a description of the
keywords, see Appendix E, “JCL Generation Product Options.”

Step 3 If necessary, add any additional load librariesto SLIB member AJXSTEPU.
For more information, see “Editing and Compiling SLIBS’ on page 3-33.
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Enabling Interaction between DASD MANAGER PLUS and BMC
Software Utilities

Summary:

Before You Begin

You can use DASD MANAGER PLUS with the BMC Software REORG
PLUS, LOADPLUS®, or COPY PLUS for DB2 products. To do so, the
synonyms must refer to the correct tables. This procedure describes how to
refer the utility synonyms to the appropriate DASD MANAGER PLUS tables
and refer the DASD MANAGER PLUS synonyms to the appropriate utility
tables. DASD MANAGER PLUS accesses the utility tables during batch
processing.

If the BMCSTATS runtime option is used, REORG PLUS, LOADPLUS, or
COPY PLUS can update the DASD MANAGER PLUS statistics tables to
update statistical information. Table 3-11 shows the synonyms that the
REORG PLUS and LOADPLUS uitilities use to reference the corresponding
tablesfor DASD MANAGER PLUS.

The variablesin Table 3-11 and Table 3-12 are defined as follows:

e prdisthe product code ARU for REORG PLUS or AMU for
LOADPLUS.

* vristheversion and release installed for REORG PLUS and
LOADPLUS.

* yyistheversion and release number of your current DASD MANAGER
PLUS product. These table names are the default names as shipped and
might have changed when DASD MANAGER PLUS was installed.

Table 3-11 DASD MANAGER PLUS Table Synonyms for REORG PLUS and
LOADPLUS

Synonym DASD MANAGER PLUS Table
prdvr RS_TABLSPACE BMCASUyy.Vyy RS _TABLESPACE
prdvr RS_TABLEPART BMCASUyy.Vyy RS _TABLEPART
prdvr RS_TABLES BMCASUyy.Vyy RS _TABLES
prdvr_ RS_INDEXES BMCASUyy.Vyy RS_INDEXES
prdvr_RS_INDEXPART BMCASUyy.Vyy RS_INDEXPART
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Table 3-12 shows the synonyms that the COPY PLUS utility uses to
reference the corresponding tables for DASD MANAGER PLUS.

Table 3-12 DASD MANAGER PLUS Table Synonyms for COPY PLUS
Synonym DASD MANAGER PLUS Table
BMCACP_BMCXTBSP BMCASUyy.Vyy_RS_TABLESPACE
BMCACP_BMCXTBPT BMCASUyy.Vyy_RS_TABLEPART
BMCACP_BMCXTBLS BMCASUyy.Vyy RS_TABLES

Examine these synonyms and verify that the table names are correct.

To Refer the Utility Synonyms to the DASD MANAGER PLUS Tables

Step 1

Step 2

Step 3

Step 4

If your current REORG PLUS, LOADPLUS, or COPY PLUS synonyms do
not point to the tablesthat are listed in Figure 3-11 on page 3-41 or Figure
3-12 on page 3-42, complete the following steps to update them.

The HLQ.INSTALL member T1S#ASUR for REORG PLUS, member
T1SHASUL for LOADPLUS, and member T1S#ASUC for COPY PLUS
provide examples of aworklist for Step 1 and Step 2.

Drop the REORG PLUS, LOADPLUS, or COPY PLUS synonyms.

Create the new REORG PLUS, LOADPLUS, or COPY PLUS synonyms by
using the same synonym names, but with the correct DASD MANAGER
PLUS PLUS table names.

Bind the REORG PLUS, LOADPLUS, or COPY PLUS BMCSTATS plan.
BMC Software specifies this plan as ARUTvrmm, AMUTvrmm, or
ACPCvrmm, where vimm is the version, release, and maintenance level.

Note: |f DASD MANAGER PLUS tables are not connected or installed
when you install REORG PLUS, LOADPLUS, or COPY PLUS, the
plan binds will complete with RC=4.

If you want to use DASD MANAGER PLUS with COPY PLUS, run the
ACPssidC ICOPY installation job.
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To Refer the DASD MANAGER PLUS Synonyms to the Utility Tables

Step 1

Step 2

Step 3

The HLQ.INSTALL member T1S#FAEXU provides an example of aworklist
for this procedure.

Drop the current utility synonyms for DASD MANAGER PLUS PLUS.
DASD MANAGER PLUS usesthe following synonyms for the tables:

«  BMC_UTILITY for the BMCUTIL table
« BMC_UTIL_SYNC and BMC_UTIL_SYNC2 for the BMCSYNC table

Create the new DASD MANAGER PLUS PLUS utility synonyms by using
the same synonym names, but with the correct table names.

Bind the package AEXEUTID into the main collection ID for DASD
MANAGER PLUS PLUS.

To Use a Different Utilities Load Library

Step 1

Step 2

Step 3

Step 4

If the utilities are installed in a different load library, complete the following
steps:

Find the member in the HLQ.CNTL library that has the same name as the
DOPTs module.

Update the first available STEPLIB keyword (SL1, SL2, and so on) in the
DASD MANAGER PLUS DOPTs member to use the different utilities load
library. For adescription of the STEPLIB keywords, see the appendix for
DASD MANAGER PLUS in this guide.

Reassemble the DOPTs module.

If necessary, add any additional load libraries to SLIB member AJXSTEPU.
For more information, see “Editing and Compiling SLIBS’ on page 3-33.
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Modifying the BMCDB2PR Panel

The BMCDB2PR pandl is part of the BMC Software-supplied | SPF interface
that the installation system generates. This panel includes a product selection
list from which you can select a product. It also includes a DB2 catalog
access field, in which you can specify whether to use the DB2 catalog data
directly or to use acopy or aview of the DB2 catalog.

You may need to add additional products to the selection list or modify the

catalog access field after you install and customize the Administrative
products. The following tasks describe how to perform these procedures.
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Adding Products to the BMCDB2PR Panel

Summary:

Before You Begin

Theinstallation system enables you to add products that are not included on
the mediafor the Administrative products to the BMCDB2PR panel. This
procedure describes how to add the products to the panel.

The BMC Software products that are listed in Table 3-13 can be added to the

BMCDB2PR panel.

Table 3-13 BMC Software Products for BMCDB2PR Panel
Product Product Code
ACTIVITY MONITOR for DB2 DOM
APPTUNE for DB2 ASQ
CHANGE ACCUMULATION PLUS ACA
COORDINATED RECOVERY MANAGER CRR
COPY PLUS for DB2 ACP
EXTENDED BUFFER MANAGER XBM
Log Master for DB2 ALP
OPERTUNE® for DB2 DDT
OPERTUNE for MQSeries DDM
PACLOG for DB2 ALM
RECOVERY MANAGER for DB2 ARM
RECOVERY MANAGER for OS/390 MRM

Determine the following information:

* location of the BMCDB2PR panel
* location of the product’s CLIST

» thethree-character code for the product
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To Add the Products

The UPDTBMC CLIST and the UPDTDB2 macro can be found in a
customized installation library that the user creates while installing products
from multiple tapes, or in the base installation library from a single product

tape.

Step 1  Copy the UPDTBMC CLIST from the HLQ.INSTALL library to alibrary in
your SY SPROC concatenation.

Step2  Copy the UPDTDB2 macro from the HLQ.INSTALL library to alibrary in
your SY SPROC concatenation.

Step 3  To execute the CLIST, type TSO UPDTBM C on the Command line.
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Modifying and Validating the DB2 Catalog Access Option on the
BMCDB2PR Panel

Summary:  The BMCDB2PR panel might need slight customization before you run the
Administrative products with catalog indirection. This procedure describes
how to modify and validate the catal og access option.

Step1  Edit the BMCDB2PR panel in HLQ.PLIB.
Step 2 Add,Indirect, asfollows:
+ DB2 Catalog Access . . . . . . ._Z +(Drect,Indirect)

Step 3 To validate the Indirect option, make the changes shown in Figure 3-4.

Figure 3-4 BMCDB2PR Panel

ver (&catopt,nb,list,’ DIRECT ,’INDIRECT" ,D,1) -- Uncoment this |ine
/****************************************/

[ *ver ($catopt,nb,list,” DIRECT',D) */ -- Comment out this line

Step 4  Press END to exit.
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Working with CLISTs

Theinstallation system generates the CLISTs for the Administrative products
that are listed in Table 3-14. All CLISTs are located in the HLQ.CLIST
library.

Table 3-14 Administrative Products CLISTs
CLIST Description
ACTPSS defines the integration of CATALOG MANAGER and SQL Explorer
for DB2
BMCDB2 invokes the Administrative products

BMCDRIVC | defines user libraries for the product driver panels

BMCMSG processes the product messages

CHKSQNUM | determines whether any out-of-sequence numbers exist in an
ALTER or CHANGE MANAGER worklist

FIXSQSUM corrects out-of-sequence numbers in an ALTER or CHANGE
MANAGER worklist

RSTRIG calls the DASD MANAGER PLUS BMCTRIG Restart program
WL2DDL converts an ALTER or CHANGE MANAGER worklist to a DDL file
XGRANT creates an additional ALTER or CHANGE MANAGER worklist that

contains -SETS and -SQL authorization commands only

If multiple versions of the products are installed and the version and release
numbers of the products on one subsystem are later than the version and
release numbers of the products on another subsystem, use the CLIST for the
later version and release of the products. Ensure that a current copy of the
appropriate CLIST isin the same SY SPROC concatenated library as your
other CLISTs.

For example, if you installed version 7.1 of the products on subsystem
DBDA and you installed version 7.3 of the products on subsystem DBDB,
and you want to use one CLIST, use the CLIST for the version 7.3 products
on DBDB.

Note: If you areinstalling the Database Administration solution or the
Administrative Assistant solution and you already have one or more
components of the solution installed, you must combine the CLISTSs.

The following tasks describe how to enable the CLISTs, modify the
BMCDB2 CLIST, and invoke the BMCDB2 CLIST.
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Enabling the Implicit Execution of CLISTs

Summary:

Step 1

Step 2

Step 3

Step 4

This procedure describes the steps that you must perform to enable the
implicit execution of the CLISTsthat are generated for the Administrative
products.

Enable the BMCDRIVC CLIST.

Copy the CLIST from the HLQ.JCL library or the HLQ.CLIST library to a
library in your SY SPROC concatenation.

Perform one of the following tasks to enable the BMCMSG CLIST to be
implicitly invoked from TSO without having to invoke an Administrative
product:

e AddtheHLQ.CLIST library to your SY SPROC concatenation.
*  Copy the CLIST from the HLQ.CLIST library to alibrary in your
SY SPROC concatenation.

The messages that the Administrative products generate are available in an
MV S data set that is downloaded during installation. For each message, the
data set includes an explanation and suggests a user response. The MV S data
set iscaled HLQ.MSGS (where HLQ isthe high-level qualifier that is
specified during installation). The BMCMSG CLIST, which can be used to
view the messages, is customized and copied to the product CLIST library
during installation.

Perform one of the following tasks to enable the ALTER or CHANGE
MANAGER CLISTs (XGRANT, WL2DDL, FIXSQSUM, and
CHKSQNUM) to be implicitly invoked from within aworklist:

e AddtheHLQ.CLIST library to your SY SPROC concatenation.
*  Copy the CLISTsfrom the HLQ.CLIST library to alibrary in your
SY SPROC concatenation.

Perform one of the following tasks to enable the RSTRIG CLIST (DASD
MANAGER PLUS) to beimplicitly invoked from within JCL:

e Addthe HLQ.CLIST library to your SY SPROC concatenation.
*  Copy the CLISTsfrom the HLQ.CLIST library to alibrary in your
SY SPROC concatenation.
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Creating a User Message File

Summary:  You can create an optional user message file to display information about
other messages from BMC Software or other products when a valid message
identifier is processed. After searching the HLQ.MSGSfile, the BMC
Software Online Message Processor searches for a user message file to locate
information about the same message identifier. This procedure describes how
to create a user message file.

Step 1 Allocate the user message filein a sequential file that has the following
attributes:

« RECFM =FB
* LRECL =80
* BLKSIZE = 3120
Step 2 Format the user messages.
2.A  Start the message identifier in column 2 or column 3.
2.B  Usethefirst threeto six digits of avalid partitioned data set message
member name (not necessarily BMC) as the first three to six digits of

the message identifier.

2.C  Define the user message with the identical message identifier of the
related BMC Software message.

Step 3 Update the BMCMSG CLIST.
3.A Locate the MFILE2 statement.
SET MFILE2 = &STR() / *BMC MESSAGE FI LE */

3.B  Add the name of your user message file, as shown in the following
example:

SET MFILE2 = &STR(USER. MSG. DATASET)

Step 4  Press END to exit.
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Editing the BMCDB2 CLIST

The BMCDB2 CLIST invokes the Administrative products. You might need
to manually edit the CLIST to add products or to perform other tasks.
Table 3-15 lists the tasks that you can perform when you edit the BMCDB2

CLIST.

Table 3-15 BMCDB2 CLIST Tasks
Procedure Page
Set the variables. 3-52
Modify the control table. 3-53
Enable the use of DASD MANAGER PLUS within ALTER or 3-59
CHANGE MANAGER.
Allocate application IDs. 3-60
Support subsequent DB2 subsystems. 3-62
Support catalog indirection. 3-62
Specify the servers for the CATALOG MANAGER CONNECT | 3-63
command.
Prohibit access to CATALOG MANAGER functionality. 3-65
Display an initial entry panel in CATALOG MANAGER. 3-67
Set the locking options for editing data in CATALOG 3-69
MANAGER
Set the session profile in CATALOG MANAGER 3-71
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Setting the Variables in the BMCDB2 CLIST

Figure 3-5

Summary:

Step 1

Step 2

Step 3

Step 4

Step 5

You can edit several variablesin the BMCDB2 CLIST to specify libraries
and to use a generated permanent | SPF table. This procedure describes how
to modify the variables.

Note: To turn off the PF key display, use the PFSHOW OFF command.

If you want to implicitly invoke the BMCDB2 CLIST, copy the CLIST from
the HLQ.JCL library or the HLQ.CLIST library to alibrary in your
SY SPROC concatenation.

Edit the BMCDB2 CLIST.

If you copied the BMCDB2 CLIST from the HLQ.JCL library or the
HLQ.CLIST library to alibrary in your SY SPROC concatenation, modify the
BMCDB2C variableinthe BMCDB2 CLIST. Set thisvariable to the library in
which the BMCDB2 CLIST was copied.

If you copied the BMCDB2PR, BMCDB2P2, BMCDB2TB, and BMCDB2H
panels from the HLQ.JCL library or the HLQ.PLIB library to another library,
modify the BMCDB2P variable in the BMCDB2 CLIST. Set thisvariableto
the library in which the panels were copied.

To improve the performance of the invocation of the products from the
BMCDB2 CLIST, set the GENTABLE variable in the BMCDB2 CLIST to Y,
as shown in Figure 3-5.

Setting the GENTABLE Variable in the BMCDB2 CLIST

SET GENTABLE =Y

SET BMCDB2T = &STR(BMC. DB2ADWN. D71. TLI B) /* CONTROL TABLE DATASET */
/* USE GENERATED PERVANENT TABLE (Y/N) */
/* FOR CONTRCL TABLE */

Step 6

To place a control table in a permanent | SPF table in the HLQ.TLIB data set,
invoke the BMCDB2 CLIST (see page 3-72).

Press END to exit.

BMC Software, Inc., Confidential and Proprietary Information

3-52

Administrative Products for DB2 Customization Guide



Modifying the Control Table in the BMCDB2 CLIST

Modifying the Control Table in the BMCDB2 CLIST

Summary:. By modifying the control table in the BMCDB2 CLIST, you can add a
product, specify the location of libraries, enable access to data-sharing
members, specify different libraries for SSIDs, and specify shared DOPTSs.
This procedure describes how to modify the control table.

Before You Begin

By default, a control table islocated at the end of the BMCDB2 CLIST.
However, your installer might have specified a data set for control table input
during installation. To verify the location of the control table for your
installation, refer to the end of the BMCDB2 CLIST.

Figure 3-6 shows the default control table at the end of the BMCDB2 CLIST.

Figure 3-6 BMCDB2 CLIST Control Table

* DATA

*PROD SSID O I DOPT PLAN APPL COLL_ID NI CKNAME

e e R Rt | ------ RS EEEEEEEEEEEEEEEEES R REEE
ASU DBAP D ASUDCOPD1 ASU711DC ASUA *

*LIB SSID Data Set Nane

T I T e
EXIT DBAP ' SYS3. DBAP. DSNEXI T' *
LOAD DBAP ' SYS2. DB2V71M DSNLOAD *

Note: Thedatain the control table, which begins with the identifier
*DATA, is placed in specific positions, and every data row must have
an asterisk in column 73. Comment lines contain an asterisk (*) in
column 1. The datain the control table is column specific.

Figure 3-7 is an example of adata set that has been specified for control table
data that specifies the low-level qualifier CONTAB during installation.

Figure 3-7 BMCDB2 CLIST with Control Table Data Set

/******************************************************************/

/* *NOTE: If “DDIN' is present on the *DATA line, all input */
/* DATA is located in the nanmed sequential file. */

/******************************************************************/

*DATA DDI N user| D. ADM/31. CONTAB1. CONTAB
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The following examples describe modifications to the control table. Refer to
the comments that precede the control table data for the descriptions of the
columns and for additional examples.

After you modify the control table, if you have specified GENTABLE=Y in
the BMCDB2 CLIST, you must issue the GENERATE command from the

BMCDB2PR panel to rebuild the ISPF control table in the HLQ.TLIB data
Set.

To Modify the Control Table
Step 1  Edit the control table.

Step 2  To add a product to the control table, add aline in the * PROD section for the
product. Figure 3-8 on page 3-54 shows the line that adds the CHANGE
MANAGER product to the table. vrm represents the version, release, and
maintenance level of the product.

Figure 3-8 Adding CHANGE MANAGER to the Control Table

*DATA

*PROD SSID D/ I DOPT PLAN APPL COLL_ID NI CKNAME

e R R Rt |--m- - R EEEEEEETTEEETEEERS R R RREEEE
ACM DBAP D ACMDOPD1 CM/r n=DF ACMVA *

Step 3 If one product was installed into a different set of libraries than another
product, add alinein the * PROD section that specifies the high-level
qualifier (HLQ) of the product libraries. In the examplein Figure 3-9, theline
indicates the location of the CHANGE MANAGER libraries, which were
installed into a different set of libraries than DASD MANAGER PLUS.

Figure 3-9 Specifying the Location of CHANGE MANAGER Libraries

* DATA

*PROD SSID D/ DOPT PLAN APPL COLL_ID NI CKNAME

R R IR |- R e RREREEEEE | oo
ACM DBAP H HLQ *

Step 4  If the APF load library uses a different HLQ from other product libraries and
is different from the variable APFLIB value in the control table, specify the
following line in the * PROD section:

ACM DBAP A ' ADDTNL. APF. LOAD *
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Figure 3-10

Step 5  If youinstalled the DB2 products in a data-sharing (sysplex) environment,
enable access to all the data-sharing members or to the group attach name.

Duplicate the table rows of the existing subsystem name for each member or
group attach name, substituting the member or group attach name for the
SSID column. The example in Figure 3-10 on page 3-55 uses the group
attach name GRPL.

Enabling Access to Additional Members

*DATA

*PROD SSID DI DOPT PLAN  APPL COLL_I D NI CKNAME

*____l____

ASU DBDB
ACT DBDB
ACM DBDB
EXI T DBDB
LOAD DBDB
HLQ DBDB
VCAT DBDB
DDF DBDB

ASU GRP1L
ACT GRPL
ACM GRP1L
EXI T GRP1
LOAD GRP1
HLQ GRP1
VCAT GRP1

R | emnee B E EEEPEPEPEPEPEPEERE R ELELEEEEE
D ASUDOPD1 ASWr nDC ASUS

D ACTDOPD1 ACTvrnDM ACTS ACTvrm D MAI N DBDB
D ACMDOPD1 CMvr nFDF ACMVB

' SYS3. DBDB. DSNEXI T

' SYS2. DB2V71M DSNLOAD

BMCADWN. Wr m D71

DBDBCAT

DBDB

L . T I B

D ASUDOPD1 ASWr nDC ASUG

D ACTDOPD1 ACTvrnDM ACTG ACTvrm D _MAI N GRP1
D ACMDOPD1 CMvr nFDF ACMG

' SYS3. DBDB. DSNEXI T

' SYS2. DB2V71M DSNLOAD

BMCADWN. Wr m D71

DBDBCAT

DBDB

E o I I

In the example in Figure 3-10, the VCAT control table variable is used by the
Administrative products to indicate the VSAM catalog alias that contains the
data sets for the DB2 catalog (DBDBCAT).

Step 6  If your installation has more than one version of DB2, use separate libraries
for each version. Refer to the following scenarios as examples for editing the
control table.

» Scenario 1: CHANGE MANAGER isinstaled on SSID DB61. The
product libraries have an HLQ of BMC.DB61.*. During the installation,
JCL and the BMCDB2 CLIST are generated into BMC.DB61.JCL. Add
the table in Figure 3-11 to the end of the BMCDB2 CLIST.
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Figure 3-11 Adding CHANGE MANAGER to Subsystem DB61

*DATA
*PROD SSID D/ I DOPT PLAN  APPL COLL_ID NI CKNAME
R P B e |- omnee e o
ACM DB61 ACNVDOPD1 CWM/r mEDF ACVA *
*LIB SSID Data Set Nane
*_ . | .- | _______________________________
EXIT DB61 ' SYS3. DB61. DSNEXI T' *
LOAD DB61 ' SYS2. DB2V61M DSNLOAD *

* Scenario 22 CHANGE MANAGER isinstaled on SSID DB71. The
product libraries have an HLQ of BMC.DB71.*. During the installation,
JCL and the BMCDB2 CLIST are generated into BMC.DB71.JCL. Add
the table shown in Figure 3-12 to the end of the BMCDB2 CLIST.

Figure 3-12 Adding CHANGE MANAGER to Subsystem DB71

*DATA
*PROD SSID D/ I DOPT PLAN  APPL COLL_I D NI CKNAME
R P B e |- xmeee R  EEEPEPEPEPEPEPEERE R AECEERLY
ACM DB71 ACMDOPD1 CMvr nFDF ACMVB *
*LIB SSID Data Set Nanme
* oo | —— - | ...............................
EXIT DB71 ' SYS3. DB71. DSNEXI T' *
LOAD DB71 ' SYS2. DB2V71M DSNLOAD *

e Scenario 3: If the BMCDB2 CLIST in BMC.DB61.JCL is used to invoke
CHANGE MANAGER for both SSIDs, add the linesin Figure 3-13 to
the control table.

Figure 3-13 Running DB71 Administrative Products from the DB61 BMCDB2 CLIST

* DATA

*PROD SSID D/ DOPT PLAN APPL COLL_ID NI CKNAME

e R R Rt |- R RESEEREEEEEEEEEEEE |-
ACM DB71 D ACVMDOPDL CWr nFDF ACMVB *

*LIB SSID Data Set Nane

e s
EXIT DB71 ' SYS3. DB71. DSNEXI T' *
LOAD DB71 ' SYS2. DB2V71M DSNLOAD *
HLQ DB71 BMC DB71 *

The HLQ in Figure 3-13 instructs the BMCDB2 CLIST to use
BMC.DB71 asthe HLQ for products that are installed on SSID DB71.
Figure 3-14 on page 3-57 shows the updated control table for the
BMCDB2 CLIST inBMC.DB61.JCL.
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Figure 3-14 Updated BMCDB2 CLIST

*DATA

*PROD SSID DI DOPT PLAN  APPL COLL_ID NI CKNAME
R P B e |- omnee e P RREEErE
ACM DB61 D ACVDOPD1 CM/r mEDF ACVA *
ACM DB71 D ACVMDOPD1 CM/r nFDF ACMB *

*LIB SSID Data Set Nane

*

EXIT DB61 ' SYS3. DBAP. DSNEXI T'
LOAD DB61 ' SYS2. DB2V61M DSNLOAD
HLQ DB61 BMC. DB61

EXIT DB71 ' SYS3. DB71. DSNEXI T'
LOAD DB71 ' SYS2. DB2V71M DSNLOAD
HLQ DB71 BMC. DB71

* %k X % X X

Step 7 Specify the same DOPTs module for an Administrative product to be shared
between two or more DB2 subsystems.

+ CATALOG MANAGER or DASD MANAGER PLUS must be at the
same version and release level on each of the DB2 subsystems.

The DB2 exit and load data sets, if different for each DB2 subsystem,
will have to be removed from the DOPTs modules and put into alinklist
concatenation for use by foreground and batch processes.

e ALTER or CHANGE MANAGER must be at the same version and
release level on all DB2 subsystems. In addition, the DB2 subsystems
must be at the same version and release level.

For example, on two DB2 version 6 subsystems, version 6.2.01E can
share aDOPTS, but versions 6.2.01D and 6.2.01E cannot.

The DB2 exit and load data sets, if different for each DB2 subsystem,
will have to be removed from the DOPTs modules and put into a linklist
concatenation for use by foreground and batch processes.
7.A  For each of the Administrative products, choose one DOPTs module
to represent the product’s default options for all relevant DB2
subsystems.

7.8 Verify that the control table contains distinct and correct values for
the VCAT variable.

7.C  Changethe control table DOPTs values specified for the product and
SSID to the shared DOPTs name.

Step 8  Press END to exit.
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Step 9  If you edited your BMCDB2 CLIST to use a generated permanent | SPF table
for the control table (see Step 5 on page 3-52) or if you modified the control
table that was previoudy generated, type GENERATE on the Command line
of the BMCDB2PR panel.

This action rebuilds the | SPF control tablein the HLQ.TLIB data set.
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Enabling the Use of DASD MANAGER PLUS within ALTER or
CHANGE MANAGER

Summary:  You can use DASD MANAGER PLUS within ALTER or CHANGE
MANAGER. Thisfunctionality is automatically available if you areinstalling
ALTER or CHANGE MANAGER and DASD MANAGER PLUS
simultaneously. However, if these products were not installed at the same
time and they do not share libraries, you can perform the stepsin this
procedure to obtain the functionality.

Step 1  EdittheBMCDB2 CLIST.

1.A  Addthe DASD MANAGER PLUS load library HLQ to the HLQ2
variable.

1.B  Addthe DASD MANAGER PLUS product information to the
BMCDB2 control table values, as shown in Figure 3-15.

Note: Refer to the commentsthat precede the * DATA section of
the control table for help with adding rowsto the table.

Figure 3-15 Adding DASD MANAGER PLUS to the Control Table

*DATA

*PROD SSID DI DOPT PLAN  APPL COLL_I D NI CKNAME
P B e | =xm e R  EEEPEPEPEPEPEPERE R RECEERLY
ASU DBAP D ASUDOPD1 ASU711DC ASUA *

Step 2 Update the ALTER or CHANGE MANAGER DOPTSs.

2.A  Addthe DASD MANAGER PLUS load library or APF library to the
SL1,SL2,SL3, SL4, and SL5 variables.

2.B  Updatethe DASDMAN and ASUDOPT options as follows:
* Set DASDMAN=(Y,R)
*  Set ASUDOPT=ASUDOPDL1 (or to the name of the DASD
MANAGER PLUS DOPTs module)
2.C  Reassemble the DOPTs module.

Step 3 Update the product options file (POF) and set the DASD.LOAD variableto
the DASD MANAGER PLUS load library or APF library.
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Step 4  Addthe DASD MANAGER PLUS collection and package list
(ASUvrm _D_MAIN.*) to the PACKLIST for the Front End, Specification,
and Analysis plans.

Step5  Rebind the plans.

Modifying the Application ID in the BMCDB2 CLIST

The control table allocates the | SPF application ID based on DB2 subsystem
access. During installation, the installation system attempts to make each
| SPF application 1D unique across DB2 subsystems.

By default, the first time that the install ation system generates the control
table, individual application IDs prdA are specified, where prd is the
three-character product code. The shared application ID ADMA isaso
specified.

Note: During theinstallation, if you connect to an existing version of SQL
Explorer, an individual application ID of DAA is added to the
CLIST.

If you use the SSID installation method to perform a second or subsequent
installation, the installation system attempts to scan the existing control table
and to allocate a unique application ID. For example, if ALTER isinitialy
installed on DB2T, the application ID iSALUA. If ALTER isinstalled on
DB2P, the installation system scans the BMCDB2 CLIST and uses
application ID ALUB because ALUA isalready in use. The shared
application ID for an SSID installation is ADMB.

When a user accesses an Administrative product, the user can specify to use a
shared or individual application 1D, and the control table establishes the | SPF
application ID and allocates the DOPTs module name. The product that
receives control either initializes or refreshes the user’'s options with the
information from the DOPTs module and the POF that is allocated by the
control table.

Avoiding Overlaying User Options
In some situations, when you make changes in one environment, those
changes appear in another environment. This situation usually happens when

the same | SPF application ID is being established for multiple SSIDs, and is
probably unacceptabl e because the user-option changes are SSID specific.
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For example, if both of the DB2T and DB2P individual application IDs for
ALTER are established as ALUA, any changes to user options that are made
for DB2T are also made for the DB2P user options. The same istruefor a
shared application ID of ADMA used by DB2T and DB2P.

To avoid accidentally overlaying user options, ensure that the | SPF
application that is established for each DB2 SSID is unique. Theinstallation
system attempts to make each application ID unique in agiven BMCDB2
CLIST. It does not, however, make each application ID unique across
multiple BMCDB2 CLISTs. For example, if you execute the installation for
DB2T and for DB2P, you have two BMCDB2 CLISTs—one for each
environment. Theinitia 1SPF application ID for both SSIDs is xxxA, which
resultsin an overlay.

If you are planning to execute multiple copies of the BMCDB2 CLIST,
change the | SPF application ID that the CLIST allocates so that each SSID
user profileis unique across all BMCDB2 CLISTs (see Figure 3-16).

Note: If you do not change the application IDs, changing user optionsin
one SSID might also change the same user options for a different
SSID.

Figure 3-16 Sample BMCDB2 CLIST

* DATA
* PROD
e
ALU
ASU
ACT
ACM
*LI B
-]
EXI T
LOAD
HLQ
VCAT

APPL

SSID DI DOPT PLAN  APPL COLL_ID NI CKNAME

R R R |-me- e R EE R TR T TR T EEETS R R EERREEEE
xXxx D ALUDOPD1 ALvrnDDF ALU#

xxxx D ASUDOPD1 ASUvr nDC ASU#

xxxx D ACTDOPD1 ACTvrnDM ACT# ACTvrm D MAIN XXXX

xxxx D ACVDOPD1 CMvr nEDF ACVH

SSI D Data Set Nane

* X * X

XXXX ' DB2. DSNEXI T’
XxXxx ' DB2. DSNLOAD
XxXxXx BMCADWN. Wrm D71
XXXX XXXXCAT

XXXX XXXX

XXXX ADMA#

* % %k F X

In the sample shown in Figure 3-16, the variable xxxx is the SSID name
and # is a unique one-byte character (such as A for thefirst SSID, B for
the second SSID, C for the third, and so on).
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Updating the BMCDB2 CLIST for Support of Subsequent DB2

Subsystems

Theinstallation system generates member BMCDB2SS to support
subsequent DB2 subsystems. This member contains logic for the DOPTs
modul e allocation. When you use this member to update the BMCDB2
CLIST, consider the following points:

If you have MV S/ESA and TSO/E version 2.1 or later, the installation
system prompts you for the location of the BMCDB2 CLIST and
automatically updates it with the information in the BMCDB2SS.

If you do not have MV S/ESA and TSO/E version 2.1 or later, follow the
directionsin BMCDB2SS for updating the BMCDB2 CLIST.

Note: If you areinstalling CATALOG MANAGER, follow the
instructions for modification of the CATALOG MANAGER plan
name.

Updating the BMCDB2 CLIST to Support Catalog Indirection

Member BMCDB2CI is generated to support catalog indirection. This
member contains logic for the DOPTs module alocation for indirect access.
When you use BMCDB2CI to update the BMCDB2 CLIST, consider the
following points:

If you have MV S/ESA and TSO/E 2.1 or later, the installation system
automatically updates the BMCDB2 CLIST with BMCDB2CI. The
installation system searches both the JCL output file and the installation
file to apply the updates wherever a copy of BMCDB2 isfound. The
installation system prompts you for the location of the BMCDB2 CLIST.

If you do not have MV S/ESA and TSO/E 2.1 or later, follow the
directionsin BMCDB2CI for updating the BMCDB2 CLIST.

Note: If you areinstalling CATALOG MANAGER, follow the

instructions for modification of the CATALOG MANAGER plan
name.
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Specifying the Servers in the BMCDB2 CLIST

Summary:  The servers that the CATALOG MANAGER product uses in the CONNECT
command are listed in the control table. This procedure describes how to edit
the control table to change or enable the servers.

Step 1  Edit the control table.

Step 2 To change the servers that are listed for the CONNECT command (see
Figure 3-17), you can add, delete, or modify the data rows.

Figure 3-17 CATALOG MANAGER CONNECT Command Servers

*PROD SSI D S SERVER NAME SSID COLL_I D NI CKNAME

R Pt D PEEEEERER TR PR | =xm o P ERERERLEEEREREEE
ACT DBBF S DBBA DBBA LCTvrm D_MAI N DBBFDBBA *
ACT DBBF S DBDB DBDB LCTvrm D _MAI N DBBFDBDB *

Step 3 Update the values for the Server Name, Server SSID, and the Server
Nickname.

Step 4  Follow theinstructionsin the comment block (see Figure 3-18) to enable the
servers that were added by the MSSID installation. These server entries will
be commented out. Some editing of the new server entries might be required.

Figure 3-18 BMCDB2 CLIST for Multiple SSID Installation

* * % *x * *x *x * *x * *x *x * *x * *x * * * * *x * *x * *
* **| NSERTED FROM MSSI D | NSTALL**

*

TO USE, MANUALLY UPDATE SERVER DATA ROWS BELOW
*  AND UNCOMVMVENT BY REMOVI NG COLUMN ONE ASTERI SKS

*PROD SSI D S SERVER NAME SSID COLL_I D NI CKNAME

R Pt D PEEEEER PR TR LR | =xm o P ERERERLEEEREREEE
ACT DBBF S DBBA DBBA LCTvrm D_MAI N DBBFDBBA *
ACT DBBF S DBDB DBDB LCTvrm D_MAI N DBBFDBDB *
ACT DBBF S DBDA DBDA LCTvrm D_MAI N DBBFDBDA *
*ACT DBBA S DBBA DBBA LCTvrm D_MAI N DBBFDBBA *
*ACT DBBA S DBDB DBDB LCTvrm D_MAI N DBBFDBDB *
*ACT DBBA S DBDA DBDA LCTvrm D_MAI N DBBFDBDA *

Step5  Press END to exit.
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If you edited your BMCDB2 CLIST to use a generated permanent | SPF table
for the control table (see Step 5 on page 3-52) or if you modified the control
table that was previoudly generated, type GENERATE on the Command line.

Step 6

This action rebuilds the | SPF control tablein the HLQ.TLIB data set.
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Prohibiting Access to CATALOG MANAGER Functions Other Than

Data Editing

Summary:

Step 1

Step 2

The CATALOG MANAGER initial command restricts users from all
CATALOG MANAGER functions except data editing. When the initia
command is enabled, CATALOG MANAGER starts at the Edit DB2 Table
Options panel where users can set options for editing data, controlling the
display of data, and processing SQL. Users can navigate through al data
editing panels, but cannot access the Primary Menu panel or other function
panels. When users press END from the Edit DB2 Table Options panel,
CATALOG MANAGER closes.

This procedure describes how to enable the initial command.

Warning! You cannot enable both the initial command and the entry panel
command (see “ Specifying an Entry Panel in CATALOG
MANAGER” on page 3-67) in the same BMCDB2 CLIST.

Edit the BMCDB2 CLIST.

Find the lines that are shown in Figure 3-19.

Figure 3-19 BMCDB2 CLIST—CATALOG MANAGER Initial Command

WHEN( ACTEMAIN) DO /* CATALOG MANAGER
SET BMCFPCNT= 10100
| F (&ACCESS = | NDI RECT) THEN +
SET Cl ACCESS = YES
SET APPLID = &ACTAPPL
SET PARM = &STR(S=&SSI D, O=&ACTDOPT, D=&ASUDOPTD, +
MeBC, | =&Cl ACCESS, A=8ACNDOPT, +
DB2CAT=&DB2VCAT )
/* EDI TOR LOCK OPTI ONS (ELO) - ALLOAS USER TO | DENTI FY */
/* THE DEFAULT LOCKI NG OPTI ONS FOR DATA EDI TI NG USER */
/* MAY CHOOSE ALL OR ANY COMBI NATI ON OF THE THREE. *)
/* T - TABLE LOCK, R - ROWLOCK, N - NO LOCKI NG * )
SET PARM = &STR( &PARM ELO=TRN)
/* UNCOMMENT ' SET PARM LI NE BELOW TO ALLOW ACCESS ONLY*/
/* TO DATA EDI TI NG FUNCTI ON. USERS CANNOT ACCESS OTHER*/
/* CATALOG MANAGER FUNCTI ONS. *)
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Step 3 Asdirected in the CLIST, uncomment the following line:
/* SET PARM = &STR( &PARM E=EDI T) */

Step 4  Press END to exit.
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Specifying an Entry Panel in CATALOG MANAGER

Summary:

Step 1

Step 2

You can optionally cause CATALOG MANAGER to display an entry panel
other than the Primary Menu panel by adding an entry panel command to the
BMCDB2 CLIST. The entry panel command is a CATALOG MANAGER
single command of 1 through 48 charactersthat is passed as a parameter to
the CATALOG MANAGER product module ACTEMAIN from the
BMCDB2 CLIST. Users have accessto al functions of CATALOG
MANAGER unless they have been restricted by other means, such asa
customized session profile.

This procedure describes how to edit the BMCDB2 CLIST to enable this
feature.

Warning! You cannot enable both the entry panel command and the initial
command (see “Prohibiting Access to CATALOG MANAGER
Functions Other Than Data Editing” on page 3-65) in the same
BMCDB2 CLIST.

Edit the BMCDB2 CLIST.

Find the lines that are shown in Figure 3-19.

Figure 3-20 BMCDB2 CLIST—CATALOG MANAGER Entry Panel

WHEN( ACTEMAIN) DO /* CATALOG MANAGER
SET BMCFPCNT= 10100
| F (&ACCESS = | NDI RECT) THEN +
SET Cl ACCESS = YES
SET APPLI D = &ACTAPPL
SET PARM = &STR( S=&SSI D, O=&ACTDOPT, D=&ASUDOPTD, +
M=BC, | =&Cl ACCESS, A=&ACNMDOPT, +
DB2CAT=&DB2VCAT )
/* EDI TOR LOCK OPTIONS (ELO) - ALLOAS USER TO | DENTI FY */
/* THE DEFAULT LOCKI NG OPTI ONS FOR DATA EDI TI NG USER */
/* MAY CHOOSE ALL OR ANY COMVBI NATI ON OF THE THREE. */
[* T - TABLE LOCK, R - ROWLCCK, N - NO LOCKI NG */
SET PARM = &STR( &PARM ELOC=TRN)
/* UNCOMVENT ' SET PARM LI NE BELOW TO ALLOW ACCESS ONLY*/
/* TO DATA EDI TI NG FUNCTI ON. USERS CANNOT ACCESS OTHER*/
[ * CATALOG MANAGER FUNCTI ONS. */
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Step 3

Step 4

Step 5

Replace the command E=EDI T with the entry panel command. The entry
panel command syntax is C=command.

Note: If the CATALOG MANAGER command that you specify requires a
function and qualifier, you must include them when defining the
entry panel command parameter.

Uncomment the line that includes the entry panel command.

Figure 3-21 shows the BMCDB2 CLIST edited to specify the CONNECT
entry panel command.

Figure 3-21 Edited BMCDB2 CLIST—CATALOG MANAGER Entry Panel

WHEN( ACTEMAIN) DO /* CATALOG MANAGER
SET BMCFPCNT= 10100
| F (&ACCESS = | NDI RECT) THEN +
SET Cl ACCESS = YES
SET APPLID = &ACTAPPL
SET PARM = &STR(S=&SSI D, O=&ACTDOPT, D=&ASUDOPTD, +
MeBC, | =&Cl ACCESS, A=8ACNDOPT, +
DB2CAT=&DB2VCAT )
/* EDI TOR LOCK OPTI ONS (ELO) - ALLOAS USER TO | DENTI FY */
/* THE DEFAULT LOCKI NG OPTI ONS FOR DATA EDI TI NG USER */
/* MAY CHOOSE ALL OR ANY COMBI NATI ON OF THE THREE. */
/* T - TABLE LOCK, R - ROWLOCK, N - NO LOCKI NG * )
SET PARM = &STR( &PARM ELO=TRN)
/* UNCOMMENT ' SET PARM LI NE BELOW TO ALLOW ACCESS ONLY*/
/* TO DATA EDI TI NG FUNCTI ON. USERS CANNOT ACCESS OTHER*/
/* CATALOG MANAGER FUNCTI ONS. */

Press END to exit.
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Specifying Locking Options for Editing Data in CATALOG

MANAGER

Summary:

Step 1

Step 2

Step 3

CATALOG MANAGER offersthree locking options for editing table data:
shared table lock, row lock, and no lock. To set the editor locking options for
all users, you must enable the locking options command. The command is
passed as a parameter to the CATALOG MANAGER product module
ACTEMAIN from the BMCDB2 CLIST. This procedure describes how to
enable the command.

Edit the BMCDB2 CLIST.

Find the lines shown in Figure 3-22.

Figure 3-22 BMCDB2 CLIST—Lock Options Command

WHEN( ACTEMAIN) DO /* CATALOG MANAGER
SET BMCFPCNT= 10100
| F (&ACCESS = | NDI RECT) THEN +
SET Cl ACCESS = YES
SET APPLI D &ACTAPPL
SET PARM &STR( S=&SSI D, O=&ACTDOPT, D=&ASUDOPTD, +
M=BC, | =&Cl ACCESS, A=&ACNMDOPT, +
DB2CAT=&DB2VCAT)
/* EDI TOR LOCK OPTIONS (ELO) - ALLOAS USER TO | DENTI FY */
/* THE DEFAULT LOCKI NG OPTI ONS FOR DATA EDI TI NG USER */
/* MAY CHOOSE ALL OR ANY COMBI NATI ON OF THE THREE. */
[* T - TABLE LOCK, R - ROWLOCCK, N - NO LOCKI NG */
SET PARM = &STR( &PARM ELO=TRN)

Enable the CATALOG MANAGER locking options command.
The syntax for the locking options command is ELO=opt i on.

As an example, Figure 3-22 shows the locking option command ELO set to
TRN. These options determine whether requests for edits from any user are
allowed while atable is edited. For more information about the options for
data editing, see the CATALOG MANAGER for DB2 User Guide.
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Step 4  Press END to exit.

Note: The CATALOG MANAGER data editing package ACTJTEQ is
installed with the following values for two BIND PACKAGE
options: an ISOLATION value of CS (cursor stability) and a
CURRENTDATA value of YES. You can change these values by
rebinding the data editing package with other values that are allowed
by DB2. See the DB2 Universal Database for 0S390 and Z/OS
Command Reference for BIND PACKAGE syntax and descriptions.
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Setting the Session Profile in CATALOG MANAGER

Summary:  The CATALOG MANAGER session profile enables you to customize
specific product displays and operations for specific users or groups of users.
To initially set the session profile for all user groups, you must invoke the
session profile command. The CATALOG MANAGER session profile
command (1 to 18 characters) that calls a set of user-customized features that
is saved under a specific session profile name. The session profile command
is passed as a parameter to the CATALOG MANAGER product module
ACTEMAIN from the BMCDB2 CLIST. This procedure describes how to
invoke the command.

Step 1 Edit the BMCDB2 CLIST.
Step 2 Invoke the session profile command.
The syntax for the session profile command is PR=pr of i | e_nane.

As an example, adding the following linein the CLIST causes CATALOG
MANAGER to invoke the session profile that is named PROGRAMMERS:

SET PARM = &STR( &PARM PR=PROGRAMVERS)

Step 3 Press END to exit.

Integrating CATALOG MANAGER with SQL Explorer for DB2

CATALOG MANAGER callsthe SQL Explorer for DB2 product by way of
the ACTPSS CLIST, which is customized during the installation of
CATALOG MANAGER. If you want to integrate the products but did not
choose to do so during installation, see the Performance Products
Customization Guide for instructions on enabling the integration during
customization.
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Invoking the BMCDB2 CLIST

This procedure describes the steps that you must complete to invoke the
CLIST.

Step1  Invokethe BMCDB2 CLIST by using one of the following commands:

» If you specify your high-level qualifier with JCL asthe low-level node,
invoke BMCDB2 explicitly from your output JCL data set in the | SPF
command shell or your |SPF dialog with the following command:

ex ' HLQ JCL( BMCDB2)

e IftheBMCDB2 CLIST iscopied to alibrary in your SY SPROC
concatenation, invoke BMCDB2 implicitly with

YBMCDB2

To specify various parameters with the BMCDB2 command, see “Invoking
the BMCDB2 Command” on page 3-73.

Step2  If theBMCDB2 CLIST supports multiple SSIDs, in the BMCDB2PR panel
type ? in the DB2 SSID field.

Step3  Onthe BMCDB2P2 pandl, type Sto select an SSID from the list of available
SSIDs.

The SSID that you selected appearsin the DB2 SSID field of the
BMCDB2PR panel.

Step 4  If you edited your BMCDB2 CLIST to use a generated permanent | SPF table
for the control table (see Step 5 on page 3-52) or if you modified the control
table that was previoudy generated, type GENERATE on the Command line.

This action places a control table in a permanent | SPF tablein the HLQ.TLIB
data set, which enables you to invoke an Administrative product directly,
without displaying a BMC Software-generated product selection panel. Refer
to the BMCDB2T variablein the BMCDB2 CLIST for the location of the
generated | SPF table.

Step5  Verify that all the products appear on the BMCDB2PR panel that is
displayed.
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Invoking the BMCDB2 Command

You can specify various parameters with the BMCDB2 command to perform
the following functions:

e invoke an Administrative product directly

» avoid the use of the ISPF LIBDEF facility to allocate the necessary | SPF
data sets

* invokethe BMCDB2 CLIST implicitly

The syntax of the BMCDB2 command is shown in Figure 3-23.

Figure 3-23 BMCDB2 Command

»p»— BMCDB2

Lo

L LIBDEF([ YESJ ) J L CLSTEXEC([ EXPLICIT J) J L t:li3|<>lalv_<>|°tJ

NO IMPLICIT

The parameters specify the following information:

+ LIBDEF—determines whether the BMCDB2 CLIST should use the | SPF
LIBDEF facility to allocate all necessary | SPF data sets

Note: By default the BMCDB2 CLIST uses the ISPF LIBDEF facility
to allocate all necessary | SPF data sets. Thus, you might not need
to modify your TSO logon procedure to allocate data sets. If
ISPF 4.2 or later is available, the STACK keyword is added to all
LIBDEF statements that are used in the BMCDB2 CLIST.

* CLSTEXEC—specifieswhether the BMCDB2 CLIST should be invoked
explicitly or implicitly

— If the CLIST isinvoked explicitly, you must use afully-qualified data
set name and member name.

— |If the CLIST isinvoked implicitly, you can use only the member

name. In addition, the CLIST must residein alibrary in your
SY SPROC concatenation.
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For example, to avoid the use of the ISPF LIBDEF facility to allocate the
necessary | SPF data sets and to implicitly invoke the CLIST, use the
following command:

9BMCDB2 LI BDEF( NO) CLSTEXEC(| MPLI CI T)
The syntax of the BMCDB2 command display optionsisshownin

Figure 3-24. These options are used to invoke an Administrative product
directly by not displaying the BMCDB2PR panel.

Figure 3-24 BMCDB2 Command—Display Options

display_opt

»— PGM(program) — PROD(prd) — CFUNC(ALLOC) — SSID(ssid) — OPENTBL([ YESJ ) —
NO

> >
L BASEID(baseid) J L SHRAPPL(; S ) J L ACCESS( - DIRECT — ) J
] | normecr )

| INDIREC

The display option parameters specify the following information:

* PGM—specifies the name of the program, aslisted in Table 3-16

Table 3-16 Program Names
Product Program
ALTER ALTFRONT

CATALOG MANAGER | ACTEMAIN
CHANGE MANAGER | ACMFRONT
DASD MANAGER ASUFMAIN

* PROD—specifies the three-character product code
*  CFUNC—gpecifiesthe CLIST function to perform (ALLOC)
e SSID—names the subsystem that is used to invoke the product

Note: The SSID must be avalid subsystem that is defined in the control
table.

*  OPENTBL—specifies whether to issue an OPEN command against the
control table
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e BASEID—names the subsystem that is used to invoke the product with
Single Point of Entry (SPE)

»  SHRAPPL—specifies whether the products on asingle SSID should use
ashared | SPF profile or use an individua profile

* ACCESS—specifiesto access the DB2 catalog directly or to use an
indirect copy of the catalog

For example, to invoke CATALOG MANAGER explicitly, without
displaying the BMCDB2PR product selection panel, use the following
command:

ex ' HLQ JCL(BMCDB2)'
' PGM ACTEMAI N) PROD( ACT) SSI D( DEBA) CFUNC( ALLOC) OPENTBL( YES) '
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Verifying the Installation of the Administrative

Products

Before You Begin

This procedure describes the steps that you must complete to verify that the
Adminigtrative products that have an | SPF interface have been installed
correctly.

Invoke the BMCDB2 CLIST. For information, see “Invoking the BMCDB2
CLIST” on page 3-72.

To Verify the Installation

Step 1

Step 2

Step 3

Step 4

Step 5
Step 6

Step 7

On the Command line, type CONTAB.

On the BMCDB2TB panel, verify that the correct partitioned data set (PDS)
and member name are displayed in the library in which the BMCDB2 CLIST
islocated.

If the PDS and member name are not displayed, set the BMCDB2C variable
inthe BMCDB2 CLIST to the correct library.

Exit the CONTAB panel.

On the Command line, type TSO BMCM SG BM Cnnnnn, where nnnnn is a
valid message number (for example, BM C45680).

Verify that amessageis displayed. Press END to exit the BMCMSG CLIST.
Select one of the products that you installed.

Access the environment information for the product that you have selected as
follows:

* InALTER or CHANGE MANAGER, at the main menu, type ENVI on
the Command line.

e In CATALOG MANAGER, on the Primary Menu panel or any list panel,
type ENVI on the Command line.

* InDASD MANAGER PLUS, at the main menu, select option 5 User
Options. Then select option 4 Current environment information.
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Step 8  Review the environment panel to verify the displayed information. Exit the
ENVI panel.

Note: If you areinstalling CATALOG MANAGER and are using the DDF,
enter CONNECT on the Command line (from CATALOG
MANAGER). The CATALOG MANAGER Change Access panel
appears. Then, verify connections or attachments to other DB2
subsystems.

Step 9  Repeat Step 6 through Step 8 for each product that you installed.

Note: To navigate quickly between the products, use Fast Path Navigation.
For information, see “Using Fast Path Navigation” on page 3-77.

Using Fast Path Navigation

For the Administrative products, the installation system provides Fast Path
Navigation, which enables you to switch from one product to another without
leaving the current product.

To initiate Fast Path Navigation, on the Command line of the current product,
enter the name of the product to which you want to switch. See Table 3-17
for alist of the products and commands.

Table 3-17 Fast Path Navigation Commands
Product Command
ALTER BMCALTER
CATALOG MANAGER BMCCAT
CHANGE MANAGER BMCCHG
DASD MANAGER PLUS BMCDASD

For example, if you are currently using DASD MANAGER PLUS and want
to view an object description in CATALOG MANAGER, enter BMCCAT on
the DASD MANAGER PLUS Command line. When you initiate Fast Path
Navigation, the main menu for the requested product is displayed. In this
case, the DASD MANAGER PLUS session is temporarily suspended and
then resumed when you exit CATALOG MANAGER.
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To use Fast Path Navigation, you must install the products by using the
installation system and use the BMCDB2 CLIST during product invocation.
The distributed CLISTs BMCADMF1 and BMCADMF2 must be in adata
set that is either inthe ALTLIB list of the BMCDB2 CLIST or in your

SY SPROC concatenation. In addition, the product to which you are
switching must be installed and reside in the same set of libraries as the
product from which you are switching.

Note: You cannot use Fast Path Navigation to access a product that is
currently suspended. For example, if you switch from ALTER to
DASD MANAGER PLUS, you cannot use Fast Path to return to
ALTER because it is currently suspended. Instead, you have to exit
the DASD MANAGER PLUS session to resume the ALTER session.
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Refreshing Values in the User Profiles

You can change the values in the DOPTs module or in the POF for a product
on an individual basis by using the product’s user options. These user options
are saved and maintained in the user profile.

If you need to reset the values in the user profiles, the Administrative
products provide a refresh feature. This feature modifies one or more option
valuesfor al the product’s users.

Refreshing DOPTs Values in the User Profile

To refresh an option value in all existing user profiles, enclose the option
value in parentheses and include ,R after the value inside the parentheses, as
in the following example:

SSI D=(DB2J, R), *

Note: Do not drop either the continuation comma after the closing
parenthesis or the continuation character in column 72.

This exampl e refreshes the default subsystem ID for all the product’s users.

For products other than CATALOG MANAGER, the, Rin the variable
syntax indicates that the value specified will refresh the existing value of the
variablein the user's | SPF profile data set, if the time stamp of the DOPTsis
later than that in the user’s | SPF profile member. However, the user can
change the override value in the user profile. In CATALOG MANAGER, the
refresh occurs every time that a user starts the product.

If you have problems refreshing your user options, complete the following
steps:

1. Verify that the refresh option is coded on the correct macro listing
keyword in the DOPT s assembly member.

2. Verify that the DOPTs assembly was completed successfully with a
return code of 0.

If you get assembly errors, compare your DOPTslisting with one that the
installation process generated. Some common errors are as follows:

e missing commadelimiter after keyword value
e missing continuation character in column 72

* incorrect symbol-variable substitution

* missing or unbalanced single quotation marks
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3. Verify that the assembled DOPTs member is the same DOPTs member
that the Administrative products use.

To verify, access the environment information for your product as
follows:

* InALTER or CHANGE MANAGER, a the main menu, type ENVI
on the Command line.

* In CATALOG MANAGER, on the Primary Menu panel or any list
panel, type ENVI on the Command line.

* InDASD MANAGER PLUS, at the main menu, select option 5 User
Options. Then select option 4 Current environment information.

Then compare the listed DOPTs module name with the name of the
DOPTs modul e that you assembled and link-edited.

4. Verify that the DOPTs module assembly is updating the correct |oad
library.

The SYSLMOD ddnane statement should reference the load library
where the Administrative products reside.

Refreshing POF Values in the User Profile

To refresh an option value, modify the value of the POF keyword in one of
the following ways:

* include ,(R) after the option value, asin the following example:

L OADDOPT=AMU$SMVS, ( R)

» gpecify ablank and ,(R), asin the following example:

LOADDOPT= , (R)

These examples refresh the name of the LOADPLUS user options module.
The specified value will refresh the existing value of the variable in the user’s
I SPF profile data set when the POFDATE parameter is later than the previous

POFDATE that is stored in the user’s | SPF profile.

If you have problems refreshing your user options, complete the following
steps:
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1. Verify that the refresh option is coded on the correct POF keyword.

2. Verify the date in the POFDATE parameter.

Where to Go from Here

After you perform the post-installation tasks for the Administrative products,
you can perform the post-installation tasks for the BMC Admin Server, if you
plan to use the client for ALTER and CHANGE MANAGER. For

information, see Chapter 4, “Performing Post-1nstallation Tasks for the BMC
Admin Server.”
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Chapter 4 Performing
Post-Installation Tasks for
the BMC Admin Server

This chapter presents the following topics:

O VIV BN . . . et 4-3
Performing Post-installation Tasks for the BMC Admin Server ....... 4-3
Configuring TCP/IP. .. ... e e 4-4
Configuring APPC SNA. . ... ... e 4-8
Setting Upthe BMC AdminServer.................. ...t 4-9
Setting Up the SNA Gateway Server . ......... ... 4-16
SettingUptheSNA Client. . ... . i 4-20
Confirming the Host-Code Page for the BMC Admin Server . . . ... 4-22
Enabling the Use of Secondary AuthorizationIDs .............. 4-23
InstallingtheClient. . ....... .. ... 4-24
BeforeYouBegin. ........... 4-24
Supported Environments ... ... 4-24
Verifying Server Networking. .. ... 4-26
Selecting the Typeof Installation. . .......................... 4-27
InstallingaClienttoRunLocaly ........................... 4-28
Installing the ClientonaNetwork Drive. . .................... 4-30
Installing a Client (Command-LinelInterface).................. 4-31
Installing the Client Using Distribution Software . .............. 4-33
Verifying Installed Files. .. ... oo i 4-34
Troubleshooting the Client Ingtallation . . ..................... 4-34
Starting and ConfiguringtheClient .. ............. .. ... ........ 4-35
StartingtheClient. .. ....... .. i 4-35
ConfiguringtheClient . ......... ... i 4-35
WheretoGofromHere. ... ... ... .. .. . 4-37
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MaintainingtheClient. ........... .. ... .. i 4-37

AddingaClient............ .. i 4-38
UninstallingaClient (GUI) ..., 4-39
Uninstalling a Client (Command-Line Interface). ............... 4-40
ReingtalingaClient.......... ... .. i, 4-41
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Overview

Overview

The BMC Admin Server is a started task that executes on OS/390. The
ALTER and CHANGE MANAGER graphical user interface (GUI) uses the
BMC Admin Server to access the Database Administration products
executing on OS/390. This chapter describes the tasks that you must perform
after you have installed the BMC Admin Server for ALTER and CHANGE
MANAGER. This chapter also describes the tasks that you must perform to
install, start, and configure the client for ALTER and CHANGE MANAGER.

Performing Post-installation Tasks for the BMC
Admin Server

After you install the BMC Admin Server for ALTER and CHANGE
MANAGER, you must perform the tasksthat are listed in Table 4-1.

Table 4-1 Post-Installation Tasks for BMC Admin Server
Step | Task Page
1 Configure your communication protocol.
« If you chose TCP/IP as your protocol, see “Configuring 4-4

TCP/IP” on page 4-4.
« If you chose APPC SNA, see “Configuring APPC SNA” on 4-8

page 4-8.
2 (APPC SNA protocol only) Set up the BMC Admin Server. 4-9
3 (APPC SNA protocol only) Set up the Microsoft SNA Gateway | 4-16
Server.

4 (APPC SNA protocol only) Set up the SNA client. 4-20
5 Confirm the host-code page for the server. 4-22
6 Enable the use of secondary authorization IDs for each client. 4-23
7 Install the client. 4-24
8 Verify the installed client files. 4-34
9 Start the client. 4-35
10 Configure the client. 4-35
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Configuring TCP/IP

Summary:

Step 1

This procedure describes the steps that you must perform if you select
TCP/IP as your communication protocol for the BMC Admin Server.

Edit the INI#ACV file.

The PATROLDB member is the started task that enables the clients to
communicate with DB2. PATROL DB uses the initialization file INI#ACV to
establish the TCP/IP address (port address), as well as the default options
module (DOPTS) that the BMC Admin Server uses.

After you complete the installation, the members INI#ACV and PATROLDB
are placed inthe HLQ.CNTL data set. The INI#ACV member contains the
TCP/1P port number that the BMC Admin Server monitors. If an incorrect
port number is specified during installation, you can edit it manualy in
INI#ACV. You do not need to register your port in the TCP/IP profile data
Set.

Figure 4-1 on page 4-5 shows an example of an INI#ACV member.
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Figure 4-1 Example of INI#ACV Member

##Server INl file used by ALTER for DB2
shi DBS. CP =CP037

sbi DBS. MaxAgents =16

shi DBS. MAXADDR=16

sbi DBS. AutoStart =1

sbi DBS. Server1 =M/STCP

MVSDB2. AccessDri ver =SBl DB2M
MVSSPD. AccessDri ver =SBl SPDM
MVSJZS. AccessDri ver =SBl JZSM
MVSFI LE. AccessDri ver =ACVFI LM

MVSTCP. Ser ver Enabl ed =1
MVSTCP. Oper at i ngMbde =SERVER
MVSTCP. Local Met hod =Mul ti pl exSVP
MVSTCP. AccessDri ver =SBl RTMV
MVSTCP. Pr ot ocol Dri ver =SBl TCPM
M/STCP. | anadapt er =0

MVSTCP. client =

MVSTCP. server =

MVSTCP. pr ot ocol =tcp

##TCPI P Port address assigned to Server
MVSTCP. service =1313

##Packet size nmust be at |east 8192
MVSTCP. packet si ze =8192
MVSTCP. r ecei veti neout =0

MVSTCP. transnittti neout =0

MVSTCP. SASDebug =0

MVSTCP. HPNS =1

JSI.JSISSID =JSI'1

JSI . JESSI D =JES2

JSI . JSIDDbL =00

JSI . SPOOLBYOMNER =0

FOREGRCOUND. STARTEDPROC=BMCAKMFG
SCRI PT. FI LE =' BMCADMN. V711. D71. SCRI PT

##SECTI ON DOPTS " DOPTS BY SSI D: NI CKNAMVE" ST_1
DOPTS. DB25_DI RECT =BMCADMWN. V711. D71. LOAD( ALUDOPDL)

At the bottom of the INI#ACV member is the DOPTs file location that the
product uses to connect to DB2. The SSID field that is stored in the DOPTs
module isthe SSID to which the ALTER and CHANGE MANAGER
products clients connect. This DOPTs module is referenced by a nickname
that you specify during the configuration of the client.
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In the example in Figure 4-1 on page 4-5, the DOPTs nickname is

DB25 DIRECT, and it references BMCADMN.V711.D71.LOAD
(ALUDOPD1). The source for the DOPTs moduleisfound in HLQ.CNTL. In
the example, this member isALUDOPD1.

Step2  Configure OS/390.

» If you are using OS/390 release 2.5 or later and IBM TCP/IP version 3.4
or later, the owner of the started procedure (that is, the user ID that is
accessing TCP/IP) must define an OMV S segment in Resource Access
Control Facility (RACF) or in another security package to operate the
BMC Admin Server.

e If you are using OS/390 release 2.4 or earlier, set the MVSTCPHPNS
variable, found in the Server .INI file, to MV STCPHPNS=0. A zero
value indicates that the TCP/IP APl will not be defined as
High-Performance Native Sockets (HPNS).

Step 3 Activatethe BMC Admin Server.

The PATROLDB member, shown in Figure 4-2, is the started task that

enables the BMC Admin Server to communicate with DB2.

Figure 4-2 ISPF Edit Panel

ﬁu T ---- BMCADMN. V711. D71. CNTL( PATROLDB) - 01.00 ------------ COLUMNS 001 072 \
COVMMAND ===> SCROLL ===> CSR
EEEEEE R EEEEEEEEEEEEERESEESEEEEEEESEEESE] TOD O: DATA IR EEEEEREEEEEEEEEEEEEEREEEEEESEES
000001 //PATROLDB PROC OUT=X
000002 //*
000003 // PATROLDB EXEC PGMEXAMSERV, PARME' 1 0 0 O MVSDB2 1', REG ON=OM
000004 //STEPLIB DD DI SP=SHR, DSN=BMCADM N. V711. D71. LOAD
000005 //* UNCOWMMENT THE FOLLOW NG LI NE FOR A DATASHARI NG ENVI RONVENT.
000006 //* DD DI SP=SHR, DSN=' SYS2. DB2V71M DSNLOAD
000007 //JSIDLL DD DI SP=SHR, DSN=BMCADM N. V711. D71. LOAD
000008 //MSGKSDS DD DI SP=SHR, DSN=BMCADM N. V711. D71. ACVMSGS
000009 //BMCl PROF DD DI SP=SHR, DSN=BMCADM N. V711. D71. CNTL( 1 NI #ACV)
000010 //JZSJES DD SYSOUT=(Q | NTRDR), == | NTERNAL READER
000011 // DCB=( RECFM=FB, LRECL=80, BLKS| ZE=3120)
000012 //SYSTCPD DD DI SP=SHR, DSN=' TCPI P. TCPI P. DATA'
000013 // SBI SCRC DD DUMWY
000014 // SYSUDUMP DD SYSOUT=&OUT
000016 // SYSPRI NT DD SYSOUT=&OUT == DEBUG MSGS
000017 //STDOUT DD SYSOUT=&OUT == DEBUG MSGS
000018 //SYSTERM DD SYSOUT=&OUT == ERROR MBGS
000019 //STDERR DD SYSOUT=&OUT == ERROR MBGS
000020 //SYSOUT DD SYSOUT=&OUT == ERROR MBGS
000021 //*
EEE SRR RS EEEEEEEEEEEEEEESEEEEEEESESESESE] BOTTOVI O: DATA IR R EEEEEEEEEREEEEEEEEESEEEEEESE
1+
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3.A

3.B

3.C

3.D

Inthe STEPLIB of the PATROLDB started task, specify the load
libraries that you referenced in the INI#ACYV file.

Note: The STEPLIB must point to only APF-authorized load
libraries.

If you work in a data-sharing environment, uncomment
line 6 shown in Figure 4-2 on page 4-6 (DD DI SP=SHR,
DSN= ' SYS2. DB2V71M DSNLOAD ).

Copy PATROLDB into a system PROCLIB data set, where it can be
started as a started task.

Define the proclib name to RACF as a started task.
Start the PATROLDB member to activate the BMC Admin Server.

For alist of available OS/390 console modify and stop commands,
see Table 4-2 on page 4-9.

Step 4  Enable the option of foreground processing when you run the client.

4.A

4.B

Copy BMCAKMFG into a system PROCLIB data set, where
PATROLDB can start as a started task.

Define the proclib name to RACF as a started task.

Note: The STEPLIB must point to only APF-authorized load
libraries.

After foreground processing is enabled, you will be prompted to perform a
particular function in either foreground mode or batch mode. When you
indicate foreground mode, the server starts the BMCAKMFG task (or the task
that is specified in the FOREGROUND.STARTEDPROC parameter in the
INIZACV member), and the foreground function is performed.

Where to Go from Here

After you configure the TCP/IP communication protocol, you verify the
setting for your host-code page. For more information, see “ Confirming the
Host-Code Page for the BMC Admin Server” on page 4-22.
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Configuring APPC SNA

During the installation of the BMC Admin Server, if you chose a
communication protocol of APPC SNA instead of TCP/IP, you need to
configure APPC SNA. Configuring APPC connectivity for use with the
BMC Admin Server is athree-part process that involves setting up the
following components:

Component See Page
BMC Admin Server 4-9
Microsoft SNA Gateway Server 4-16

SNA client 4-20
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Setting Up the BMC Admin Server

Summary:  This procedure describes how to set up the BMC Admin Server for the APPC
SNA communications protocol. The BMC Admin Server uses the
APPC/MV S Server Facilitiesintroduced in MV S/ESA SP 4.3.0. In this
chapter, the term APPC/MVSis used to represent the APPC/MV S Server
Facility executing on OS/390, and the term server refersto the BMC Admin
Server. Thisisthefirst task in the APPC SNA configuration process.

Before You Begin

The server selects inbound conversations on the basis of the named
application, TP name, the location of the server in the network, and the LU
name.

e The TP name (1 to 64 characters) describes the server’s address space.
Inbound requests are directed to this location. The TP name can be the
started task name or job name of the server’s address space.

* Thelogica unit (LU) name is a unique name defined to the VTAM
network for the server application.

After APPC/MV S receives aclient request for a conversation, APPC/MV S
checks whether any address space has registered to serve the request. If so,
APPC/MV S assigns the request to an allocation queue. The server can then
select the request from the queue for processing. When the server selects the
reguest from the queue, it receives the conversation ID, and a conversation
with the client begins.

Because APPC/MV S requires the server to register and unregister for
services, the server must be shut down in an orderly way to be unregistered
as an APPC/MV S Server. Cancelling the server is not recommended. You
can use an 0OS/390 console STOP command (P) to stop the server.
Alternatively, you can use an 0S/390 modify STOP command (F) to shut
down the server task in an orderly fashion. For alist of available OS/390
console commands, see Table 4-2.

Table 4-2 0S/390 Commands (Part 1 of 2)
0S/390 Commands Description
S jobname starts the job or task named by the jobname
parameter
P jobname stops the job or started task named by the jobname
parameter
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Table 4-2 0S/390 Commands (Part 2 of 2)
0S/390 Commands Description
F jobname, DRAIN toggles the DRAIN status flag

When DRAIN is enabled, new clients are prevented
from attaching to the server and the server shuts
down automatically when all active tasks are

complete.
F jobname, LIST lists active tasks that are running in the server
F jobname, STATUS displays the current status information for the
server
F jobname, STOP stops the job or started task named by the jobname
parameter
F jobname, TERM xxx terminates the task, where xxx is the key
The key is found by issuing the LIST command.
F jobname, TRACE toggles the Global Trace variable
F jobname, TRCAGENT toggles the Trace Agent variable
F jobname, TRCSERV toggles the Trace Server variable

To Set Up the BMC Admin Server

Step 1

In the VTAM logon mode table, define an APPC logon mode.

A logon mode is a set of parameters that determine the characteristics of the
communication session between the client and the server. The person who is
responsible for setting up the OS/390 system’s network definitions defines
the logon mode. Typically, this person is familiar with making the network
definitions available to VTAM.

Aningtallation can create several logon mode tables that contain varying
communication characteristics for the 0S/390 VTAM network. The logon
mode tables are assembled and link edited to SY SL.VTAMLIB. All the
modes that the server LU uses should be contained in the table and specified
in the server’'s LU APPL definition statement.

Figure 4-3 on page 4-11 shows a sample logon mode table that contains three
logon modes, including the required SNASVCMG entry. In the sample LU
definition, the specified logon mode table was assembled and linked as
ACVAPPC.

Note: Thisexampleisavailablein SYS1.SAMPLIB in member
ATBLMODE. It can be assembled and linked using member
ATBLJOB. The server can use the sample logon mode table that
IBM supplies. Alternatively, you can use an existing logon mode
table containing the entry that the server uses, APPCPCLM.

BMC Software, Inc., Confidential and Proprietary Information

4-10

Administrative Products for DB2 Customization Guide



Setting Up the BMC Admin Server

Figure 4-3 Sample Logon Mode Definition

LOGMODES MCODETAB
EJECT

LR R R R R R R R R R I R R I R R I R I R R I R R R I R

TI TLE * SNASVCMG

ER R I S S S S S S S S I I I S S S S I I O S S S R I S O S S S S
*LOGMODE TABLE ENTRY FOR RESOURCES CAPABLE OF ACTI NG

*AS LU 6.2 DEVICES

*REQUI RED FOR LU MANAGEMENT

LR R R R R R R R R R R R R R I R R I I I I R R R R R I R

SNASVCMG MODEENT L OGMODE=SNASVCMG, FMPROF=X' 13’ , TSPROF=X 07’ , *
PRI PROT=X B0’ , SECPROT=X B0’ , COMPROT=X DOBl’ , *
RUSI ZES=X 8585’ , ENCR=B’ 0000’ , *

PSERVI C=X 060200000000000000000300’

R R I R R I b S R R O o O R kO SR kS b R I I R R

TI TLE * APPCPCLM

EE R S I S kI I R R I S kR I R Sk I S kR R S S
*LOGMODE TABLE ENTRY FOR RESOURCES CAPABLE OF ACTI NG

*AS LU 6.2 DEVI CES

*FOR PC TARGET

*IN TH S EXAMPLE THE DEFAULT RU SI ZE FOR OS/ 2 (1024) | S USED

R I R R I S R R I O O O R R S b S b R R S I

APPCPCLM MODEENT LOGMODE=APPCPCLM *
RUSI ZES=X 8787’ , *
SRCVPAC=X" 00’ , *
SSNDPAC=X' 01’

R R I R R I b o R R R I Sk S S O O R R kb S R R R R O O

TI TLE * APPCHOST’

EE R S I S I R R I I Ik I S R I I I R S R S I I R Sk R R S S
*LOGMODE TABLE ENTRY FOR RESOURCES CAPABLE OF ACTI NG

*AS LU 6.2 DEVI CES

*FOR HOST TARGET

*I'N TH'S EXAMPLE RU SI ZE OF 4096 | S USED

R R I R R I b o Sk R Rk I kb O S R R O

APPCHOST MODEENT L OGMODE=APPCHOST, *
RUSI ZES=X' 8989’ , *
SRCVPAC=X" 00’ , *
SSNDPAC=X' 01’
MODEEND
END

Step 2  Definethelocal LU to VTAM.

A VTAM application (APPL) definition statement in SY SLVTAMLST

definesan APPC/MV Slocal LU to VTAM. This definition must be made by

the person who is responsible for implementing VTAM network changes

0S/390.
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Step 3

The APPL statement

* namestheloca LU

e identifiesthelocal LU asatype 6.2

» setsthe default parameters for the LU

» gpecifiesthe name of the logon mode table that contains the logon modes
that the LU uses

To ensure the use of subtasking, verify the VTAM LU definition
(DSESLM=10). The number 10 represents the number 16 in hexadecimal
numbering.

Figure 4-4 shows a sample local LU definition to VTAM.

Figure 4-4 Sample Local LU Definition for VTAM

ACVLUO1 APPL  ACBNAME=ACVLUO1,
APPC=YES, C
AUTCOSES=0, C
DDRAI NL=NALLOW C
DLOGMOD=APPCPCLM C
DM NVAL=5, C
DM NVANR=5, C
DRESPL=NALLOW C
DSESLI M=10, C
LMDENT=19, C
MODETAB=ACVAPPC, C
PARSESS=YES, C
SECACPT=CONV, C
SRBEXI T=YES, C
VPACI NG=1

Note: A samplelocal LU definition existsin member APPLACV 1 of the
HLQ.CNTL data set. You must make this LU activeto VTAM before
you add the LU to APPC/MVS.

Definethelocal LU to APPC/MVS.

To define alocal LU as a server to APPC/MV'S, update the APPCPMxx
configuration member in SY S1.PARMLIB by adding an LUADD statement
for the LU of the server. The configuration member names the LUs and
respective administrative VSAM KSDS. The person who is responsible for
updating the OS/390 system or VTAM network definition files must make
this update.
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The LU that is defined for the server does not have a TP Profile data set, nor
doesit require the use of a site information table. However, areference to the
system-level TP Profile data set that accesses only the database token from
that TP Profile data set is required. Thus, an entry for the server is not
required in the specified TP profile data set, but a reference to the system
level TP Profile data set is needed as part of the LUADD definition
Statement.

The LU application should aready be defined and activeto VTAM. The LU
name that is used in the VTAM application definition must match the
ACBNAME operand that is used in the LUADD statement. Once defined,
the APPC address space must be started with the appropriate parameters to
include the configuration file with the LUADD statement for the server.

Figure 4-5 shows a sample LUADD statement for defining the local LU to
APPC/MV S. The example can be added to an existing APPCPMxx
configuration member or used in a new configuration member. Then the
example can be dynamically added to the APPC address space using the SET
APPC=xx OS/390 command.

Note: TheHLQ.CNTL data set contains a sample APPCPMxx member.

Figure 4-5 Sample Local LU Definition for APPC/MVS

LUADD ACBNANME( ACVLUO1)
NOSCHED
TPDATA( SYS1. APPCTP)
TPLEVEL( SYSTEM

Step 4  Provide APPC parametersto the server.

The server requires several parameters that have been defined to APPC/MV S
and VTAM. The values of these parameters are described to the server
through an initialization (INI) file that is specified by the BMCIPROF DD
statement in the server JCL. The parametersin thisfile are initialized during
the installation of the server. If changes to the parameters are required, you
can modify them by manually editing the INI file.

Figure 4-6 on page 4-14 shows a sample BMC Admin Server configuration
file.
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Figure 4-6 Sample APPC/MVS Configuration File

sbi DBS. MaxAgent s =16

sbhi DBS. AutoStart =1

sbi DBS. Server1l =WSAPPC
sbi DBS. MAXADDR =16

sbi DBS. CP =CP500

MVSDB2. AccessDri ver =SBl DB2M
MVSSPD. AccessDri ver =SBl SPDM
MSJZS. AccessDri ver =SBl JZSM
MVSFI LE. AccessDri ver =ACVFI LM

MVSAPPC. Ser ver Enabl ed =1

MVSAPPC. Oper at i ngMbde =SERVER
MVSAPPC. Local Met hod =Mul ti pl exSVP
MVSAPPC. AccessDri ver =SBl RTIVWM
MVSAPPC. Pr ot ocol Dri ver =SBI APPCM
MVSAPPC. TPnane =APPCACV1

MVSAPPC. MODEnane =APPCPCLM
MVSAPPC. LUnane =ACVLUWO1

MVSAPPC. packet si ze =8192

MVSAPPC. r ecei vet i meout =0
MVSAPPC. transm ttti meout =0
MVSAPPC. SASDebug =0

JSI.JSISSID =JSI'1

JSI . JESSSI D =JES2

JSI . JSIDLL =00

JSI . SPOOLBYOMNER =0

FOREGROUND. STARTEDPROC=BMCAKMFG

SCRI PT. FI LE =BMCADWN. V711. V71. SCRI PT

DOPTS. DBAL_DI RECT =BMCADMN. V711. V71. LOAD( KGCDOPT)

Table 4-3 describes some of the important configuration parameters, which
you might need to modify manually.

Table 4-3 APPC/MVS Configuration Parameter Descriptions (Part 1 of 2)
Parameter Description
AccessDriver name of the RTM driver program

The value is SBIRTMM.

LocalMethod multiplexed service provider
The value is MultiplexSVP.

LUname local LU name that has been defined to VTAM for the server
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Table 4-3

APPC/MVS Configuration Parameter Descriptions (Part 2 of 2)

Parameter

Description

MODEname

default Mode Name table entry

The entry should match the DLOGMODE parameter of the
APPL definition that is used to define the local LU to VTAM.

OperatingMode

APPC/MVS server
The value is SERVER.

Packetsize

size of the data buffer used by the server
The default is 8192.

ProtocolDriver

name of the APPC/MVS protocol driver program
The value is SBIAPPCM.

Receivetimeout

This parameter is not specified. The value is 0.

SASDebug

flag that disables (or enables) the SAS/C Debugger
This flag should be set to 0.

ServerEnabled

flag that enables (or disables) the server
This flag should be set to 1.

TPname

name that is used to describe this server to APPC/MVS

The TPname (1 to 64 characters) describes the server’s
address space. This name can be the started task name or the
job name of the server.

Transmittimeout

This parameter is not specified. The value is 0.

All APPC/MV S parameters have a prefix of MVSAPPC. The
SBIDBS.SERVER1 parameter must reflect the type of server that is
implemented. For APPC/MV S, the type of server should be MV SAPPC. The
other parameters within the configuration file are not related to APPC/MV'S,
so they do not need to be changed.

Where to Go from Here

After you set up the BMC Admin Server, you set up the SNA Gateway
Server to connect to the BMC Admin Server. For more information, see
“Setting Up the SNA Gateway Server” on page 4-16.
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Setting Up the SNA Gateway Server

Summary:

Before You Begin

This procedure describes how to set up the SNA Gateway Server for
connectivity to the BMC Admin Server. The BMC Admin Server uses the
APPC/MV S Server facilities to support an APPC independent LU 6.2
connection to the SNA Gateway Server. Several steps are required to
configure the SNA Gateway Server to support this APPC connection. Thisis
the second task in the APPC SNA configuration process.

Before you set up the SNA Gateway Server, complete the stepsin “ Setting
Up the BMC Admin Server” on page 4-9.

To Set Up the SNA Gateway Server

Figure 4-7

Step 1

Definethe APPC LU to VTAM.

To define the APPC LU inaVTAM major node, you can define an LU with
LOCADDR set to 0 and a LOGMODE parameter that supports APPC. For
the PU macro, add the CPNAME parameter and set it equal to the Control
Point Name value for the SNA Gateway Server (see Step 6 on page 4-19).

The example in Figure 4-7 defines an APPC LU named MSAUL100. In this
example, the MVSVTAM system programmer has created a VTAM logon
mode table called ACVAPPC with an APPC-capable logon mode entry called
APPCPCLM.

Sample APPC LU Definition for an SNA Gateway Server

MSAUP100 PU ADDR=04,
CPNAME=AUSS,
DLOGMOD=N32702,
PUTYPE=2,
MAXDATA=1024,
MAXOUT=7,
MAXPATH=1,

| DBLK=05D,

XX X X X X X X

| DNUM=B0927

MSAUL100 LU LOCADDR=0, | STATUS=ACTI VE, MODETAB=ACVAPPC, DL OGMOD=APPCPCLM
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Step 2  Definealocal APPC LU to the SNA Gateway Server by performing the
following actions at the SNA Gateway Server console;

2.A

2B

2.C

2.D

In the Servers and Connections window, select the server.

From the Edit menu, choose Insert.

Select APPC (LOCAL).

Specify the following APPC (LOCAL) properties:

1

Typethe LU Aliasand LU Name. These properties are the same
asthose in the VTAM major node (MSAUL 100 in Figure 4-7 on
page 4-16).

Type the network name. This network is the same network as the
VTAM wherethe LU Aliasresides.

Clear the Enable Automatic Partnering option.

Select the M ember of Default Outgoing L ocal APPC LU Pool
option.

Step 3  Definearemote APPC LU to the SNA Gateway Server by performing the
following actions at the SNA Gateway Server console;

3.A

3.B

3.C

3.D
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In the Servers and Connections window, select the connection.

From the Edit menu, choose Insert.

Select APPC (REMOTE).

Specify the following APPC (REMOTE) properties:

1.

3.

Typethe LU Aliasand LU Name. These properties are the same
asthose in the BMC Admin Server configuration file for
parameter MV SAPPC.LUname (ACVLUOL in Figure 4-6 on
page 4-14). This name was defined to VTAM in Figure 4-4 on
page 4-12.

Type the network name. This property is the name of the VTAM
where the BMC Admin Server resides.

Select the Supports Parallel Sessions option.

4. Clear the Enable Automatic Partnering option.
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3.E  To partner thelocal and remote LU, select Partners from the APPC
(REMOTE) properties.

1. Select Modes and create alogon mode with the same name and
characteristics as those used by the Database Administration
BMC Admin Server (which is APPCPCLM in Figure 4-7 on
page 4-16). Use the same RU size as the one that was defined for
the mainframe logon mode.

Note: To allow subtasking or foreground processing, the logon
mode definition’s maximum number of sessions must be
greater than one.

2. Select Add and choose the local LU that you defined in Step 2
on page 4-17 and the logon mode entry that you defined in Step
1 on page 4-16.

When you have finished selecting the local partner, the LU 6.2
Partner LU screen should contain an entry of 1.

Step 4  AddaCPI-C symbolic destination to the SNA Gateway Server by
performing the following actions at the SNA Gateway Server console:

4.A  From the Options menu, choose CPI-C.

4.B  Select Add and specify the following properties for the symbolic
destination:

1. Select the symbolic destination name that the PC client will use
to accessthis LU. This name can be 1 to 8 characters long. Make
anote of this CPI-C Symbolic Destination Name for later use
during the client configuration.

2. For the Partner TP Name, select Application and enter the TP
name of the BMC Admin Server configuration file as parameter
MV SAPPC.TPname (APPCACV 1 in Figure 4-6 on page 4-14).

3. For the Partner L name, select Alias and enter the BMC Admin
Server LU name from the configuration file as parameter
MV SAPPC.LUname (ACVLUOL in Figure 4-6 on page 4-14).
This name was defined to VTAM in Figure 4-4 on page 4-12.

4. For the Mode Name, select the logon mode that is defined for the
BMC Admin Server as MV SAPPC.MODEname (APPCPCLM
in Figure 4-6 on page 4-14). This name corresponds to the
DLOGMOD keyword on the LU that was defined to VTAM in
Figure 4-4 on page 4-12.
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Step 5  Defineadefault local LU for the SNA Gateway Server by performing the
following actions at the SNA Gateway Server console;

5A

5.B

5.C

5.D

5.E

Select the SNA Gateway Server Admin icon.

In the Servers and Connections window, select the server.

Select Usersand Groups.

Double-click the group Everyone.

Add the previously defined Local LU alias and Remote LU alias

(MSAUL 100 and ACVLUQL, respectively, in Figure 4-7 on
page 4-16 and Figure 4-6 on page 4-14).

Step 6  Specify the SNA Gateway Server Control Point Name by performing the
following actions at the SNA Gateway Server console:

6.A

6.B

6.C

6.D

Where to Go from Here

Select the SNA Gateway Server Admin icon.

In the Servers and Connections window, select the server.

From the Services menu, choose Properties.

In the Server Properties dialog box, specify the following items:

1. Enter the Network Name. This nameisthe same asthe VTAM
wherethe BMC Admin Server resides.

2. Enter the Control Point Name. This nameis the same as the
CPNAME parameter for the PU definitionin VTAM (AUS3in
Figure 4-7 on page 4-16). (See Step 1 on page 4-16.)

After you set up the BMC Admin Server and the SNA Gateway Server, you
set up the SNA client. For more information, see “ Setting Up the SNA
Client” on page 4-20.
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Setting Up the SNA Client

Summary:

Before You Begin

This procedure describes how to set up the SNA client. Thisis the third task
in the APPC SNA configuration process.

Before you set up the SNA client, complete the stepsin “ Setting Up the SNA
Gateway Server” on page 4-16.

You will need to know about the SNA Gateway Server to supply the SNA
client with information about the particular transport protocol to be used, as
well as the Domain setting and Primary Server name.

To Set Up the SNA Client

Step 1

Step 2

On the user’s PC, install the Microsoft Windows 95, Windows 98 or
Windows NT SNA client.

Use the session configuration tool to configure the APPC SNA host system
and session profile. Within the host system configuration section, a selection
for APPC SNA is provided.

Several installation parameters are provided to complete the host
configuration. The CPI-C Symbolic Destination Name for APPC services,
defined previoudly in the SNA Gateway Server, is (in most cases) the only
parameter that is necessary to identify the BMC Admin Server.

However, additional parameters can be used to selectively override the site
information table—CPI-C Symbolic Destination Name table—defined on the
SNA Gateway Server. You can use the LU Name, MODE Name, or TP Name
parameter to override the client’s CPI-C Symbolic Destination Name table
entry. When all the parameters are used together, the referenced CPI-C
Symboalic Destination Name table is bypassed. Table 4-4 on page 4-21
describes these installation parameters.
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Table 4-4 Installation Parameters

Parameter

Description

Symbolic Destination Name

(required) provides the CPI-C Symbolic Destination
Name that was defined in the SNA Gateway Server
to describe the BMC Admin Server application

This parameter must match the exact name that is
used in the SNA Gateway Server setup.

LU Name

(optional) describes the APPC LU name to be used
when establishing the conversation with the BMC
Admin Server

This value should be specified as a fully qualified
SNA LU name. A qualified LU name consists of the
network name separated from the logical unit name
by a period, with each name not exceeding 8
characters.

MODE Name

(optional) allows an overriding specification to the
operating mode-table entry for the connection to
the BMC Admin Server

TP Name

(optional) allows an overriding specification to the
teleprocessing program name that is associated
with the connection that identifies the BMC Admin
Server

Where to Go from Here

After you set up the APPC SNA client, you verify the setting for your
host-code page. For more information, see “Confirming the Host-Code Page
for the BMC Admin Server” on page 4-22.

BMC Software, Inc., Confidential and Proprietary Information

Chapter 4 Performing Post-Installation Tasks for the BMC Admin Server 4-21



Confirming the Host-Code Page for the BMC Admin Server

Confirming the Host-Code Page for the BMC Admin Server

Summary:

Step 1

Step 2

Step 3

This procedure describes the steps that you must perform to verify the setting
for your host-code page. The host-code page setting specifies the table that
the application uses to map the EBCDIC codes on the server to the
appropriate single-byte ASCII codes on the PC during the transfer of data.

Edit the INI#ACV file.

Set the value of the shiDBS.CP variable in the INI#ACYV file to one of the
host-code page values in Table 4-5.

Note: The default value for the shiDBS.CP variable is CP037.
Table 4-5 Code Page Values
Host-code Page Value Language
CP037 English (US)
CP273 Austrian or German
cpP277 Danish or Norwegian
CP278 Finnish or Swedish
CP280 Italian
CP284 Spanish
CP285 English (England)
CP297 French
CP500 International

Start PATROLDB to activate the BMC Admin Server.

Where to Go from Here

After you confirm the host-code page, you determine whether to enable the

use of secondary authorization IDs for each client. For more information, see
“Enabling the Use of Secondary Authorization IDS’ on page 4-23.

BMC Software, Inc., Confidential and Proprietary Information

4-22 Administrative Products for DB2 Customization Guide



Enabling the Use of Secondary Authorization IDs

Enabling the Use of Secondary Authorization IDs

Summary:  This procedure describes the steps that your DB2 system administrator must
perform to enable the use of secondary authorization IDs for the BMC
Admin Server. The sample connection exit that is supplied by IBM builds a
list of secondary authorization IDsthat is based on the user ID that is
associated with the started task address space. As aresult, this exit does not
build the list of secondary authorization IDs for each client as it doesfor a
TSO address space. To properly build the list of secondary authorization IDs
for each client, BMC Software modified the exit. The version of the
connection exit that is supplied by BMC Software builds alist of secondary
authorizations that is based on the user ID that is associated with each client
for the BMC Admin Server. This sample exit is distributed in the product’s
HLQ.CNTL data set as member DSN3SATH.

When the modified version of the exit is used, the secondary authorizations
are dependent on RACF. If RACF and the list-of-groups checking are
activated, the connection exit setsthe list of DB2 secondary authorizations to
the list of RACF group names to which the user ID is connected.

If you are already running a modified connection exit or your site uses a
security system other than RACF, you should review the sample exit that
BMC Software provided and note any modifications. (Modifications are
indicated by BM C34575 after each line of code.) You can then incorporate
these changes into your existing exit.

Note: If your DB2 subsystems do not share asingle HLQ.SDSNEXIT data
set, your DB2 system administrator should perform the following
steps for each subsystem.

Step1  Rename member DSN3@ATH in the HLQ.SDSNEXIT data set to another
name.

Step 2 Assemble and link member DSN3SATH in the HLQ.CNTL data set with the
same JCL that is provided for the IBM-supplied exit.

DB2 creates DSN3@ATH.

Step3  CycleDB2.
Where to Go from Here

After you enable the use of secondary authorization IDs, you install the
client. For more information, see “Installing the Client” on page 4-24.
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Installing the Client

This section provides information about installing, configuring, and starting
the client for ALTER and CHANGE MANAGER. Theclient servesasa
graphical front-end to the BMC Admin Server. The BMC Admin Server runs
on OS/390 as a started task and administers requeststo ALTER and
CHANGE MANAGER.

Before You Begin

Before you can install the client for any of the products, you must have
installed and configured the BMC Admin Server. For information about the
BMC Admin Server, see page 4-3.

You need the following itemsto install the clients:
«  BMC Admin Server configuration settings
» sufficient disk space on your client system

« al applications closed down prior to installing the client

To ensure that the network is configured properly, see “Verifying Server
Networking” on page 4-26.

Supported Environments

The clients include domestic and international versions, which are
categorized asfollows:

e U.S. English data (US7ASCII), which is single byte
Sorting is based on ASCII code page values.

»  European data support, which includes support for extended character
setsin any single-byte, left-to-right language and support for local date
and time formats
Note: Host-code page specification is required as part of the server

installation. For more information, see “Confirming the
Host-Code Page for the BMC Admin Server” on page 4-22.
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» ability to work with any supported local language in all parts of the
client, including meta objects such as filter names, session names, and
catalog data

e support for the creation and management of any persistent object in the
user’s native language
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Verifying Server Networking

Summary.  This procedure describes how to verify that your network isworking
properly.

Step1  From aDOS prompt, enter ipconfig /all (Windows NT) or winipcfg /all
(Windows 98 or Windows 2000).

Your host name and |P address appear, as shown in the examplein
Figure 4-8.

Figure 4-8 IP Configuration

W ndows NT | P Configuration:

Host Nane......:yourname. yourconpany.com
DHCP Enabled.....:No
| P Address.......:172.18.22.15

Step2  From aDOS or command prompt, enter ping server, where server isthe
location of the BMC Admin Server.

If the ping command returns the message Bad | P addr ess server or

Request timed out,you can continue with the installation. However, you
must resolve this network problem before you can use the client.
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Selecting the Type of Installation

To meet the specific needs of your site, you can select from the types of
client installations that are shown in Table 4-6.

Table 4-6 Client Installation Options

Installation Option

Description and Benefit

See Section

install to a local hard drive

installs the specified clients to a local
hard drive

After the clients are installed, you can
remove the CD from the CD-ROM drive.

“Installing a Client to Run Locally”
on page 4-28

copy the installation image to
a network drive and then
install the client to the local
hard drive

copies an image of the installation from
the CD to a resource from which other

users can install the client to their local
hard drive

“Installing the Client on a Network
Drive” on page 4-30

“Installing a Client to Run Locally”
on page 4-28

“silent” installation from a
command prompt

installs the client from a command
prompt with minimal user interaction

“Installing a Client (Command-Line
Interface)” on page 4-31

install using distribution
software

installs the client to every workstation to
which you have access without the need

to leave your computer

“Installing the Client Using
Distribution Software” on page 4-33
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Installing a Client to Run Locally

Summary:

Step 1

Step 2

Step 3

Step 4

Step 5

This procedure enables you to install the client on your hard drive to run
locally.

Note: Thisprocedure uses D for the CD drive. If your computer uses a
different letter, substitute the correct drive letter.

Insert the Administrative Products for DB2 CD into the client’s CD drive.

The Setup program launches automatically.

Read the Welcome page, and click Next to continue.

Note: Usethe Next and Back buttons to navigate through the Setup
program. To continue, click Next. To go back and undo a selection,

click Back.

On the User Information page, enter your name and company name, and then
click Next.

On the Choose Destination Location page, review the installation destination
folder. Then click Next.

* If you prefer adifferent folder, click Browse and select an appropriate
folder. Click OK. Then click Next.

e To accept the default location, click Next.

Note: If you have a current version of the clientsinstalled or if you have a
version of the clients that is earlier than the current version and you
choose to install the clientsin the same directory, awarning is
displayed. Either you can disregard the warning and install the client
in the same directory, or you can choose another location in which to
install the clients.

On the Select Components page, select the clientsto install.

5.A  Ensure that the Space Required does not exceed the Space Available.
If it does exceed the available space, click Disk Space and select a
new drive that contains the appropriate amount of space. Click OK.
The new drive location appearsin the Destination Folder.

5.B Click Next to continue.
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Step 6  Onthe Start Copying Files page, verify that the displayed installation options
are correct. Click Next to begin the installation, or click Back to change the

installation options.

Step 7 Whentheinstallation is complete, click Finish.

Where to Go from Here

After you install the client, you can verify the installed files. For information,
see “Verifying Installed Files’ on page 4-34.
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Installing the Client on a Network Drive

Summary:

Step 1

Step 2

Step 3

Step 4

Step 5

This procedure describes how to provide full accessto the files on the CD by
copying the installation image from the CD to a shared network drive and
then installing the product locally. This option provides anyone who wants to
install the client on their local hard drive full accessto the range of product
offerings.

Note: Thisprocedure usesn for the network drive. If your network driveis
mapped to another |etter, substitute the correct drive letter.

Insert the Administrative Products for DB2 CD into the client’s CD drive.
The Setup program launches automatically.
Click Cancel and then click the Exit Setup button.

From Windows Explorer, choose the CD drive and select all the files on the
drive. Copy the highlighted files to a shared network drive.

From Windows Explorer, double-click setup.exe from the location on the
network where the installation files reside. Alternatively, click the Start
button and choose Run. Enter n:\install_dir\setup.exe in the Run dialog box.

The Welcome page of the Setup program appears.

Follow Step 2 through Step 7 in the task “Installing a Client to Run Locally”
on page 4-28.

Where to Go from Here

After you install the client, you can verify the installed files. For information,
see “Verifying Installed Files’ on page 4-34.
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Installing a Client (Command-Line Interface)

Summary:  This procedure describes how to install the client by using the command-line
interface. The setup command-lineinterface is provided as a consistent and
faster means to install the client. To use the command-line interface, you
must first edit the initialization file to make product selections and to specify
directory locations for the files. After you complete thistask, you can use this
initialization file for every installation in your organization. This type of
installation ensures that all users connected to a network install the same set
of products by entering a single command.

Step 1  Copy the client imagesto your hard drive or to a shared network drive. The
client images are located in the client directory on the CD.

Step 2  Modify the PDB_Install.ini file to make product and directory selections.
When editing the file, specify 0 to disable a selection and specify 1 to enable
aselection. The only requirement when editing thisfile is that you must
select aproduct inthe[ Sel ecti ons] section.

Figure 4-9 shows an example PDB_lInstall.ini file. In this example, the user

selected the CHANGE MANAGER product and specified c:\pdbclient\7.1.01
astheinstallation folder.

Figure 4-9 Modifying the PDB_Install.ini File (Client Installation)

[ Sel ections]

CHANGE MANAGER for DB2 for 0S390=1
ALTER for DB2 for 0OS390=0

SQL Explorer for DB2 for 0OS390=0

[ nformation]
User Nanme=BMC Cust oner
Conmpany Name=BMC Cust oner

[Directory]
I nstal |l Fol der=c:\pdbclient\7.1.01

Step 3 From acommand prompt, change the current drive and directory to the
location to which you copied the client images.
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Installing a Client (Command-Line Interface)

Step 4

Step 5

Run the command-line “silent” setup command, setup -s.
This command accepts the following options:
setup -s-m filename

-sindicates “silent” and -m indicates the specification of aMIF filename. The
-m parameter and filename are optional. The MIF file indicates the status of
the installation (successful or unsuccessful). It does not have to currently
exist.

Note: The order of these optionsis important. Specifying the -m option
before the -s option will not invoke the MIF file.

Check the status of the installation to determine if it was successful by
locating the MIF file in the \windows\temp or \winnt\temp directory that you
specified in Step 4.

Note: An unsuccessful installation might be due to a shortage of disk space.
If you did not specify a MIF file, check the pdba_out.trcfilein the
\windows or \winnt directory for specific warning or error messages
associated with the installation.

Where to Go from Here

After you install the client, you can verify the installed files. For information,
see “Verifying Installed Files’ on page 4-34.
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Installing the Client Using Distribution Software

Installing the Client Using Distribution Software

Summary:. By using distributed systems software such as the Microsoft SM'S product (or
any other product that supports packages), you can install the client on every
desktop in your organization to which you have access. When combined with
the consistency of the command-line, silent installation, this method of
product distribution provides afast, consistent approach to updating and
distributing software.

Step 1  Copy theclient imagesto your hard drive or to a shared network drive. The
client images are located in the client directory on the CD.

Note: Besureto copy the client imagesto adirectory that is different from
the directory to which you copied the server images.

Step 2  Modify the PDB_Install.ini file to make product and directory selections.
When editing thefile, specify 0 to disable a selection and specify 1 to enable
a selection. The only requirement when editing thisfile is that you must
select aproduct inthe[ Sel ecti ons] section.
See Figure 4-9 on page 4-31 for an example of a PDB_|Install.ini file.

Step 3 Runthedistributed system software package at your site, making the
necessary selections as requested. For example, using the Microsoft SMS
product to distribute the installation, you should perform the following steps:

3.A  Create an SMS package by using the setup.pdf file (included in the
directory to which you copied the client images).

3.B  Schedule an SMSjob by using the package that was created with the
setup.pdf file.

3.C  Ensurethat the client receives and runs the package.

Where to Go from Here

After you install the client, you can verify the installed files. For information,
see “Verifying Installed Files’ on page 4-34.
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Installing the Client Using Distribution Software

Verifying Installed Files

The directories and files that are listed in Table 4-7 are installed on the client
(by default, on the C drive). During installation, you can specify a particular
directory to which to install the files. By default, this directory is Program
Files\BM C Softwareé\PATROL DB-Admin Client.

Table 4-7 Client Installation Directories
Directories and Files Description
DB2 OS390 client executables, DLLs, common executables,

library files, and help files

DB2 0S390\bin\charmaps character maps

DB2 0S390\bin\en_us.iso88591 | help and message files

DB2 0S390\bin\icons icons

DB2 0S390\bin\iconv code page conversion tables

DB2 OS390\bin\locale installed locales, function and format tables
DB2 0S390\config client configuration directory

DB2 0OS390\work work directory

Troubleshooting the Client Installation

If your client installation stops abnormally, you should delete any temporary
directories and files that the installation process created before it terminated.
Theinstallation process creates the following temporary directory and files:

~istmpx.dir (where x is a number)
~ins0433.~mp
~isz0433.~mp

If your TEM P environment variableis set, you can find these filesin the
\temp directory. Otherwise, look for them in the \windows or \winnt directory.
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Starting and Configuring the Client

Starting and Configuring the Client

This section provides information about starting, stopping, and configuring
the client. See the online Help for compl ete instructions about defining hosts
and creating subsystem connections.

Starting the Client

To start the client, double-click the product icon in the PATROL DB-Admin
Client 1.7.B0 OS390 program group. The PATROL Database Administration
window appears.

To stop the client, make the PATROL Database Administration window
active. Then, choose Exit from the File menu.

Configuring the Client

After you install the server and the client, you must configure the client
before you can use the product. Start the client and then perform the
following configuration tasks:

1. Define hosts or servers.

A host or server is the OS/390 system that performs the BMC Admin
Server operations. Each host or server has both aBMC Admin Server
and at least one DB2 subsystem installed on it. Identifying an available
host or server to the client is called defining a host or server.

You must define at least one host or server to use the client. You should
define a separate host or server for each system that you want to use as a
server for the client.

2. Create subsystem connections.
When you start a connection, you use a subsystem connection to specify
the details for that connection. For DB2 for OS/390 connections, the

subsystem connection specifies which client, host, DB2 subsystem, and
TSO user ID to use during that connection.
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Starting and Configuring the Client

If you plan to connect to different combinations of clients, hosts, and
databases, you should create a separate connection profile for each
possible combination. The name of the subsystem connection must be
unique even though multiple connections can use the same host.

Note: Client configuration is not necessarily a one-time activity. At
some point in the future, you might need to modify your hosts or
subsystem connections. Use the Connection Manager any time
that you need to add or change a host or subsystem connection.

The DB2 subsystem name that you specify during the client
configuration must be the same as the nickname specified in the
INI#ACYV file. Whereas you specify the name of the subsystem with an
underscore () in the INI#ACYV file, you must enter the namein the
Connection Wizard screen during the client configuration with a colon

©).

Figure 4-10 illustrates that the DOPTs nickname is entered as
DB25:DIRECT, replacing the underscore () with acolon (), when the
client isinstalled on the user’s computer.

Figure 4-10 Connection Wizard Screen

Connection Wizard - Specify a Databasze Instance

Specify the name aof the DB2 subszpztem that you want to connect ko,

TIF  Specify the name of your DBZ2 subsystem.

DBZ Subsyztem DB25.DIRECT Discoven...

Specify the TS0 uger [0 that you want to uze to log in to the DE2
subszpztem for this connection.

T50 User (D RDACR.

< Back | Mest > | Cancel
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Maintaining the Client

See the Help for complete instructions about defining hosts and creating
subsystem connections.

Where to Go from Here

After starting and configuring the client, you are ready to connect to a
database and begin using it. To use the product, see the ALTER and
CHANGE MANAGER for DB2 User Guide or the online Help for more
information.

Maintaining the Client

After you install and configure the client, you might need to upgrade or
change the client. The following sections discuss

e adding aclient

e uninstalling aclient
* reingtalling aclient
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Adding a Client

Summary:  Thistask describes how you can add a client.

Step 1 Runthe Setup program as you normally would for the installation type that
you want to perform. See page 4-27 for alist of the types of client
installations.

Step 2  Select the new clients that you want to install.
Step 3  Clear the selection for those clients that are already installed.
Note: Thedisk space requirements that are listed in “ System Software
Requirements’ on page 1-5 are for an initial installation. Disk space

requirements for additional clients are reduced by the amount of disk
space that you used for the initial installation.
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Uninstalling a Client (GUI)

Uninstalling a Client (GUI)

Summary:

Step 1
Step 2

Step 3

Step 4
Step 5

Step 6

This procedure describes how to uninstall one or more of the clients. When
you uninstall aclient, all installed client files are deleted, but any saved work
files remain.

From Windows, click the Start button.
Choose Settings => Control Panel.
Double-click the Add/Remove Programs icon.

Note: On Windows 2000, use the Change/Remove Programs utility. Select
the programs to remove and click the Change/Remove button.

Select the PATROL DB-Admin Client 1.7.B0 OS390.
Click the Add/Remove button.

Click OK.
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Uninstalling a Client (Command-Line Interface)

Summary:  This procedure describes how to uninstall a client by using the command-line
interface.

From a command prompt, run the command-line “ silent” setup command,
setup, located in the client images folder that you copied to your hard drive.

This command accepts the following options:

isuninst -f"pathname\pdba_log.isu"

-f indicates the location of the pdba log.isu log file and pathname indicates
where the client was installed. The pdba_log.isu log fileis created during the

installation. The installation program uses the file to perform cleanup tasks.

Note: Do not include a space between the -f option and the first double
guotation marks (").
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Reinstalling a Client

Reinstalling a Client

Summary.  Thistask describes how you can reinstall aclient if you want to change the
existing installation or if filesin the client directories were deleted or
corrupted.

Step1  Usethe sameinstallation instructions that you used for the earlier
installation.

The program prompts you to confirm information that you provided during
the earlier installation.

Step 2 Veify theinstaled files.
Note: The disk space requirementsin “ System Software Reguirements’ on
page 1-5 arefor an initia installation. Disk space requirements for a
reinstallation are reduced by the amount of disk space that you used
for theinitia installation.

Where to Go from Here

After you reingtall the client, you can start and configure it. See “ Starting and
Configuring the Client” on page 4-35.
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Reinstalling a Client
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Appendix A ALTER Default Options

This appendix presents the following topics:

Default Options. . .. ..o A-2
Descriptions of Default Options. . ..., A-5
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Default Options

Figure A-1

This section provides an example of the default options (DOPTSs) module for
the ALTER product (Figure A-1). The DOPTs moduleis created by the
installation system and resides in $xnnDOPT. The DOPTs module also
residesin HLQ.CNTL with the same member name as the DOPTSs.

ALTER Default Options Module (Part 1 of 4)

EE R R R R R R R R R R I R R I R I R R I R R I O R I O O

L S I

*

MCODULE :  ALUDOPD1

FUNCTI ON : ALTER FOR DB2

COPYRI GHT : COPYRI GAT BMC SOFTWARE | NC., 2003
LEVEL : RELEASE 7.3 COctober 2003

FUNCTIONS : DEFI NE THE DEFAULT PROFI LE VARI ABLES

KRR I R R I I kS S R kR R kS SRRk Ik kR O R

ALUDCPTS CSECT
ALUDCOPTS RMODE 24
ALUDCOPTS AMODE 24

ALUDOPTS $ALUDOPT PRODUCT=ALTER,
DATE=&SYSDATC,

PC=ALU,

VRME( 731F, R) ,
SSI D=( DB2A, R),
DB2CAT=
EURO=(N, R),
SYSTYPE=S,

Pl C=N,
LOG=N,

sLi=(""
sL2=(""
SL3=(""
sL4=
SL5="

| SPSLI B=(’ ' BMCADWN. V731. D71. SLIB "', R),

TSOSX=N,

JC1="// &USERI D. &&JOBCHAR JOB ( &&ZACCTNUM), '’ &&PGWR ', ",
Jcz="11
JC3="/1*",
JCA="[]*",
JCs="/]*",

DBRML=,
DBRM2=,
DBRMB=,

DBRMLI B=N,
WU=SYSDA,

WPS=10,

(" DB2ACAT , R),

" BMCADWN. V731. D71. LOAD '’ , R),
" SYS3. DB2A. DSNEXI T' '’ , R),
' SYS2. DB2V71M DSNLCAD ' ' | R),

CLASS=A, MSGCLEVEL=(1, 1), NOTI FY=&&USERI D ,

b . T R R R S R R S I N R S I T S T
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Figure A-1 ALTER Default Options Module (Part 2 of 4)

WsS=2,
WDC=,
WSC=,
W=,
SWJ=SYSDA,
SWPS=10,
SWBS=2,
WDSN=" "’ * &&USERI D. . &&SSI D. . &8WORKI D'’ ,
WL U=SYSDA,
W.PS=15,
W.SS=5,
JDSN=" "’ &&USERI D. . ANALYSI S( &WORKI D)’ ',
JDSNE="" "’ &&USERI D. . EXEC( &&\WORKI D)’ ,
JDSNBG=""’ &USERI D. . JCLGEN( &WORKI D)’ '
SDSN=SYSOUT,

SDSNE=SYSOUT,

CATAUDI T=(N, R),

CATRECOV=(N, R),

SYSRPREF=' &&PREFI X. . &OBNOD |
SYSRUNI T=SYSDA,

SYSRPS=10,

SYSRSS=2,

SYSRVAX=0,

SYSRVAXU=,

SYSCPREF=' &&PREFI X. . &OBNCD. . P&PART’
SYSCUNI T=SYSDA,

SYSCPS=10,

SYSCSS=2,

SYSCMAX=0,

SYSCMAXU=,

RECVPREF=' &&PREFI X. . &OBNOD. . P&PART’
RECVUNI T=SYSDA,

RECVPS=10,

RECVSS=2,

RECVMAX=0,

RECVMAXU=,

ARCHPREF=" &&PREFI X' |,

ARCHUNI T=SYSDA,

ARCHPS=10,

ARCHSS=2,

SEQ =050,

SYNCPNT=10,

AVB=Y,

ALLOC=N,

STORCLAS=N,

DATACLAS=N,

MGMTCLAS=N,

JCLCLEAN=N,

AUTHSWE(N, R) ,

GLI D=,

L B R S e T T N T T N N R R T B . T N N N N N N I S N B S I T T R T N
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Figure A-1

ALTER Default Options Module (Part 3 of 4)

DASDMAN=( N, R) ,
ccsl D=(E, R),

| XTYPE=( 2, R),
WALPROP=(N, R),
BPOOL TS=BPO,
BPOOL| X=BPO,
LOCK=X,

DI SCARDS=( 0000, R) ,

BMCSTATS=(N, R),
BMCCOPY=(N, R)
BMCCHECK=( N, R),
BMCLOAD=(N, R),
BLDCU=(N, R),
BLDBS=(N, R),

UTI LCOPY=(N, R),
BMCUNLD=(N, R),
REORG=(N, R),
REBLD=(1, R),
UNLDCOLL=N,
PARTCPY=N,
MAXSYSUT=20,
BMCFASTL=Y,
DYNCOPY=N,
DYNUNLD=N,
SZDEVT=(3390, R),
STATS=(S, R),
UPDSTATS=(C, R),
TABLEALL=(N, R),
UNLDEMPT=(Y, R),
STOPCOMVE( N, R) ,
TABLEACC=(Y, R),
DUAL=(N, R),

REG STER=(1, R),
COPYDDO1=R,
COPYDDO2=N,
RECVDDO1=N,
RECVDD02=N,
HSMVOL =,

LOCATI ONE,
TAPEL=CART,
TAPE2=TAPE,
TAPE3=TAPE,
ATTNEY,
ENVP=CM7 31 FDE,
FEP=CM7 31FDF,
SPP=CW731FDS,
ANP=CM731FDA,

| MP=CM731FDI ,
EPP=AEX731HM
EAP=AEX731HA,

L B R D e T N N T TR I N N B N R S T SR T T I R N N N N N I S S D R T B T N N
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Figure A-1 ALTER Default Options Module (Part 4 of 4)

El P=BM | NSTL,
ACTDOPT=ACTDOPDL,

ACVPLAN=ACV731DM

DEFERUI X=" N,

REORGALT=N,

POFDS=(’ BMCADWN. D73. CNTL( AJX73POF) ' , R) ,
STATHI ST=Y

* % %k X % X

END
/  LKED. SYSI N DD *
NAVE ALUDOPDL( R)

Note: The, Rin the variable syntax indicates that the value specified will
refresh the existing value of the variable in the user’s ISPF profile
data set, if the time stamp of the DOPTS s later than the time stamp
in the user’s | SPF profile member.

Descriptions of Default Options

This section describes the DOPTs that are listed in Figure A-1. In some
cases, the default value for the option islisted.

ACTDOPT=ACTDOPD1
Indicates the name of the CATALOG MANAGER product’'s DOPTs module
that the client for ALTER uses to interact with CATALOG MANAGER. This
parameter is used only if CATALOG MANAGER isinstaled.

ACVPLAN=ACVvrmDM
Specifies the main DB2 plan for the client for ALTER.

ALLOC=N Indicates the allocation units to use for data sets that are managed by System
Managed Storage (SMS). If the AMS s set to Y, this option determines how
ALTER allocates space for VCAT-defined DB2 objects that SM 'S manages.

The DOPTs parameters are defined as follows:

C cylinders

K kilobytes

M megabytes

N SMS not in use (default)
T tracks
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AMS=Y Controls whether Analysis, by default, generates AM S statements (IDCAMS
DELETE and DEFINE) in the worklist. You can use the INCLUDE (AM S)
keyword to override this value. An entry of N generates aworklist -STOP
command that enables you to complete the DELETE and DEFINE
commands before the DB2 object CREATE commands that are located |ater
in the worklist (Y or N).

ANP=ALvrmcDA Defines the Analysis plan name.
ARCHPREF='& & PREFI X'

Specifies the high-level qualifier or prefix for data sets that is used for a
BMC Software utility archive.

ARCHPS=10 Indicates the primary space allocation, in cylinders, for BMC Software utility
archive data sets.
ARCHSS=2 Indicates the secondary space allocation, in cylinders, for BMC Software

utility archive data sets.

ARCHUNIT=SYSDA  Specifiesthe default UNIT that is used for BMC Software utility archive data
sets.

ASUDOPT=ASUDOPD1
Specifies the name of the DASD MANAGER PLUS product’'s DOPTs
module that the client for ALTER uses to interact with DASD MANAGER
PLUS. This parameter isused only if DASD MANAGER PLUS isinstalled.

ATTN=Y Enables you to pressthe ATTENTION key to interrupt processing when
ATTN=Y. You can use this option to stop processing, for example, when
building aMixed List in ALTER (Y or N).

AUTHSW=N Controls the method of authorization-1D switching that Analysis uses.
If you specify AUTHSW=Y, -AUTH commands are used in the worklist to
switch the authorization ID for subsequent SQL statements and reBIND
commands. In this mode, you can add -SETS commands to the worklist for
setting the authorization ID with SET CURRENT SQLID statements.

If you specify AUTHSW=N, -SETS commands are generated for switching
the authorization 1D, and -AUTH commands are not allowed.
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BMCCHECK=N

BMCCOPY=N

BMCFASTL=Y

BMCLOAD=N

If you specify AUTHSW=B, both -AUTH and -SETS commands are used.
-AUTH commands are generated to set the original CREATEDBY values.
-SETS commands are generated to set new OWNER values for al objects.
The B option also causes authorization-1D switching before CREATE
TABLE and CREATE INDEX statements, which is not done under either of
the other options.

When the AUTHSW keyword is used in the ALUIN input stream, it is
equivalent to AUTHSW=Y in the DOPTs module.

Note: Do not usethe AUTHSW keyword in the following situations:

* |f AUTHSW=N isinthe DOPTs module.
» If you are using aglobal authorization ID (GLID).

If your site does not use DB2 secondary AUTHIDs, set AUTHSW=Y.
Otherwise, set AUTHSW=N. If you require that the CREATEDBY
field in the DB2 catalog remain unchanged after updates, set
AUTHSW=B.

Warning! Setting AUTHSW=B is not recommended because of a potential
security exposure. This exposure exists because the DB2 catalog
does not accurately reflect the primary authorization ID of the
creator of the objects. If you must set AUTHSW=B, usethe
sample security exit (ALUEUSX1) to avoid the security
exposure.

Specifies whether to use the BMC Software CHECK PLUS utility in place of
the IBM CHECK DATA utility for checking referential constraint violations
in DB2 table spaces (Y or N).

Specifies whether to use the BM C Software COPY PLUS utility in place of
the IBM COPY utility. The DOPTSs parameters are defined as follows:

Use BMCCOPY.

Use IBMCOPY.

Do not include copy operations.

Do not include copy operations, but do start objects in copy pending
status with ACCESS(FORCE).

m X Z2 <

Indicates whether the FORMAT BMCLOAD option in the BMC Software
UNLOAD PLUS utility and the FORMAT BMCUNLOAD option in the
BMC Software LOADPLUS utility are used to unload data from one table
and load it into another table that has asimilar structure (Y or N).

Indicates whether to use the BMC Software LOADPLUS utility for loadsin
place of the IBM LOAD utility (Y or N).
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BMCUNLD=N

BPOOLIX=BP0O

BPOOLTS=BPO

CATAUDIT=N

CATRECOV=N

CCSID=E

Specifies whether to use the BMC Software UNLOAD PLUS utility product
in place of ALTER UNLOAD (Y or N).

Indicates the buffer pool for user indexes. Valid values include BPO through
BP49. The value should match the value specified for the DB2 initialization
parameter module, DSNZPARM, on the DB2 subsystem on which the option
is used.

Note: The Compare component uses the value of BPOOLIX on the local
subsystem when aremote DB2 catalog or abaselineisused in a
comparison.

Indicates the buffer pool for user data. Valid values include

» BP0 through BP49

» BP8KO through BPBK9

» BP16KO0 through BP16K9

* BP32K,BP32K1 through BP32K9

The value should match the value specified for the DB2 initialization
parameter module, DSNZPARM, on the DB2 subsystem on which the option
isused.

Note: The Compare component uses the value of BPOOLTS on the local
subsystem when aremote DB2 catalog or abaselineisused in a
comparison.

Specifies the DDL audit logging indicator. If you have CATALOG
MANAGER installed, an entry of Y causes Execution to log executed DDL
statements in the CATALOG MANAGER DDL Audit Log (Y or N).

Specifies the Drop Recovery indicator. This parameter is useful only if you
have CATALOG MANAGER installed. Type Y if you want the Execution
component to invoke CATALOG MANAGER to log recovery information in
the CATALOG MANAGER drop-recovery tables for the objects that are
dropped when the Work ID is executed. See the CATALOG MANAGER for
DB2 User Guide for information about drop recovery.

Provides the default encoding scheme for databases that are created using
ALTER.

A ASCII

E EBCDIC
u UNICODE
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COPYDDO1=R, COPYDDO02=N, RECVDDO01=N, RECVDD02=N

DASDMAN=Y

DATACLAS=N

DATE=& SYSDATC

Definesimage copies for the BMC Software COPY PLUS, REORG PLUS,
and LOADPLUS utilities. The DOPTs parameters are defined as follows:

N no
C copy
R register and copy

These DOPTSs control the input keywordsto Analysis as follows:

* Local-copy parameters (parms) for the COPYDDN keyword can be
COPY 01 and COPY 02, separated by commas or blanks.

*  Remote-copy parameters (parms) for the COPY DDN keyword can be
RECVO01 and RECV02, separated by commas or blanks.

Indicates whether version 5.1 or later of the BMC Software DASD
MANAGER PLUS product isinstalled (Y or N). ALTER selects DB2 catalog
statistics for space estimation. When DASDMAN=Y, any statistics from the
BMCSTAT S tables are merged.

Indicates whether support for the DATACLAS parameter is required for
V CAT-defined DB2 objects (Y or N).

Indicates a parameter that is used only if you have ASMA90 as your
assembler.

DB2CAT or DB2CT=('DBDBCAT")

This DOPT isno longer used. Seethe VCAT control table variable of the
BMCDB2 CLIST.

DBRM1, DBRM2, DBRM3

DBRMLIB=N

DEFERUIX=N

Names the three default DBRM libraries.

Includes the LIBRARY parameter on the BIND statement for plans and
packages (Y or N).

Note: A disadvantage to adding the LIBRARY parameter to the BIND
PLAN command is that the order of the libraries on the BIND could
beincorrect. If some DBRMs are present in multiple libraries,
ALTER cannot guarantee that the concatenation will result in every
DBRM coming from the correct library.

For DB2 version 6 and later, enables ALTER to create unique indexes with
the DEFER Y ES parameter (Y or N).
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DISCARDS=nnnn

DYNCOPY=N

DYNUNLD=N

EAP=AEXvrmAA

EIP=BMIINSTL

ENVP=ALvrmcDE

EPP=AEXvrmAM

EURO=N

Used by ALTER to specify the number of discard recordsto allow. The
parameter nnnn specifies the number of discard records in a range from O to
9999. DISCARD S=0 means that no maximum number of discard records
exists.

With DISCARDS=1, the product generates one discard DD, //SY SDS001 for
the entire run, and DISCARDS 1 is generated as a LOAD parameter. JCL
that is generated minimally sizes data sets for SY SDS001 and SY SER001
DDs. If any records must be discarded, this action causes the load utility to
terminate with a return code of 8.

If the DISCARDS option is set to any value other than 1, a different discard
DD (//SY SDnnnn) is generated for each load, and DISCARDS n is generated
asaLOAD parameter for each LOAD command (where n is the maximum
number of discard records). This action causes the load to terminate if the
discard maximum is reached. If fewer records are discarded, the discard file
contains the records and execution proceeds to the next step in the worklist.

Indicates whether the BMC Software COPY PLUS, RECOVER PLUS, and
IBM COPY utilities dynamically allocate SY SCOPY data sets (Y or N). This
DOPT isvalid for DB2 version 6.1 and later if COPY PLUS and RECOVER
PLUS are used, and version 7.1 and later if IBM COPY is used.

For DB2 version 6.1 and later, indicates whether the BM C Software
UNLOAD PLUS and LOADPLUS utilities dynamically allocate SY SREC
datasets (Y or N).

Defines the Execution Authorization plan name, which determines whether a
user is authorized to run Execution.

Defines the Installation plan name.

Defines the Environment plan name, which is used to display ALTER
environment information.

Defines the Execution primary plan name.

Instructs ALTER to expect numbers in the European format (comma used for
the decimal point) and to create output in European decimal format (Y or N).

This parameter is particularly important when ALTER parses index
LIMITKEY valuesthat are separated by commas. If the EURO keyword is
present, ALTER requires delimiting commas to be followed by blanks.

Note: The Import and Specification components use the value for EURO

from the DOPTs module, but do not support use of the EURO
keyword in the ALUIN parameter input data stream.
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FEP=ALvrmcDF

GLID=id

HSMVOL=vol

IMP=ALvrmcDI

ISPSLIB

IXTYPE=2

Defines the Front End plan name.

Defines aglobal authorization ID (GLID). This authorization ID is used
instead of the authorization 1D of the person who submits the Execution job.
The worklist begins with a-GLID command that switches authorization to
the GLID.

Specifies the volume ID that indicates an archived data set if you are using a
disk management system. If thisvolume ID is encountered, ALTER uses a
template of default values for data set alocation.

Defines the Import plan name.

Indicates the value that the ALTER client uses for generating JCL.

Indicates the default index type that ALTER useswhen no type is specified in
aCREATE INDEX command.

1 Type 1 index
2 Type 2 index (DB2 version 6 and later)

JC1="//& & USERID.& & JOBCHAR JOB (ACCT),"& & PGMR"";

JC2="/| CLASS=A, MSGCLASS=X,MSGLEVEL=(1,1),

JC3="/ NOTIFY=& & USERID'

JC4="[[*'

JC5="/I*'

JCLCLEAN=N

Defines the jobcard that the Front End uses when it generates JCL. Symbolic
variables can be used and are described in the Symbolic Variable appendix of
the respective products' documentation.

Enables you to generate a job step that automatically deletes many of the
permanent (also known as nontemporary) data sets that the Execution
component creates. These data sets are created during worklist processing
and have a disposition (NEW CATLG, CATLG). The automatic delete step is
performed only if the condition code that is returned from any previous job
stepisfour or less (Y or N).

JDSN=""& & PREFIX..ANALY SI S(& & WORKID)""

Defines the default data set name that is used for Analysis JCL. This data set
can be either a sequential or a partitioned data set. Hardcoding a member
name is not recommended for a partitioned data set. The products
automatically use the Work 1D as the member name.
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JDSNBG="'& & PREFIX..JCLGEN(& & WORKID)""

For DB2 version 6 and later, defines the default data set name that is used for
batch JCL Generation. This data set can be either a sequential or a partitioned
data set. Hardcoding a member name is not recommended for a partitioned
data set. The products automatically use the Work 1D as the member name.

JDSNE=""& & PREFIX..EXEC(& & WORKID)""

LOCATION

LOCK=X

LOG=N

MAXSYSUT=20

MGMTCLAS=N

PARTCPY=N

PC=ALU

PIC=N

Defines the default data set name that is used for Execution JCL. This data
set can be either a sequentia or a partitioned data set. Hardcoding a member
name is not recommended for a partitioned data set. The product
automatically uses the Work 1D as the member name.

This DOPT isno longer used except for Single Point Entry when the variable
isset to SPE_METHOD. SPE_METHOD enables the product to display the
remote SSID that the packages are accessing. In all cases, the product
determines the SSID location from the current server register.

Controlsthe SQL LOCK TABLE statements that the Execution component
issuesfor ALTER UNLOAD statements. The LOCK parameter does not
apply to the BMC Software UNLOAD PLUS product.

S Issue the SQL LOCK TABLE IN SHARE MODE statement.
X Issue the SQL LOCK TABLE IN EXCLUSIVE MODE statement.
N Do not issue SQL LOCK TABLE statements.

Specifies that records be logged during loads that use the IBM LOAD utility
(Y orN).

Specifies the maximum number of SY SUT temporary work data sets that the
BMC Software LOADPLUS or REORG PLUS utilities can use to build
nonclustering indexes for atable. The range of valid valuesis 1 to 9999.

Indicates whether support for the MGMTCLAS parameter is required for
V CAT-defined DB2 objects (Y or N).

Specifies whether to use the BMC Software LOADPLUS, COPY PLUS,
RECOVER PLUS, or REORG PLUS utility to create a partition-level image
copy of a partitioned table space or index (Y or N).

Defines the product code to the ALTER components.
(Pre-Image Copy) Indicates whether an image copy should be taken of each

table space before a database is dropped, atable is dropped, or the table space
is dropped or reorganized (Y or N).

POFDS="'& & HLQ..CNTL (& POFNAME)'

Specifies the name of theinitial JCL Generation Product Options File (POF).
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PRODUCT="PRODUCT NAME'

REBLD=I

RECOV=I

RECVMAX

RECVMAXU

Defines the product name. For example, PRODUCT = ALTER.

For DB2 version 6 and later, specifies whether to use the rebuild utility from
IBM or BMC Software or no rebuild utility. If REBLD=N, eligible indexes
are not created with DEFER YES. If anonunique index is dropped or created
inaworklist, and its parent table is not dropped or created in the worklist, the
index is created with DEFER YESif REBL D=l or REBLD=B.

The DOPTs parameters are defined as follows:

B BMCRECOVER
I IBMREBUILD
N NO REBUILD

For DB2 version 5, specifies whether to use the recover utility from IBM or
BMC Software or no recover utility. If RECOV=N, eligible indexes are not
created with DEFER YES. If a nonunique index is dropped or created in a
worklist, and its parent table is not dropped or created in the worklist, the
index is created with DEFER YESif RECOV=l or RECOV=B.

The DOPTs parameters are defined as follows:

B BMCRECOVER
I IBMRECOVER
N NO RECOVER

Indicates the offsite-copy threshold, in cylinders, above which the utility uses
the secondary unit for allocation. If the size of a data set exceeds the
threshold, the utility uses the secondary unit. To avoid using the secondary

unit, specify 0.

Indicates the offsite-copy secondary, or alternate, unit that is used for any
overflow.

RECVPREF='& & PREFIX..& & OBNOD..P& PART'

RECVPS=10

RECVSS=2

Defines the default prefix (high-level qudifier) that is used for the RECV nnn
recovery data sets. The & & OBNOD symbolic variable resolves to
database.& SPNAME. & SPNAME resolves to a table space name or to an
index space name, depending on the type of object that is being copied.

Defines, in cylinders, the default primary space alocation for RECVnnn
recovery data sets.

Defines, in cylinders, the default secondary space allocation for RECV nnn
recovery data sets.
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RECVUNIT=SYSDA  Definesthe default unit that is used for creating RECV nnn recovery data
sets.

REORG=N Indicates whether to generate reorganizations in worklists for operations
which require reorganizing table spaces and indexes. Changes made to
attributes such as PRIQTY, SECQTY, PCTFREE, FREEPAGE, and
VOLUME (for VCAT-defined partitions) can cause placement of
reorgani zation commands in the worklist. If reorganizations are to be
generated, this option a so indicates whether to use the BMC Software
REORG PLUS product in place of the IBM REORG utility.

B Generate BMC reorganizations in worklists.

| Generate IBM reorganizations in worklists.

N Do not generate reorganizations in worklists (default).
REORGALT=N Indicates whether a table space should be reorganized after a column is added

to atable by using the ALTER TABLE statement (Y or N).

SDSN=SY SOUT Specifies the default data set for diagnostic messages for Analysis. This
option can be a sequential file, the keyword SY SOUT, or TERM (terminal).
If you use SY SOUT, the diagnostic messages are written to the JES SPOOL.
If you use TERM, the diagnostic messages are written to your terminal.

SDSNE=SYSOUT Specifies the default data set for diagnostic messages for Execution. This
option can be a sequential file or the keyword SY SOUT. If you use
SY SOUT, the diagnostic messages are written to the JES SPOOL.

SEQI=050 Defines the sequence-number increment for worklists and CDL files.
SL1=("HLQ.LOAD")
Specifies the STEPLIB library that contains the BMC Software |oad
modules.
SL2=(""SYS1.DSNEXIT"'")
Specifies the optional first STEPLIB library for DB2 load modules. This
library is concatenated to the library that keyword SL 1 specifies.
SL3=(""SYS1.DSNLOAD"")
Specifies the optional second STEPLIB library for DB2 load modules. This
library is concatenated to the library that keywords SL1 and SL 2 specify.

SL4=(""SYS1L.OTHER.LOADLIB1"")
Specifies optional additional STEPLIB libraries.

SL5=(""SYS1.OTHER.LOADLIB2'"")
Specifies optional additional STEPLIB libraries.

SPP=ALvrmcDS Defines the Specification plan name.
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SSID=DB2 This DOPT isno longer used. See the product’s SSID control table column of
the BMCDB2 CLIST.

STATHIST=Y For DB2 version 7 and later, specifiesthat the IBM RUNSTATS utility will
update the DB2 catalog history tables with the current statistics that are being
collected (Y or N).

STATS=S For DB2 version 6.1 and later, indicates what type of statistics are generated.
The DOPTs parameters are defined as follows:
S Stand-alone—The worklist generates either a-BMCS or an -RNST
command in the worklist.
u Utility—The worklist combines statistics with a utility (Reorg, Copy,
L oad) whenever possible.
X No statistics are generated.
STOPCOMM=N For DB2 version 61 and later, indicates whether an AT (COMMIT) command
is generated in aworklist when a STOP command is created.
STORCLAS=N Indicates whether support for the STORCLAS parameter is required for
V CAT-defined DB2 objects (Y or N).
SWPS=10 Defines, in cylinders, the default primary space allocation for sort work.
SWSS=2 Defines, in cylinders, the default secondary space allocation for sort work.
SWU=SY SDA Describes the sort work unit.
SYNCPNT = parm Creates additional -SYNC commands in aworklist, based on the number of

-SQL commands since the last